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***** Start of changes ******

3.2
Abbreviations

Applicable abbreviations can be found in TR 21.905 [9]. For the purposes of the present document the following abbreviations apply:

AAL5
ATM Adaptation Layer type 5

ADD
Automatic Device Detection
APN
Access Point Name

APN-AMBR
APN-Aggregate Maximum Bit Rate

ATM
Asynchronous Transfer Mode

AUTN
Authentication Token

BCM
Bearer Control Mode

BG
Border Gateway

BSSAP+
Base Station System Application Part +

BSSGP
Base Station System GPRS Protocol

BVCI
BSSGP Virtual Connection Identifier

CCU
Channel Codec Unit

CDR
Call Detail Record

CGF
Charging Gateway Functionality

CGI
Cell Global Identification

CK
Cipher Key

CMM
Circuit Mobility Management

CS
Circuit Switched

CSG
Closed Subscriber Group

CSG ID
Closed Subscriber Group Identity

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

DTI
Direct Tunnel Indicator

DTM
Dual Transfer Mode

EGPRS
Enhanced GPRS

EPS
Evolved Packet System

ESP
Encapsulating Security Payload

E-UTRAN
Evolved UTRAN

GCSI
GPRS CAMEL Subscription Information indicator

GEA
GPRS Encryption Algorithm

GERAN
GSM EDGE Radio Access Network

GGSN
Gateway GPRS Support Node

GMM/SM
GPRS Mobility Management and Session Management

GPRS‑SSF
GPRS Service Switching Function

GPRS‑CSI
GPRS CAMEL Subscription Information

GRA
GERAN Registration Area

GSM‑SCF
GSM Service Control Function

GSIM
GSM Service Identity Module

GSN
GPRS Support Node

GTP
GPRS Tunnelling Protocol

GTP‑C
GTP Control Plane

GTP‑U
GTP User Plane

GW
Gateway

HNB
Home Node B

HNB GW
Home Node B Gateway

ICMP
Internet Control Message Protocol

IETF
Internet Engineering Task Force

IK
Integrity Key

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

IPX
Internet Packet eXchange
ISP
Internet Service Provider

KSI
Key Set Identifier

L2TP
Layer‑2 Tunnelling Protocol

L-GW
Local Gateway
LIPA
Local IP Access

LL‑PDU
LLC PDU

LLC
Logical Link Control

MAC
Medium Access Control

MIP
Mobile IP

MNRF
Mobile station Not Reachable Flag

MNRG
Mobile station Not Reachable for GPRS flag

MNRR
Mobile station Not Reachable Reason

MOCN
Multi-Operator Core Network

MT
Mobile Terminal

MTC
Machine Type Communications

MTP2
Message Transfer Part layer 2

MTP3
Message Transfer Part layer 3

MTU
Maximum Transfer Unit

NACC
Network Assisted Cell Change

NGAF
Non-GPRS Alert Flag

N-PDU
Network Protocol Data Unit

NRSU
Network Request Support UE

NRSN
Network Request Support Network

NS
Network Service

NSAPI
Network layer Service Access Point Identifier

NSS
Network SubSystem
ODB
Operator Determined Barring

OFCS
Offline Charging System

P‑TMSI
Packet TMSI

PCU
Packet Control Unit

PDCH
Packet Data CHannel
PDCP
Packet Data Convergence Protocol

PDN
Packet Data Network

PDN GW
Packet Data Network Gateway

PDP
Packet Data Protocol, e.g. IP

PDU
Protocol Data Unit

P‑GW
PDN Gateway

PMM
Packet Mobility Management

PPF
Paging Proceed Flag

PPP
Point-to-Point Protocol

PTP
Point To Point

PVC
Permanent Virtual Circuit

RA
Routeing Area

RAB
Radio Access Bearer

RAC
Routeing Area Code

RAI
Routeing Area Identity

RANAP
Radio Access Network Application Protocol

RAU
Routeing Area Update

RLC
Radio Link Control

RNC
Radio Network Controller

RNS
Radio Network Subsystem

RNTI
Radio Network Temporary Identity

RRC
Radio Resource Control

SBSC
Serving Base Station Controller

SBSS
Serving BSS

SGSN
Serving GPRS Support Node

S‑GW
Serving Gateway

SIPTO
Selected IP Traffic Offload

SM
Short Message

SM‑SC
Short Message service Service Centre

SMS‑GMSC
Short Message Service Gateway MSC

SMS‑IWMSC
Short Message Service Interworking MSC

SN‑PDU
SNDCP PDU

SNDC
SubNetwork Dependent Convergence

SNDCP
SubNetwork Dependent Convergence Protocol

SPI
Security Parameter Index

SRNC
Serving RNC

SRNS
Serving RNS

TCAP
Transaction Capabilities Application Part

TCP
Transmission Control Protocol

TFT
Traffic Flow Template

TEID
Tunnel Endpoint IDentifier
TLLI
Temporary Logical Link Identity

TOM
Tunnelling Of Messages

TOS
Type of Service

TRAU
Transcoder and Rate Adaptor Unit

UDP
User Datagram Protocol

UE-AMBR
UE-Aggregate Maximum Bit Rate

UEA
UMTS Encryption Algorithm

UESBI-Iu
UE Specific Behaviour Information - Iu

UESBI-Uu
UE Specific Behaviour Information - Uu

UIA
UMTS Integrity Algorithm

URA
UTRAN Registration Area

URRP-SGSN
UE Reachability Request Parameter for SGSN

USIM
User Service Identity Module

UTRAN
UMTS Terrestrial Radio Access Network

***** Next set of changes ******

9.3
Packet Routeing and Transfer Function

The packet routeing and transfer function:

-
routes and transfers packets between a mobile TE and a packet data network, i.e. between reference point R and reference points Gi or SGi;

-
routes and transfers packets between mobile TE across different PLMNs, i.e.:

-
between reference point R and reference point Gi via interface Gp;

-
between reference point R and reference point SGi via interface S8;

-
routes and transfers packets between TEs, i.e. between the R reference point in different MSs; and

-
optionally supports IP Multicast routeing of packets via a relay function in the GGSN and P‑GW.

The PDP PDUs shall be routed and transferred between the MS and the GGSN or P‑GW as N‑PDUs. N-PDUs are the IP packets forwarded over all interfaces between an UE and a GGSN or P-GW. For the GTP based interfaces, an N-PDU consists of the user IP packet (PDP PDU) and the additional headers created by GTP-U entities. In addition to the GTP-U header, a GTP entity may add also other headers (e.g. security headers). In case of PDP type PPP, the maximum size of each N‑PDU shall be 1502 octets. In other cases, the maximum size of each N‑PDU shall be 1500 octets. In order to avoid IP layer fragmentation between the MS and the GGSN or P-GW, the link MTU size in the MS shall be set to the value provided by the network as a part of the IP configuration. If the MS does not receive any dynamic information about the link MTU then it should use a default value of 1344 octets. This applies to both IPv6 and IPv4.
NOTE:
PDP type PPP is supported only when data is routed over a GGSN employing the Gn/Gp interfaces. A P‑GW supports PDP type IPv4, IPv6 and IPv4/v6 only.

When the MS or the GGSN or P‑GW receives a PDP PDU that results in an N‑PDU that is not larger than the maximum N‑PDU size, the PDP PDU shall be routed and transferred as one N‑PDU. When the MS, the GGSN or P‑GW receives a PDP PDU that results in an N‑PDU that is larger than the maximum N‑PDU size, the PDP PDU shall be segmented, discarded or rejected, depending on the PDP type and the implementation.
Between the 2G‑SGSN and the MS, PDP PDUs are transferred with SNDCP. Between the 3G‑SGSN and the MS, PDP PDUs are transferred with GTP‑U and PDCP.

Between the SGSN and the GGSN when using Gn/Gp, or between the SGSN and the S‑GW when using S4, PDP PDUs are routed and transferred with the UDP/IP protocols. The GPRS Tunnelling Protocol (GTP) transfers data through tunnels. A tunnel endpoint identifier (TEID) and an IP address identify a GTP tunnel. When a Direct Tunnel is established, PDP PDUs are routed and transferred directly between the UTRAN and the GGSN using Gn or between UTRAN and the S‑GW using S12. On S5/S8 interfaces PMIP may be used instead of GTP (see TS 23.402 [90]).

When multiple PDP contexts exist for the same PDP address/APN pair of an MS, the GGSN routes downlink N‑PDUs to the different GTP tunnels based on the downlink packet filters in the TFTs assigned to the PDP contexts. Upon reception of a PDP PDU, the GGSN evaluates for a match, first the downlink packet filter amongst all TFTs that has the smallest evaluation precedence index and, in case no match is found, proceeds with the evaluation of downlink packet filters in increasing order of their evaluation precedence index. This procedure shall be executed until a match is found, in which case the N‑PDU is tunnelled to the SGSN via the PDP context that is associated with the TFT of the matching downlink packet filter. If no match is found, the N‑PDU shall be sent via the PDP context that does not have a TFT assigned to it; if all PDP contexts have a TFT assigned, the GGSN shall silently discard the PDP PDU.

When multiple PDP contexts exist for the same PDP address/APN pair of an MS, the MS routes uplink PDP-PDUs to the different PDP contexts based on either MS-local mapping for 'MS_only' mode, or both MS-local mapping and uplink packet filters in the TFTs assigned to these PDP contexts for 'MS/NW' mode.

For 'MS_only' mode, upon transmission of a PDP PDU, the MS shall apply local mapping. The MS is responsible for creating or modifying PDP contexts and their QoS. The MS should define TFTs in such a way that downlink PDP PDUs are routed to a PDP context that best matches the QoS requested by the receiver of this PDU (e.g. an application supporting QoS). For each uplink PDP PDU, the MS should choose the PDP context that best matches the QoS requested by the sender of this PDP PDU (e.g. an application supporting QoS). Packet classification and routeing within the MS is an MS-local matter. The GGSN shall not match uplink N‑PDUs against TFTs.

For 'MS/NW' mode, the MS evaluates for a match, first the uplink packet filter amongst all TFTs that has the smallest evaluation precedence index and, in case no match is found, proceeds with the evaluation of uplink packet filters in increasing order of their evaluation precedence index. This procedure shall be executed until a match is found, or all uplink packet filters have been evaluated. If a match is found, the PDP PDU is transmitted on the PDP context that is associated with the TFT of the matching uplink packet filter. If no match is found, the MS shall evaluate whether the PDP PDU belongs to an application for which the MS applied a local mapping to a PDP context. If this is the case, the relevant PDP context shall be used. Otherwise, the PDP PDU shall be sent via the PDP context that has not been assigned a TFT including an uplink packet filter. If all PDP contexts have been assigned a TFT including an uplink packet filter, the MS shall silently discard the PDP PDU.

TFTs are used for PDP types IPv4, IPv6, IPv4/v6 and PPP only. For PDP type PPP a TFT is applicable only when PPP is terminated in the GGSN (i.e. GGSN does not provide PDN interworking by means of tunnelled PPP, e.g. by the Layer Two Tunnelling Protocol (L2TP)) and IP traffic is carried over PPP. To support roaming subscribers, and for forward compatibility, the SGSN is not required to know the tunnelled PDP. Every SGSN shall have the capability to transfer PDUs belonging to PDPs not supported in the PLMN of the SGSN.

If packet routing and transfer takes place between the SGSN and the S‑GW using S4, or between the UTRAN and the S‑GW using S12, PDP contexts need to be mapped into EPS bearer contexts and vice versa. Context mapping is handled by the SGSN when using S4. This is transparent to the MS.

The GGSN and P‑GW could also optionally support IP Multicast: this allows the MSs to join multicast groups and start receiving multicast packets. The GGSN duplicates the incoming multicast packets and relays them to the already active TEIDs. These TEIDs are those of MSs that have joined a multicast group.

***** End of changes ******
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