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Abstract of the contribution:

MTC ACB interactions with existing Access Classes.
Discussion 

Currently, TS 22.368 does not have service requirements for MTC devices that support emergency and/or priority bearer services.  
During SA2 #80, while many concurrent MTC decisions were made, CRs in S2-103758->4408, S2-103799->4407 added an interaction between MTC ACB and existing Access Classes that should be reconsidered now that Rel.10 MTC behaviours are defined.
>> SA2 has specified exceptions for UEs configured for MTC that also have an ACB class 10-15.  Currently in 23.401 subclause 4.3.17.5:

NOTE:   A UE configured for MTC and that is a member of Access Class 0..9 does not attempt normal network access when barred as part of MTC specific Access Class Barring. This is regardless of whether or not the UE is permitted by Access Classes 0..9 as specified in TS 36.331 [37]. A UE configured for MTC follows the defined procedures for emergency/priority network access (i.e. Access Classes 10..15) regardless of whether or not the UE is barred as part of MTC specific Access Class Barring.
In consideration of SA2 Rel.10 limited scope of UEs configured for MTC, they are only able to function for MTC.   There are no MTC requirements in TS 22.368 that would have a UE configured for MTC that would also be assigned emergency or other priority services/access classes for any of the MTC features.  I.e., TS 22.368 does not have any exceptions for overload handling of MTC devices with emergency/priority.
>> Another consideration, the SA1 LS to S2 said SA1 wanted an overload/congestion requirement that applies to all MTC devices – that is what convinced SA2 to add an “MTC indicator” in rel.10 (see red text):

(S2-104161/S1-102293) …WRT the general requirement:

 “The network shall provide a mechanism to reduce peaks in the data and signalling traffic resulting from very large numbers of MTC Devices (almost) simultaneously attempting data and/or signalling interactions”:

The intention behind this requirement was to allow the creation of mechanisms to protect the network from the congestion caused by a very large number of MTC Devices simultaneously and unexpectedly accessing the network. Since this congestion can occur for all MTC Applications, the requirement and corresponding solutions need at least to apply to all MTC Devices, hence the requirement was put into the general section. …

If SA2 specifies exceptions for some MTC devices, then SA2 is not meeting the requirement of providing these controls for all MTC devices.  This ACB interaction is also inconsistent with text in TS 23.401 that states “E-UTRAN provides additional Access Class Barring functionality to bar UEs configured for MTC independently of other UEs.”
>> Additionally, when the CN requests the RAN to reject MTC traffic, (e.g., MME sends Overload Start  to eNB), the eNB can not distinguish a UE configured for MTC that is also assigned a priority Access Class (Access Class is not included in the RRC connection messages).  Currently there are inconsistent specifications for handling MTC overload when Overload Start is used vs MTC ACB.
>> Other background info – the definition of a priority service user in 22.153:

TS 22.153: Service User:  An individual who has received a priority level assignment from a regional/national authority (i.e., an agency authorised to issue priority assignments) and has a subscription to a mobile network operator that supports the MPS feature.
SA1 specifies that the Service User is an individual.  Therefore, MTC interactions with eMPS are not defined.

>> Lastly, for emergency bearer services, the UE is connected to a configured Emergency APN that will be used for IMS emergency calls.  This emergency APN is not associated with an MTC server.  There shouldn’t be a UE configured for MTC that is initiating an emergency call (emergency bearer services).

>> Therefore, the ACB note along the line that Sierra Wireless originally proposed at SA2 #80 S2-103758/S1-103799 better aligns with Rel.10 MTC requirements now that the many factors influencing SA2 MTC have stabilized. 

“NOTE y: A UE configured as a MTC device cannot access the network when barred as a specific type of MTC device, regardless of whether the UE is permitted by Access Classes 0-15 as described in TS 22.011 [x].”

Proposal 

Modify MTC ACB interactions so that an operator can bar access of MTC devices regardless of other Access Classes that may be assigned to the UE.  This will align with TS 22.368 so that MTC traffic can be controlled independently of non-MTC traffic.
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