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1. Discussion

During the SA2#80 email approval, there were extensive email discussions on the requirement of using LRF for location retrieval.  The compromised texts are below:
- 
For PSAP selection in the case of an IMS emergency call, the provision of the Cell-ID shall be based on functions specified in TS 23.167 [3] when the LRF is deployed. When LRF is not deployed, another Cell-ID provision mechanism, e.g. the one used for charging purposes, may be used, if it meets the PSAP selection requirements.

There is several issues with the above requirement on the portion of when LRF is not deployed, these issues are:
1. The example in the e.g implies existing solution is available, after research, no such solution are specified for packet network. 

2. LRF and non LRF solutions are defined in TS 23.167 for emergency session establishment, see section 2 for detail.

2. TS 23.167 Non LRF Location Solution

In the IMS specification, both LRF and non-LRF are defined.  The procedure for the LRF is very easy detected in the TS 23.167; the section 2.1 demonstrates the Non LRF solution.
2.1 Non LRF solution

4.1
Architectural Principles

[…]

-
The P‑CSCF serving the emergency call is the IMS network entity which may retrieve the location identifier from the IP-CAN.
[…]

4.3.1
General Location Information Principles

 […]

-
The P‑CSCF may query the IP‑CAN to obtain location identifier. The E‑CSCF, if required, may query the LRF for additional location information. If the E‑CSCF does not receive location information in the emergency service request, it may query the LRF for location information.
[…]

6.2.1
Proxy‑CSCF

-
[…]

-
May query IP-CAN for location identifier.
[…]

7.3
Emergency Session Establishment in the Serving IMS network

If the UE is able to detect that the user is requesting an emergency session then it shall include an emergency service indication in the emergency session establishment request.

If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is only PS attached, and the network has indicated that IMS emergency services are supported, it should attempt the emergency call in the PS Domain. If the UE is attached to both domains, it should follow the domain selection requirements in TS 22.101 [8]. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice).

If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to "emergency", the UE shall then re-attempt the session as described above with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

If the UE is aware that it does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration but immediately establish an emergency session towards the P‑CSCF, see clause 7.4.

Upon receiving an initial request for an emergency session, the P‑CSCF shall follow the rules and procedures described in TS 23.228 [1] with the following additions and clarifications:

-
The P‑CSCF is the IMS network entity, which detects an emergency session.

-
For the case that the initial request carries an indication that the request is for emergency services, and the UE is not registered in the IMS network, see clause 7.4 for details.

-
For the case that UE is IMS registered and the initial request does not carry an indication that the request is for emergency services, and the P‑CSCF is able to detect that the request is for emergency services, the P‑CSCF shall perform the " Non UE detectable Emergency Session " described in clause 7.1.2 above.

-
For the case that the initial request carries an indication that the request is for emergency services, and the UE is registered in the IMS network, but not performed emergency registration:

a)
the P‑CSCF shall reject the request indicating that IMS emergency registration required, if the UE is roaming;

b)
the home P‑CSCF may reject the request indicating that IMS emergency registration required, based on local policy.

-
On receipt of a session establishment request, which is recognized to be for an emergency service, the P‑CSCF shall check whether the UE provided a TEL‑URI as its identity in the request. If a TEL‑URI is present in the request, the P‑CSCF shall check the validity of this TEL‑URI. If no TEL‑URI is present in the request and the P‑CSCF is aware about the TEL‑URI associated with the emergency registration, it shall provide the TEL‑URI to the E‑CSCF in the session establishment request.

-
The P‑CSCF may query the IP-CAN for the location identifier.
-
P‑CSCF shall prioritize emergency sessions over other non-emergency sessions.

-
Emergency IP flows need to be identified by P‑CSCF in the Rx interface signalling to allow the PCRF to prioritize emergency service data flows over non-emergency service data flows within IP‑CAN. The detailed procedures are specified in TS 23.203 [20].

Upon receiving an initial request for an emergency session from P‑CSCF, the E‑CSCF shall perform the following:

-
if location information is not included in the emergency service request or if additional location information is required, the E‑CSCF, if required, retrieves the UE's location information as described in clause 7.6 Retrieving Location information for Emergency Session.
-
If location information is included by the UE, the E‑CSCF, if required requests the LRF to validate the location information.
-
May determine or may request the LRF to determine the appropriate routing information which could be based on the type of emergency service requested and UE's location.

-
determine the default PSAP destination if routing based on UE's location is required but the location is unknown.

-
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E‑CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.

-
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E‑CSCF uses the TEL‑URI obtained from the LRF and forwards the request to an appropriate BGCF/MGCF for routing in the GSTN. This number shall have the same format as used for CS emergency calls. The MGCF may insert any available location information in the PSTN/CS signalling.

NOTE:
In case an ESRN is received from the LRF, the E‑CSCF maps the received ESRN from the LRF to a TEL-URI before forwarding the request to MGCF.

7.6.1
Acquiring location information from the UE or the network

When performing an emergency service, four scenarios for retrieving location information for routing purposes are considered:

-
the UE knows its own location;

-
the UE retrieves its location information from the network;

-
the IMS core retrieves the location information. The related high level procedures are described below;
-
location information is not needed to route the emergency call by the IMS core, optionally the emergency routing determination and location information retrieval may be performed by the Emergency Call Server (ECS) as part of the emergency session establishment procedure. In this case, the IMS core does not need to obtain the location information. See the details in Annex D.
Annex D (informative):
Examples of call flows according to NENA I2 recommendations

This clause provides the examples of call flows according to NENA I2 recommendations [17].

D.1
ECS redirecting IMS emergency call
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Figure D.1

This flow is supported by the procedures in clause 7.3, where the E‑CSCF need not enquire the LRF for location information. Additional steps defined here are standard SIP methods, but not defined in this specification.

Detailed description of the procedure:

1)
An IMS emergency call is initiated.

2)
The E‑CSCF sends an Invite message with 911 or other well known emergency number as the dialled number, the UE's location information in a Location Object (LO) if available, and the UE's media capabilities encapsulated in a SDP payload, to the ECS.

3)
Based on the received Location Object (LO), the ECS will determine to which PSAP/EC the call should be routed and allocate an ESQK from the ESQK pool associated with that particular PSAP/EC. The ECS then will format a SIP response with the retrieved ESRN/ESQK in the Contact fields to redirect the emergency call.

4)
The IMS Core uses the ESRN/ESQK received in the call redirect message to format an INVITE message properly, and sends it to the MGCF/MGW. A P-Asserted-Identity field may be inserted in the INVITE message, it contains either an ESQK or the CBN.

5)
The emergency call setup continues with the PSAP/EC.

6)
The ECS initiates a subscription at the IMS Core to request a notification of call termination of the emergency call.

7)
An acknowledgement is returned.

8)
The emergency session establishment signalling continues.

9)
The PSAP retrieves location from the ECS.

10)
The emergency session is released.

11)
The IMS Core sends an Event Notification message to the ECS with an Event indicating that the 911 call has been terminated. At this time, the ESQK allocated to the emergency session can be released.

12)
An acknowledgement is returned to the IMS Core.

D.2
ECS routes the emergency call to the gateway with record route
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Figure D.2

This flow is supported by the procedures in clause 7.3, where the E‑CSCF need not enquire the LRF for location information.
Detailed description of the procedure:

1)
An IMS emergency call is initiated.

2)
The E‑CSCF sends an Invite message with 911 or other well known emergency number as the dialled number, the UE's location information in a Location Object (LO) if available, and the UE's media capabilities encapsulated in a SDP payload, to the ECS.

3)
Based on the received Location Object (LO), the ECS will determine to which PSAP/EC the call should be routed and allocate an ESQK from the ESQK pool associated with that particular PSAP/EC. The ECS then re-issues an Invite to an appropriate MGCF/MGW with the ESRN/LRO, ESQK and a record route indication. or the call to be routed to PSAP the P-Asserted-Identity contains ESQK, A P-Asserted-Identity field may be inserted in the INVITE message, f for the call to be routed to other emergency answering centre the P-Asserted-Identity contains the CBN.

4)
The emergency call setup continues with the PSAP/EC.

5)
The emergency session establishment signalling continues.

6)
The PSAP retrieves location from the ECS.

7)
Either the caller or PSAP initiates the call termination signalling.

8)
The E‑CSCF or MGCF/MGW forwards the hang-up message to the ECS. At this time, the ESQK allocated to the emergency session can be released.

9)
The ECS sends an OK to the E‑CSCF or MGCF/MGW.

10)
The call termination signalling continues.

2.2 Summary

It’s clear from the above extracted texts, that non LRF solution is defined in TS 23.167.  Even though, it’s possible to argue there is lack of clear procedure on the how E-CSCF obtain the UE location.  Therefore, for the Netloc work item, reference TS 23.167 shall be sufficient for the requirement to support IMS emergency service.  If other company wants to clarify the procedure on precise procedure, that can be achieved via CR against TS 23.167.
3. Proposal

The contributing company recommend to discuss the following propose texts and accepted to next version of the TR.

****************1st Change ************
5.2 High Level Requirements

-
It shall be possible for the Cell-ID / PLMN ID provided to the IMS for the purpose of charging, lawful interception, retention of location information and potentially PSAP selection to be determined by the network. 
- 
For PSAP selection in the case of an IMS emergency call, the provision of the Cell-ID shall be based on functions specified in TS 23.167 [3]. 
-
The solution shall minimize the additional signalling.

-
The solution shall not require modifications of the UE.
-
The solution shall also allow for the network to provide Cell-ID / PLMN ID if the UE has insufficient credentials (e.g. UICC-less case).

-
The provision of the Cell-ID / PLMN ID where the UE is located shall not degrade the service level, e.g. session setup delay, compared to the corresponding CS service and shall not be perceptible to the end user.
-
The solution should allow for the provision of Cell ID/PLMN ID to IMS nodes for IMS subscribers using ICS in IMS Centralized Services scenarios as specified in TS 23.292 [4].
-
The number IMS entities required to do the retrieval of the Cell-ID /PLMN ID should be minimized.

*****************End of Change ****************
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