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Abstract of the contribution: The contribution proposes the update on type of location information based on LS response from SA1.
1. Discussion

This paper updates the TR23.842 to reflect the “Service Specific Location Information (SSLI)” which is confirmed by the SA1 (S2-10xxxx) that the network can transport the SSLI to the IMS based on regional requirements.
2. Proposal

It is propose to agree on the following change.
******************* Start of the 1st Change *********************
1
Scope

The present document investigates architecture solutions for making the Cell-ID / PLMN ID and Service Specific Location Information the UE is camped on available to the IMS nodes whenever the IMS operator needs to record this information either to fulfil legal obligations, for charging or for other purposes. 

This study will gather the various existing regulatory and operator requirements that the solution needs to fulfil, in particular:

-
whether the provision of the network provided Cell-ID / PLMN ID is applicable to all the users served by a network (i.e. “non-roaming” subscribers and inbound roamers) or only to the network operator subscribers;

-
whether Cell-ID / PLMN ID needs to be made available also if EPS/GPRS and IMS services of a subscriber are provided by different networks;

- 
what events trigger the need to retrieve the Cell-ID / PLMN ID / Service Specific Location Information.

The study is then expected to produce solution candidates which detail the necessary Stage 2 message flows, architecture enhancements and new functionality needed in the EPS and GPRS networks.  The solution candidates will also describe what IP Multimedia Subsystem elements are affected in order to obtain the network provided Cell ID / PLMN ID / Service Specific Location Information. 

The solutions produced will then be assessed against the criteria identified in section 7 where recommendations for normative work will also be made.

******************* Start of the 2nd Change *********************
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

SSLI
Service Specific Location Information
******************* Start of the 3rd Change *********************
4
Scenarios for Cell ID / PLMN ID Provision

4.1
Lawful interception

A legal obligation exists for network operators to record the Cell-ID when lawful interception is applied. Though the UE currently provides the Cell-ID information, some regulators do not to trust this information because it may have been tampered with, therefore they require a network provided Cell-ID. 

For an originating or terminating IMS session involving an intercepted UE, both the Cell-ID where intercepted UE has initiated the session and the Cell-ID where the session was released are required. There is no requirement to be able to track the changes in the Cell-ID value during the session.

Editor’s note: it should be checked whether some regulators have more stringent requirements than the one described in the above paragraph which are based on the requirements from the authorities of Germany, UK, Austria.

4.2
Charging

IMS Charging records need the current Cell-ID / PLMN ID as this information is required to generate correct billing. Optionally, SSLI is also needed based on regulatory requirements. The CDRs generated within IMS have to contain network provided Cell-ID / PLMN ID and optionally SSLI. This applies for all CDRs from any user/session regardless of whether the session is successfully established or not.

Transfer of Cell-ID information between different networks is not required when the PLMN is not an equivalent PLMN. In case the UE to be located is camped on a visited network (that is not an equivalent PLMN to the HPLMN), only the identity of the visited PLMN ID where the UE is registered for bearer services is required to be provided to the IMS nodes in the HPLMN. In all cases, the Cell-ID needs to be provided to IMS nodes in the VPLMN when the UE to be located is camped on that same VPLMN or equivalent PLMN to the VPLMN.

In the case of an IMS voice session, for example, the Cell-ID / PLMN ID / SSLI of the UE needs to be recorded for an originating or terminating IMS session establishment. The Cell-ID / PLMN ID / SSLI need to be provided when the session is successfully connected/released and when the session is dropped due to, for instance, radio condition changes.
When an IMS Session is modified, e.g. when a new media component is added to an MMTel call, the Cell-ID / PLMN ID / SSLI also needs to be stored as the location of the user at the time when the session is modified may generate a charging event.
Cell-ID / PLMN ID / SSLI is also needed to correctly charge for localized services. Network provided Cell-ID / PLMN ID / SSLI need to be available to any IMS node that generates charging records. The network that the IMS node is located in will determine if Cell-ID or PLMN ID or SSLI is needed.  For example, on an IMS session origination where the P-CSCF is in a VPLMN and the S-CSCF is in the Home or equivalent PLMN, the Cell-ID would be in the P-CSCF CDR and the PLMN ID would be in the S-CSCF CDR.
Editor’s Note: It is FFS which IMS functional entities are required to include the Cell-ID/PLMN ID in the CDR and for which events.  Currently TS 23.228 identifies the following as generating CDRs: P-CSCF, I-CSCF, S-CSCF, BGCF, MRF, IBCF and transit functions.  TS 23.228 also identifies charging information can be conveyed on Ma and ICS reference points.
4.3
IMS Emergency Calls Routing
In order to be able to route an emergency call to the appropriate PSAP, the network provided current Cell-ID / SSLI is required. The Cell-ID / SSLI shall be provided to the E-CSCF before it performs PSAP selection. The Cell-ID of the cell / SSLI where the emergency call is originated is considered to provide sufficient accuracy for a correct routeing of the call. In some instances, depending on the specific PSAP configuration and based on regulatory requirements, a lower level of accuracy than that provided by the Cell-ID, such as SSLI which can be also provided by the network, may be acceptable.
If local regulation requires support for UEs without sufficient credentials, network provided Cell-ID must also be obtained for these UEs.

Existing mechanism, i.e. IMS emergency, may be used as the basis for the PSAP selection if operator supports the LCS, and otherwise non-LCS dependent mechanism will enable IMS to perform PSAP selection.
In all cases, minimal impact on the session set-up time for obtaining the network provided location information is important as in some countries stringent requirements exist on emergency call set up time.
4.4
Retention of Location Information Data
Network operators have a legal obligation to record and store for a certain amount of time information about their subscribers such as events, services used as well as location where the service was consumed. It is expected that when a service is provided by IMS the same requirements that exist today for CS services will continue to apply.
******************* Start of the 4th Change *********************
5
Architecture Requirements

5.1
General
The solution for the provision of trusted location information to the IMS nodes is expected to fulfil the following architecture requirements. These requirements are derived from the scenarios described in section 4 of this document.

Note:
Although the aim is to achieve a single solution, more than one architecture solution may be specified if it is discovered that not all use cases are efficiently fulfilled by a single solution. 

5.2
High Level Requirements

-
It shall be possible for the Cell-ID / PLMN ID/SSLI to be provided to the IMS for the purpose of charging, lawful interception and retention of location information and potentially PSAP selection to be determined by the network. 
- 
For PSAP selection in the case of an IMS emergency call, the provision of the Cell-ID/SSLI shall be based on functions specified in TS 23.167 [3] when the LRF is deployed. When LRF is not deployed, another Cell-ID/SSLI provision mechanism, e.g. the one used for charging purposes may be used, if it meets the PSAP selection requirements.

-
The solution shall minimize the additional signalling.

-
The solution shall not require modifications of the UE.
-
The solution shall allow for the network to provide Cell-ID / PLMN ID/SSLI if the UE has insufficient credentials (e.g. UICC-less case).

-
The solution for providing the Cell-ID / PLMN ID / SSLI of the UE to the IMS shall not degrade the service level, e.g. session setup delay, compared to the degradation resulting from providing location in the corresponding CS service and shall not be perceptible to the end user.
-
The solution should allow for the provision of Cell ID/PLMN ID/SSLI to IMS nodes for IMS subscribers using ICS in IMS Centralized Services scenarios as specified in TS 23.292 [4].
-
The number IMS entities required to do the retrieval of the Cell-ID /PLMN ID/ SSLI should be minimized.
Editor’s Note: The actual length of the SSLI is FFS.
5.3
Location Characteristics Requirements

-
Transfer of Cell-ID information between different PLMNs is not required when the PLMN is not an equivalent PLMN. In case the UE to be located is camped on a visited network (that is not an equivalent PLMN to the HPLMN), only the identity of the visited PLMN ID where the UE is registered for bearer services is required to be provided to the IMS nodes in the HPLMN. In all cases, the Cell-ID needs to be provided to IMS nodes in the VPLMN when the UE to be located is camped on that same VPLMN or equivalent PLMN to the VPLMN.  

-
IMS nodes may require the network to provide the Cell-ID / PLMN ID / SSLI of the UE upon the following events:

-
Session establishment (e.g. during the SIP INVITE for IMS Voice);
-
Session release;

-
Session modification (e.g. addition / removal of a media component during an MMTel session);

-
SIP MESSAGE for SMS.
-
The network should be able to control which IMS nodes can obtain trusted network provided Cell-ID / PLMN ID / SSLI and the network shall not provide it to non trusted entities.

Editor’s Note: It needs to be determined if a network operator has a legal obligation and/or operational need (e.g. CDRs) for IMS to obtain the Cell-ID /PLMN ID /SSLI from the IP-CAN or if correlation between IMS records and IP-CAN records meets the legal obligation and/or operational need.

Editor’s Note: If IMS is required to obtain the Cell-ID / PLMN ID / SSLI, it needs to be determined what IMS entity (or entities) that needs to explicitly retrieve such information from the access network.
******************* End of the Changes *********************
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