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Abstract of the contribution:

This contribution adds the requirement to retrieve the network cell ID when an IMS session is modified or updated.
Introduction

The use case 4.2 of TR 23.842 illustrates the need to obtain a trusted location in order to correctly record it in the CDR. One prominent IMS application considered is MMTel which allows users to add and remove media streams to a normal voice call. As media can be added by either the A or the B party at any time during the voice session, it is important to be able to determine the location where this happens.
It is therefore proposed to add to the triggers for the retrieval of the Cell-ID / PLMN ID also any session modification or session update events.

Proposed text

The following text is proposed to be added to section 5.3 of TR 23.842
4.2
Charging

IMS Charging records need the current Cell-ID / PLMN ID as this information is required to generate correct billing. The CDRs generated within IMS have to contain network provided Cell-ID / PLMN ID. This applies for all CDRs from any user/session regardless of whether the session is successfully established or not.

In the case of an IMS voice session, for example, the Cell-ID / PLMN ID of the UE needs to be recorded for an originating or terminating IMS session establishment. The Cell-ID / PLMN ID need to be provided when the session is successfully connected/released and when the session is dropped due to, for instance, radio condition changes.
When an IMS Session is modified, e.g. when a new media component is added to an MMTel call, the Cell-ID / PLMN ID also needs to be stored as the location of the user at the time when the session is modified may generate a charging event.
Cell-ID / PLMN ID is also needed to correctly charge for localized services. Network provided Cell-ID / PLMN ID need to be available to any IMS node that generates charging records.
NEXT MODIFIED SECTION

5.3 Location Characteristics Requirements

-
Transfer of Cell-ID information between different networks is not required. In case the UE to be located is camped on a visited network, only the identity of the visited network where the UE is registered is required to be provided to the Home PLMN. In all cases, the Cell-ID needs to be provided in the Visited PLMN.  

-
IMS nodes may require the network to provide the Cell-ID / PLMN ID of the UE upon the following events:

-
Session establishment (e.g. during the SIP INVITE for IMS Voice);
-
Session release;
-
Session modification (e.g. addition / removal of a media component during an MMTel session);
-
SIP MESSAGE for SMS.
-
The network should be able to control which IMS nodes can obtain trusted network provided Cell-ID / PLMN ID and the network shall not provide it to non trusted entities.

Editor’s Note: It needs to be determined if a network operator has a legal obligation and/or operational need (e.g. CDRs) for IMS to obtain the Cell-ID /PLMN ID from the IP-CAN or if correlation between IMS records and IP-CAN records meets the legal obligation and/or operational need.
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