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Abstract of the contribution:
This contribution clarifies the roles of the standalone TDF and PCRF concerning the reference point between the TDF and PCRF. 
Discussion
A standalone TDF is not able to identify the establishment of the default context / IP-CAN session, because the (GTP) protocol operates between the PCEF and the access network and is consequently not seen by the standalone TDF. The TDF can recognize the attach of the UE and establishment of a default context only when the first application packet is detected at the TDF. This is too late for establishing a control session with the PCRF and too late for getting service detection rules (and possible PCC rules) from the PCRF.  
A standalone TDF is not able to find the correct PCRF, i.e. the same PCRF as the PCEF (and BBERF), because the TDF does not get all the required information from the detected application packets, i.e. the UE IP address(es) and/or the user ID and PDN ID.
To handle these issues, a standalone TDF shall become aware of the established IP-CAN session and the PCRF selected/used by the PCEF. 
The PCEF and PCRF can provide the TDF with the required information to handle the issues. PCEF may send the IP address of the related standalone TDF to the PCRF in the request message upon the IP-CAN session establishment. There are two options on how to proceed: 
1. The PCRF may request the identified TDF to establish user session related Diameter control session towards the PCRF. The TDF can then establish a Diameter control session to the PCRF as per current Gx protocol, i.e. the TDF acts as a Diameter client (as PCEF and BBERF do currently) and the PCRF acts as a Diameter server (as per current specifications). 
2. The PCRF acts as a Diameter client and the TDF as a Diameter server. The PCRF establishes a user session related Diameter control session towards the TDF. 

The first option needs a non-user session related message exchange (e.g. a general Diameter session that is maintained between the PCRF and TDF as long they have a connection) for the PCRF to request the TDF to establish a user session related control session. 
The second option obviously needs more standardization and implementation work due to required additional changes to the Gx base procotocl (due to the change of client/server roles).
Proposal

It is suggested add the following text and Editor’s Note in subclause 4.4.3.3 to describe two optional ways to solve the control session establishment and PCRF finding problems of TDF.
Summary of proposed changes and additions:

· Removal of an inconsistency (a response to PCEF does not reach a standalone TDF) in subclause 4.4.3.1.
· New text and an Editor’s Note in subclause 4.4.3.3.
* * * Begin 1st Change * * * 
4.4.3.1
Alternative 1

At the time of IP-CAN session establishment, the PCEF contacts the PCRF as per existing procedures. User privacy policy settings are received from the SPR together with the other subscriber related information (the management of the user privacy policy settings is out of scope). The PCRF checks the user privacy policy settings to see if usage of service traffic detection mechanism is allowed and for what services. If it is allowed the PCRF can instruct the Traffic Detection Function (TDF) by sending the Service Detection (SD) rule on what services it should detect. After detecting a service with a service traffic detection mechanism, the TDF informs the PCRF about the detected service. The PCRF can then react in the desired way with regard to the policy and charging control information for the detected traffic.
A new mechanism for instructing the TDF on what service traffic to detect (e.g. a new type of rule) needs to be defined. While the actual mechanism for the service traffic detection should not be standardized, TDF has to be able to detect the start and the end of the respective service and notify the PCRF correspondingly.
A SD rule defines a set of information used for service detection. Since the actual mechanism for the service traffic detection should not be standardized, it is proposed to support predefined SD rules, which may include only a service traffic (i.e. application) name or another identifier known both to PCRF and to TDF. A service identifier can be mapped by the TDF to a pre provisioned service related information e.g. application layer protocol e.g. http, sip, P2P, and TCP/UDP port number / ranges to be detected.

Editor’s note: It is FFS how invocation of predefined SD rules works for roaming VA/LBO.

Note: service identifier communicated by the PCRF can be mapped to variety of information pre provisioned into the TDF that can allow for expansion of TDF role to be used with new protocols and services without having to standardize new parameters across the interface.
The following operations shall be available for the predefined SD rules:

· Activation: to allow the SD rule being active.

· Deactivation: to disallow the SD rule.

* * * End of 1st Change * * * 
* * * Begin of 2nd Change * * * 
4.4.3.3
Alternative 1b - Gx based service detection reporting

The TDF triggers the interaction with the PCRF when it detects the start or the end of a detected service. After detecting a service with a service traffic detection mechanism, the TDF informs the PCRF via an Gx based interface. The TDF may provide an Application Identifier corresponding to the detected service (i.e. SD rule identifier), the service start event trigger and the detected filter information, when available. The PCRF may then create/modify the PCC rule in the desired way with regard to the policy and charging control information . When the TDF detects the end of the service, the PCRF is informed again via a Gx based interface with the corresponding SD rule identifier and the service stop event triggerThis may trigger the PCRF to provision enforcement functions in the PCEF using PCC Rules and in the TDF. 

Editor’s Note: Whether SD Rules may include the enforcement action to be performed when the service is detected or PCRF need to send the enforcement action in a separate IE is FFS.

The following enforcement actions may be applied to the detected traffic:

a. Permit Unrestricted – the detected service/flow is allowed to continue without further policy action

b. Block – the detected service / application flows are blocked (or the "gate is closed")

c. Shape – apply some regime of traffic shaping to the detected service / application flows (e.g. to bandwidth limit for P2P file sharing flows)

d. Redirection – Redirect detected flows to another controlled address (e.g. redirect to a top-up / service provisioning page). This may not be possible for all types of detected flows (e.g. this may only be performed on specific HTTP based flows)

Note 1: 
Additional PCC functions (i.e. credit management, reporting, policy control, event reporting, binding mechanisms) besides those listed above are always performed by the PCEF as currently described in 23.203". 

Note 2 : 
The implications of distributed policy enforcement needs to be investigated, 

The mechanisms covering the issue of charging interface, when standalone TDF is used, are out of this key issue’s scope.
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Figure 4.4.3.3: Architecture for Gx-based solution
NOTE:
This architecture option can be applied for a stand-alone TDF and a TDF that is collocated with the PCEF in the same gateway.

In case of collocated TDF, the Gxd interface doesn’t apply.

A new reference point Gxd between TDF and PCRF that enables gating, shaping and redirection functions in the TDF is defined.Note: The enforcement actions may be pre-provisioned at the TDF. Dynamic provision of enforcement actions from PCRF to TDF remains FFS.

A standalone TDF is not able to identify the establishment of the default context / IP-CAN session, because the bearer establishment takes place between the PCEF and the access network and is consequently not seen by the standalone TDF. The TDF can recognize the attach of the UE and establishment of a default context only when the first application packet is detected at the TDF. This is too late for establishing a control session with the PCRF and too late for getting service detection rules (and possible PCC rules) from the PCRF.  
A standalone TDF is not able to find the correct PCRF, i.e. the same PCRF as the PCEF (and BBERF), because the TDF does not get all the required information from the detected application packets, i.e. the UE IP address(es) and/or the user ID and PDN ID.

To handle these issues, a standalone TDF shall become aware of the established IP-CAN session and the PCRF selected/used by the PCEF. 

The PCEF and PCRF can provide the TDF with the required information to handle the issues. PCEF may send the IP address of the related standalone TDF to the PCRF in the request message upon the IP-CAN session establishment. There are two options on how to proceed: 
1. The PCRF may request the identified TDF to establish user session related Diameter control session towards the PCRF. The TDF can then establish a Diameter control session to the PCRF as per current Gx protocol, i.e. the TDF acts as a Diameter client (as PCEF and BBERF do currently) and the PCRF acts as a Diameter server (as per current specifications).

2. The PCRF acts as a Diameter client and the TDF as a Diameter server. The PCRF establishes a user session related Diameter control session towards the TDF.
The first option needs a non-user session related message exchange (e.g. a general Diameter session that is maintained between the PCRF and TDF as long they have a connection) for the PCRF to request the TDF to establish a user session related control session. 

The second option obviously needs more standardization and implementation work due to required additional changes to the Gx base protocol (due to the change of client/server roles).
Editor Note: It is FFS whether the PCRF or the TDF should initiate the control session.between them.

* * * End of 2nd Change  * * *
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