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Abstract of the contribution:
This contribution addresses the  implications of distributed policy enforcement, refer to NOTE 2 in subclause 4.4.3.3 of TR 23.813. 

Discussion
TR 23.813 / subclause 4.4.3.3 lists policy enforcement actions that may, but shall not, be applied to the detected traffic by the TDF. Consequently, either the PCEF or the TDF may apply these policy enforcement actions. In case of a standalone TDF it is beneficial (to avoid activating overlapping functionalites), if the PCEF knows about TDF‘s capabilities to support these actions. 
Current PCC stage 3 specifications have adopted the CT4 defined supported features mechanism. This mechanism is used by a Diameter client (e.g. PCEF) and the corresponding Diameter server (e.g. PCRF) for indicating to the counterpart, over a PCC interface (e.g. Gx), the features that are required for the session to be successful and optional features that the client or server supports. 
The existing supported features mechanism can be applied by PCEF and TDF to indicate supported policy enforcement actions. 
Proposal

It is suggested that the following text is added and changes made in subclause 4.4.3.3 in TR 23.813.

Summary of changes:

· TS 29.212 added in references.
· New text added to describe how the TDF and PCEF may indicate features they support by applying the existing supported features mechanism.
· NOTE 2 replaced with an Editor’s Note.
* * * Begin 1st Change * * * 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[3]
3GPP TS 23.203: "Policy and charging control architecture"..

[4]
3GPP TS 22.101: "Service aspects; Service principles".

[5]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows".

[6]
3GPP TS 23.198 V9.0.0 : Open Service Access (OSA)
[xx]
3GPP TS 29.212: "Policy and Charging Control over Gx reference point".
* * * End of 1st Change * * * 
* * * Begin of 2nd Change * * * 
4.4.3.3
Alternative 1b - Gx based service detection reporting

The TDF triggers the interaction with the PCRF when it detects the start or the end of a detected service. After detecting a service with a service traffic detection mechanism, the TDF informs the PCRF via an Gx based interface. The TDF may provide an Application Identifier corresponding to the detected service (i.e. SD rule identifier), the service start event trigger and the detected filter information, when available. The PCRF may then create/modify the PCC rule in the desired way with regard to the policy and charging control information . When the TDF detects the end of the service, the PCRF is informed again via a Gx based interface with the corresponding SD rule identifier and the service stop event triggerThis may trigger the PCRF to provision enforcement functions in the PCEF using PCC Rules and in the TDF. 

Editor’s Note: Whether SD Rules may include the enforcement action to be performed when the service is detected or PCRF need to send the enforcement action in a separate IE is FFS.

The following enforcement actions may be applied to the detected traffic:

a. Permit Unrestricted – the detected service/flow is allowed to continue without further policy action

b. Block – the detected service / application flows are blocked (or the "gate is closed")

c. Shape – apply some regime of traffic shaping to the detected service / application flows (e.g. to bandwidth limit for P2P file sharing flows)

d. Redirection – Redirect detected flows to another controlled address (e.g. redirect to a top-up / service provisioning page). This may not be possible for all types of detected flows (e.g. this may only be performed on specific HTTP based flows)

Note 1: 
Additional PCC functions (i.e. credit management, reporting, policy control, event reporting, binding mechanisms) besides those listed above are always performed by the PCEF as currently described in 23.203". 


The existing supported features mechanism (refer to 3GPP TS 29.212 [xx]) may be applied by PCEF and TDF to indicate supported policy enforcement actions to PCRF over Gx and Gxd interfaces, respectively. The PCRF may relay the policy enforcement capabilities between the PCEF and TDF, leaving the decision logic, i.e. which one activates a given enforcement action if both the PCEF and TDF indicate the support of it, to the PCEF and TDF. For example, if the TDF indicates to support certain enforcements actions, the PCEF may decide to not activate corresponding actions for the user session. Alternatively, the PCRF may actively participate in the decision logic, i.e. the PCRF may decide which one activates a given enforcement action, if both the PCEF and TDF indicate the support of it. 
Editor’s Note: Whether the PCRF just relays the policy enforcement capabilities between the PCEF and TDF or actively participates in the decision logic (i.e. which one activates a given enforcement action, if both the PCEF and TDF indicate the support of it), is FFS. 
The mechanisms covering the issue of charging interface, when standalone TDF is used, are out of this key issue’s scope.
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Figure 4.4.3.3: Architecture for Gx-based solution
NOTE:
This architecture option can be applied for a stand-alone TDF and a TDF that is collocated with the PCEF in the same gateway.

In case of collocated TDF, the Gxd interface doesn’t apply.

A new reference point Gxd between TDF and PCRF that enables gating, shaping and redirection functions in the TDF is defined.Note: The enforcement actions may be pre-provisioned at the TDF. Dynamic provision of enforcement actions from PCRF to TDF remains FFS.

* * * End of 2nd Change  * * *
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