SA WG2 Temporary Document

Page 1

3GPP TSG SA WG2 Meeting #80
TD S2-103808
30 August - 3 September, 2010, Brunstad, Norway

Source:
Deutsche Telekom
Title:
Architecture requirements for the study on network provided location information to the IMS
Document for:
Approval

Agenda Item:
9.10
Work Item / Release:
Rel-10
Abstract of the contribution: this contribution starts listing some of the architecture requirements that any solution aimed to provide a trusted location information to the IMS nodes should fulfil.
Introduction

This document proposes to define a non exhaustive list of architecture requirements that any solution aimed to provide a trusted location information to the IMS nodes should fulfil. These requirements are derived from the scenarios described in section 4 as well as from some high level considerations that are listed in the work item description objectives.
Proposed text

It is proposed to add the following text to section 5 of TR 23.842.

5
Architecture Requirements


5.1 General

The solution for the provision of a trusted location information to the IMS nodes is expected to fulfil the following architecture requirements. Such requirements are derived from the scenarios described in section 4 of this document.
5.2 High Level Requirements

-
the solution should not rely on network elements defined in 3GPP which are not necessary to operate a 3GPP compliant network;

-
the solution should aim, as far as feasible, to minimize the use of the signalling network;

-
the solution should not require modifications to the UE.

5.3 Location Characteristics Requirements

-
The trusted location information should be provided to the IMS node requiring it at the beginning of the session establishment (i.e. during the SIP INVITE).
-
When the UE is in the Home PLMN, the location information should be provided to the IMS node in the form of cell ID and identify the radio cell serving the UE at the time when the session is established. If a more accurate location information is provided by the UE or calculated in the network, this needs to be converted to a cell ID value.

-
When the UE is roaming outside the Home PLMN, the cell ID is not required, instead the location information to the IMS nodes should be sufficient to identify the identity of the visited network where the UE is registered. 

-
IMS nodes may require the network to calculate the location of the UE as a result of events such as (non-exhaustive list):

-
IMS registration;
-
IMS de-registration;
-
Session modification;
-
Session end (e.g. for lawful interception purposes).

A general method for an application server to subscribe to these events should be defined.
-
The network should be able to control which nodes can require the provision of a trusted location information and block requests from non trusted entities.
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