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This contribution includes the S9* procedures between the PCRF and the BPCF for 3GPP Femto flows.

1. Introduction
Building Block-1 of the BBAI WID  calls for the S9* interface between the PCRF and the BBF PCF (BPCF) to support resource allocation in the BBF access for 3GPP UE flows via a 3GPP Femto that connects to the BBF access. The S9* protocol is based   on the Gxx protocol with a major deviation with respect to the entity initiating the GW Control Session Establishment and  GW Control and QoS Request procedures. The PCRF initiates the GW Control Session Establishment with the BPCF because the signaling between the 3GPP Femto and the EPC network is transparent to the BBF access network. Consequently, the BNG is not in position to trigger the session establishment with the BPCF. In addition, the   BPCF does not initiate the GW Control and QoS Request procedure because the PCRF cannot provision 3GPP network specific triggers in the BPCF.
2. Proposal

It is proposed to include the  S9* procedures for 3GPP Femto Flows in the TR.
5.x  S9* Procedures for 3GPP Femto Flows

5.x.1 General
The PCRF shall become aware that the UE is connected to a HeNB when the UE attaches to the network or when a HO from the macro network to the H(e)NB takes place. The PCRF receives the IP@ of the IPSec tunnel between the H(e)NB and the SeGW over the Gx interface  when the UE accesses the network via the 3GPP Femto.
Editor’s note: it is FFS how the MME  obtains the IP@ of the IPSec tunnel
The PCRF shall support the Gxx based S9* protocols for the establishment, termination and modification of the diameter session with the BPCF.

The PCRF initiates the GW Control Session Establishment with the BPCF because the signaling between the 3GPP Femto and the EPC network is transparent to the BBF access network. Consequently, the BNG is not in position to trigger the session establishment with the BPCF. For similar reasons the BPCF is not able to initiate session modification requests from the PCRF.

The PCRF uses a single diameter session with the BPCF for all the UEs that request services via 3GPP Femto device.. Note that there may be multiple PCRF initiating S9* sessions with the same BPCF when  UEs connected to the 3GPP Femto are served by different PCRFs.

The PCRF initiates the GW Control and QoS Rules provisioning procedure with the BPCF each time the PCRF receives an IP CAN session establishment from a subsequent UE or IP CAN session modification/termination requests.

The PCRF initiates a session with the BPCF in order to determine whether resources are available in the BBF access network before it authorizes radio resources to the UE PCC session.
The PCRF binds each IP CAN session to a S9* session. 

NOTE: It may be advantageous for charging purposes between 3GPP and BBF SPs and for future evolution of 3GPP – BBF IWK to support Building-Blocks II and III  to be able to identify BBF resources allocated to SDFs for individual UEs even though the UE identity is not known to the BBF network. To that end both the PCRF and BPCF could be generating and exchanging “sub-session-Ids”.  Details ought to be left to stage-3 specifications.   

The PCRF initiates the GW Control Session Termination  to terminate the S9* session with the BPCF when it receives the  IP CAN Session termination  from the last UE connected to the 3GPP Femto or when the last UE connected via the 3GPP Femto moves to the macro network.

The PCRF expects a YES/NO answer or a counter-offer from the BPCF when it sends a request for resources for new or modified service data flows.. The counter offer is in the form of acceptable BW for one or more SDFs in the request.
Once the PCRF receives a response from the BBF it makes policy decisions,  provisions PCC rules at the PCEF and QoS rules (for PMIP) at the BBERF according to existing specifications per 3GPP TS 23.203 [x].
5.x.2 BPCF discovery
There are several alternatives to discover the BPCF. 
1. PCRF configuration  per “BBF-Provider-ID” using the IPSec tunnel information as the selection “key”
2. Dynamic based on the FQDN of the 3GPP Femto
The FQDN identifies the BBF SP the 3GPP Femto connects to.

3. BPCF identity conveyed from BBF to 3GPP as part of   the 3GPP Femto location verification procedure
Options 2 and 3 require cooperation with AN2/3. 
2.3.1     GW Control Session Establishment – Non Roaming and Roaming VA/LBO 

The GW Control Session Establishment procedure is initiated by the v/PCRF when: 1.The first UE attaches to the network via the 3GPP Femto, or 2.When the first HO takes place from the macro network to a 3PP Femto. The S9* session stays up for as long as there is a UE receiving service via the 3GPP Femto.
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Figure 2.3.1-1 GW Control Session Establishment – Non Roaming and Roaming VA/LBO
The v/PCRF determines that the UE is connected to a 3GPP Femto based on new IEs/indication it receives from the IP CAN.
1. The vPCRF sends a GW  Control Session Establishment to the BPCF that includes:
The IP@ of the IPSec tunnel 

The QoS attributes of the default bearer (QCI, ARP)  
2. The BPCF validates the IP@ of the IPSec tunnel 
 3 The BPCF Responds with GW Control Session Establishment Ackn message. It includes a failure core in the event the IP@ of he IPSec tunnel is not valid.

4. The PCRF makes policy decision based on the response for the BPCF and in accordance with 3GPP TS 23.203 [] specification
2.3.2     GW Control Session Establishment – GTP Home Routed Traffic 

The GW Control Session Establishment procedure is initiated by the hPCRF when the Gx session establishment/modification from the PDN GW/PCEF includes an indication that the UE connects to the VPLMN network via a 3GPP Femto. Depending on SP policy the HPLMN take into account the fact that the presence of BBF access in the VPLMN.
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Figure 2.3.2 -1 Session GW Control Session Establishment – GTP Home Routed Traffic

1. The hPCRF sends a GW  Control Session Establishment to the v-PCRF that includes:
The IP@ of the IPSec tunnel 

The QoS attributes of the default bearer (QCI, ARP)  

Editor’s note: It is FFS how the hPCRF discovers the vPCRF
2. The vPCRF forwards/initiates GW Control Session Establishment that includes the information elements/parameters received in step (1).
3. The BPCF validates the IP@ of the IPSec tunnel 

4.  The BPCF responds with GW Control Session Establishment Ackn message. It includes a failure core in the event the IP@ of he IPSec tunnel is not valid.

5. The vPCRF makes policy decision based on the response for the BPCF and in accordance with 3GPP TS 23.203 [] specification

6. The vPCRF  send the  GW  Control Session Establishment Ackn message to the hPCRF
The hPCRF continues with the processing of the IP CAN session per TS 23/203
2.3.3 GW Control and QoS Rules Provisioning

The PCRF initiates the GW Control and QoS Rules provisioning procedure with the BPCF when:

· A new UE attaches to the 3GPP Femto

· A UE add/modifies a SDF

· A UE detaches from the 3GPP network
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Figure 2.3.3 -1 GW Control and QoS Rules Provisioning

1. The vPCRF sends a GW  Control and QoS Rules Provisioning to the BPCF that depending on the sub-session operation  includes:
· The QoS attributes of the default bearer (QCI, ARP) when a new UE attaches to the 3GPP Femto 

· The ARP, QCI, GBR.MBR when  a  UE add/modifies a SDF

2. The BPCF process the request and makes decision based on the operation type.
3. The BPCF Responds with GW Control Session Establishment Ackn message.  The response includes a counter-offer that includes the acceptable BW for one or more SDFs when the operation is to ADD/UPDATE a sub-session.
4. The PCRF makes policy decision based on the response for the BPCF and in accordance with 3GPP TS 23.203 [] specification

2.3.4     GW Control Session Termination – Non Roaming/Roaming VA/LBO 

The session between the v/PCRF is terminated when the last use connected to the 3GPP Femto detaches from the network.
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Figure 2.3.4 -1 GW Control Session Termination – Non Roaming/Roaming VA/LBO
1. The vPCRF sends a GW  Control Session termination  to the BPCF that includes:
2. The BPCF releases all resources allocated to the IPSec tunnel
3. The BPCF responds with GW Control Session Termination Ackn message. 
4. The PCRF  terminates the S9* session
2.3.5    GW Control Session Termination – GTP Home Routed Traffic 

The GW control session is triggered by the hPCRF when the last use connected to the 3GPP Femto detaches from the network.
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Figure 2.3.5 -1 GW Control Session Termination – GTP Home Routed Traffic
1. The hPCRF sends a GW  Control Session Termination  to the vPCRF:
2. The vPCRF forwards the message to the  BPCF

3. The BPCF releases all resources allocated to the IPSec tunnel

4. The  BPCF sends the GW  Control Session Termination  Ackn message
5. The v-PCRF  terminates the S9* session

6. The  V-PCRF sends the GW  Control Session Termination  Ackn message
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