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Discussion
In last SA2 meeting, a reference architecture for the BBF interworking via WLAN access connection has been defined, and the corresponding flows added in the solution clause defined that the S9* session is initiated by the BPCF. 
But some issues remain to be solved. For example, under certain circumstances, if the BBF access network is not aware of that a 3GPP UE is accessing or the 3GPP-based access authentication is not supported by the BBF access network, the BPCF will not be triggered to initiate the S9* session establishment. This discussion is aimed to analyse and propose the practicable solution for solving these issues. 
Key issue 1- Access Authentication
Introduction

It is assumed in clause 5.2.2.1.3, the BBF access network is able to support the 3GPP-based access authentication and forward the EAP messages between the UE and EPC. 
Analysis

It brings many enhancements to the BBF core network devices (e.g. BRAS/BNG, BBF AAA proxy) and UE. Actually in TS 23.402, it has been defined that the 3GPP-based access authentication in BBF access network is optional since the access authentication can be executed Via a Swm reference point (between the ePDG and the 3GPP AAA server/proxy), and this tunnel authentication can ensure the security of EPC. So no matter whether the BBF access network can support the 3GPP-based authentication or not, the 3GPP EPC network always performs the access authentication of the UE.
Key issue 2- S9* session establishment
Introduction

The S9* session establishment can not be initiated by the BPCF when the BBF access network can not support the 3GPP-based authentication, or, if the UE is located behind the Residential Gateway as the BPCF can not detect the UE has attached. 
Analysis

To support the 3GPP-based authentication for the UEs behind the Residential Gateway, changes to BBF access network devices (e.g. RG, AP) are needed, and enhancement of the interface between RG and BRAS/BNG is also expected. Considering the wide deployment of RGs which cannot support such enhanced function, the dependence of a solution on UE detection by the RG will bring about upgrading costs not only on operators but also on customers.
An Alternative Solution
To avoid change on Residential Gateway in customer’s premise, as well as on existing devices of fixed network, a new alternative solution is discussed and proposed below.
Since the 3GPP EPC network is always aware that the UE is accessing and the access authentication can be executed Via a Swm reference point to ensure the access security of the UE, the S9* session establishment can be initiated by the PCRF.

The PCRF can detect the BPCF serving the UE by outer IP header of IPSec tunnel between UE and ePDG, which is provided to the PCRF by the ePDG via an interface Gxb between ePDG and the PCRF. Since the outer IP header of IPSec tunnel between UE and ePDG carries information of the location of the UE, the PCRF can detect the serving BPCF according to such information. This can be achieved, for example, by configuring the mapping between the BPCF ID and the outer IP address of the IPSec tunnel.

Figure 1 is the reference architecture for the new solution. Gxb reference point can be based on existing reference point Gxx. The S9* session establishment is triggered by the Gxb session which is in turn triggered by IPSec tunnel establishment between UE and ePDG.
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Figure 1   reference architecture for the solution which is based on the Gxb reference point

For roaming home routed scenario, the proposed architecture is in Figure 2. One benefit of the solution is that it hides the BBF features from the HPLMN, the interface between H-PCRF and V-PCRF is not impacted by the introduction of BBF interworking. The ePDG triggers the establishment of S9* session, which is terminated in V-PCRF. The S9* related information will not be transmitted to H-PCRF.
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Figure 2   the reference architecture for the solution based on the Gx reference point – Home routed

Furthermore, access location information of the 3GPP UE in the BBF access network is necessary for BPCF to perform the admission control, the PCRF need to send the obtained UE’s location information (e.g. the source address on the outer header of the IP-sec tunnel) to the BPCF during the S9* session establishment, especially when the BBF access network is not aware that the UE is accessing. For roaming home routed scenario, the UE’s location information will not be transmitted to H-PCRF via S9 interface.
To illustrate the idea of the proposed alternative architecture, an example flow of the initial attach on S2b for non-roaming case is shown in Figure 3.
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Figure 4    initial attach on S2b procedure for non-roaming case

This clause is related to the case when the UE powers-on in an untrusted BBF access network via S2b interface. Gxb session is being established between ePDG and PCRF when UE initial attach to the EPC via BBF access. 

If dynamic policy provisioning over S9* is not deployed, the optional steps 4-5 and steps 12-13 in Figure 4 do not occur. Instead, the BBF Access Network may employ static configured policies.
1. If the BBF access network supports 3GPP-based (EAP) authentication, it may be involved in the EAP access authentication procedure performed between the UE and the EPC. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the BBF access network. Otherwise, this step is omitted.
2. The UE receives a local IP address from the BBF Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.
3. The IKEv2 tunnel establishment procedure is started by the UE. Authentication procedure is performed among UE, ePDG and 3GPP AAA. For detail information, please refer to step 2 in TS23.402, clause 7.2.1.

4. The ePDG initiates Gxb session establishment with the PCRF by using Gateway Control Session establishment procedure. The ePDG includes the IMSI, APN, IP-CAN type and the outer IP header information of the tunnelled traffic (whether other information needs to be included is FFS) in the message to the PCRF. 

5. Triggered by the Gxb session establishment, the PCRF initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, and outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.

6-11. The description of these steps are the same as for steps 3-9 in TS 23.402, clause 7.2.1
12.   The PCRF executes a Gateway Control and QoS Rules provision procedure to provide QoS information towards the ePDG. 

13. In order to the BPCF perform admission control in the fixed network, the PCRF may also use Gateway Control and QoS Rules provision procedure to provide QoS information to the BPCF. 

This solution can be applied for the scenarios when the BBF access network can be aware of the UE’s attachment and support the 3GPP-based authentication.
Proposal
The P-CR XXXXXX and XXXXXX updated text is proposed to be updated to the TR 23.839.
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