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Abstract of the contribution:This paper illustrates the IMS services interaction handling that is proposed to be specified by S2-103244.
1. Introduction

When S2-102317 was discussed during SA2#79, it was concluded that more description was needed in order to understand how the proposed handling for IMS services interaction works.
The proposal in S2-102317 has been further refined, leading to a new version of this CR (S2-103244), in which:
· the new term “Named Service Feature” is order to provide a simple way to refer to the Service Features that are listed in clause 4.2.1.x.1;
· the possibility for an operator to define their own Named Service Features in addition to those that are specified, is added.
This paper summarizes this updated proposal, and illustrates it based on some of the concrete scenarios that were presented during SA2#78 in S2-101349.
2. Proposal in S2-103244
S2-103244 proposes to allow ASs to exchange two kinds of indications:

· Indication of Named Service Features that have been performed;

· Indication of Named Service Features that should be avoided.
The need to allow both of these two kinds of indications has been demonstrated in S2-101349 and is not reminded here.

The concept that was already introduced in S2-102317 is that there is a quite small number of Service Features that are well-known to cause most of the services interaction issues (CDIV, CW, etc), so the proposal is to define a list a those Services Features which will be globally identified by a name, and, in addition to this, to allow the operator to add some Service Features to this list, if needed, for internal usage. This is done in clause 4.2.1.x.1.
The associated handling by the ASs is then specified in clause 4.2.1.x.2.
3. Illustration of the proposed services interaction handling for different scenarios
3.1 Example given in IETF draft-shen-interaction-ind-07
3.1.1 Scenario description

   for a session

   between user A and B, there is an application server AS1 at

   originating side and an application server AS2 at the terminating

   side.  The AS1 has launched an application for user A like alarm call

   (alerting users in a certain physical location for a emergence case).

   It makes no sense if this call will be forwarded.  The "alarm call"

   application want to indicate that a call diversion on terminating

   side is not wished.

3.1.2 Handling for this scenario

The two interacting services are:

· “alarm call”, hosted by AS1 at the originating side, a specific service
· CDIV, hosted by AS2 at the terminating side, a Named Service Feature
AS1 is aware that the “alarm call” service it provides is incompatible with the subsequent execution of CDIV by another AS. Therefore, AS1 includes a piece of service interaction information in SIP signalling, indicating that CDIV should be avoided.
This indication is carried in the SIP signalling to AS2, which is within the same trust domain.
AS2 detects the indication that CDIV should be avoided, and consequently refrains from performing CDIV Service Feature. AS2 does not need to know anything about the “alarm call” service.

3.2 Outgoing Call Screening and directory enquiry

3.2.1 Scenario description

The user has an Outgoing Call Screening provided by a TAS which forbids call to some destinations. This user calls a directory service provided by an AS reached with a Public User Identity. This service provides the option to connect the caller with the destination after the directory query.

3.2.2 Handling for this scenario

The two interacting services are:

· Outgoing Call Screening, hosted by the TAS at the originating side

· “connecting the user to a third party”, hosted by the directory AS, invoked as a terminating party.

The TAS is aware that the Outgoing Call Screening service it provides is incompatible with the subsequent connection of the user to a third party. Therefore, the TAS includes a piece of service interaction information in SIP signalling, indicating that “connecting the user to a third party” should be avoided.

This indication is carried in the SIP signalling to the directory AS, which is within the same trust domain.

The directory AS detects the indication that “connecting the user to a third party” should be avoided, and consequently provides the directory service without offering the option to connect the caller with the destination after the directory query. The directory AS does not need to know anything about the Outgoing Call Screening service (which destinations are barred/allowed, etc).

3.3 Customized Alerting Tones

3.3.1 Scenario description

CAT service can be provided either at the originating side or at the terminating side, but shall not be provided by both sides, as specified in TS 24.182. 

3.3.2 Handling for this scenario

The handling is specified in clauses 4.5.5.2 and 4.5.5.3 of TS 24.182 and is already compliant with the stage-2 requirements that are proposed in S2-103244:
· forking model: the AS providing CAT includes a P-Early-Media header field with a "sendrecv" value or a "sendonly" value in the SIP 183 (Session Progress) provisional response.
· early session model: the AS providing CAT includes an SDP a=content media-level attribute with a "g.3gpp.cat" value, to the SDP content of the reliable SIP 18x response.
These are indications that the CAT Named Service Feature is provided by the AS.
3.4 "Stop Secret" and Call Forwarding to voicemail / Call Waiting

3.4.1 Scenario description

France Telecom provides a bespoke call screening service called "Stop Secret", allowing a user to request that anonymous callers be requested to identify themselves. The user is then provided with the vocal identification before deciding to accept or reject the call. However, if that user also has a call forwarding to voicemail service, this service should be disabled when "Stop Secret" service is calling the user to provide the vocal identification of the caller. Similar interaction exists with Communication Waiting instead of Call Forwarding.

3.4.2 Handling for this scenario

The two interacting services are:

· “Stop Secret”, hosted by the "Stop Secret" AS at the terminating side, a specific service

· CDIV to voicemail, hosted by a TAS at the terminating side, a Named Service Feature

The "Stop Secret" AS is aware that the “Stop Secret” service it provides is incompatible with the subsequent execution of CDIV or CW by another AS. Therefore, the “Stop Secret” AS includes a piece of service interaction information in SIP signalling, indicating that CDIV to voicemail and CW should be avoided.

This indication is carried in the SIP signalling to the TAS, which is within the same trust domain.

The TAS detects the indication that CDIV to voicemail and CW should be avoided, and consequently refrains from performing CDIV to voicemail or CW. The TAS rejects the session establishment request, which causes the “Stop Secret” AS to apply the same service logic as if the called user had declined to be connected with the caller.
Alternatively, if the TAS is not able to recognized if the target of CDIV is the voicemail or not, it forwards the call to the voicemail AS and includes a piece of service interaction information in SIP signalling, indicating that CDIV has been performed. Then, the voicemail AS detects that CDIV has been performed although CDIV to voicemail is to be avoided, and consequently rejects the call.

3.5 CCBS/CCNR/CCNL and CW/CDIV:

3.5.1 Scenario description

After a failed attempt to call user B, user A has requested CCBS/CCNR/CCNL.
When user B becomes available, the AS providing CCBS/CCNR/CCNL calls user A. This call shall not be diverted and CW shall not be invoked either, otherwise user B will have a strange experience!
3.5.2 Handling for this scenario

The handling specified in TS 24.642 is already compliant with the stage-2 requirements that are proposed in S2-103244:

· As specified in clause 4.5.4.2.3.1, when the CC recall is initiated by the originated AS, this AS includes an "m" SIP URI parameter with a value set to "NL" in case of CCNL or "BS" in case of CCBS or "NR" in case of CCNR, in the Request-URI. This is the indication that the Named Service Feature CCNL/CCBS/CCNR is performed by this AS.
· As specified in clause 4.6.1, “the CW AS shall not invoke the CW service on a CC recall”. Although this not explicitly specified, it is obvious that the CW AS is supposed to recognize the CC recall thanks to the indication mentioned above, and consequently disables the CW Service Feature.
· As specified in clause 4.6.8.1, “The CDIV AS shall not divert a CC recall. The CDIV AS shall give a CC recall to user A at user A's original location.” Although this not explicitly specified, it is also obvious that the CDIV AS is supposed to recognize the CC recall thanks to the indication mentioned above. The CDIV AS consequently forwards the request without performing the CDIV Service Feature.
3.6 Interaction between "Service Phone Number" and Call Diversion

3.6.1 Scenario description

"Service Phone Number" is a service that allows the user to dial a unique phone number to join a commercial or public service. The "Service  Phone Number" Application Server determines to which destination the call should be routed based on service logic criteria (e.g. location of the calling user, wishes of the calling users obtained after voice interaction, etc.).  

In some situations, the "Service Phone Number" Application Server needs to inhibit call diversion of the routed-to destination. Let's take the example of a service that allows the calling user to dial a unique number to join the nearest and appropriate doctor. When the "Service Phone Number" AS routes the call to a given doctor, it needs to indicate that the call must not be diverted so that if this doctor is not available it can re-route the call to another destination. 

3.6.2 Handling for this scenario

The two interacting services are:

· “Service Phone Number”, hosted by the “Service Phone Number” AS invoked with a PSI, a specific service

· CDIV, hosted by the TAS at the terminating side, a Named Service Feature

The “Service Phone Number” AS is aware that the “Service Phone Number” service it provides is incompatible with the subsequent execution of CDIV by another AS. Therefore, this AS includes a piece of service interaction information in SIP signalling, indicating that CDIV should be avoided.

This indication is carried in the SIP signalling to the TAS, which is within the same trust domain.

The TAS detects the indication that CDIV should be avoided, and consequently refrains from performing CDIV Service Feature and rejects the session establishment request. The TAS does not need to know anything about the “Service Phone Number” service.

The “Service Phone Number” AS receives the rejection and selects another destination.
4. Conclusion

The above illustrates how the services interaction handling proposed in S2-103244 works on concrete operational use cases, and demonstrates that it is both simple and effective. 
In addition, it is also highlighted that some stage-3 specifications already implement the handling proposed in S2-103244 for some specific interaction cases. We can thus consider that S2-103244 is aligning stage-2 requirements with existing stage-3 specifications, and generalizing the handling which is already specified for some specific cases.
It is therefore proposed to approve the CR in S2-103244.
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