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Abstract of the contribution:
This contribution discusses the QoS handling for eMPS service related bearer, especially when QoS modification is needed and which QoS parameter needs to be modified. 
1. Discussion

1.1 User Plane handling
The eMPS service is not activated from the beginning, i.e., the user needs to dial some special number or received a priority terminated call. It is possible that some existing normal bearer will be changed to eMPS service related bearer if the eMPS service is activated.

If the eMPS service has been activated, the related EPS bearer shall receive priority treatment (refer to TS22.153). To fulfil this requirement, it is not clear whether QoS modification is needed if this bearer is regarded as normal bearer before. Also which parameter needs to be modified if this modification is needed?
1.1.1 QCI issue

For the bearer priority handling it is related to QCI which is used to control bearer level packet forwarding treatment. In the normal case as the related QoS requirement should be fulfilled based on the QCI parameter. So it can be assumed that the packet of eMPS user will be handled on time. Thus it is not needed to upgrade the related eMPS bearer QCI parameter or add some indicator to differentiate it with the same QCI parameter of the normal service bearer. 
C1: It is not required to upgrade the QCI of eMPS bearer or add some indicator to differentiate the eMPS bearer against the non eMPS bearer with the same QCI.
1.1.2 ARP issue

During network congestion situation, the network may release a bearer due to source limitation. However the eMPS service related bearer should be released later than the normal bearer, i.e. priority treatment. 
Checking the existing QoS parameter ARP parameter is the suitable parameter to handle this issue. Refer to TS23.401 section 4.7.3 and it can be concluded that the ARP of the normal bearer needs to be upgraded if the eMPS service is activated.
“The ARP shall contain information about the priority level (scalar), the pre-emption capability (flag) and the pre-emption vulnerability (flag). The primary purpose of ARP is to decide whether a bearer establishment / modification request can be accepted or needs to be rejected due to resource limitations (typically available radio capacity for GBR bearers). The priority level information of the ARP is used for this decision to ensure that the request of the bearer with the higher priority level is preferred. In addition, the ARP can be used (e.g. by the eNodeB) to decide which bearer(s) to drop during exceptional resource limitations (e.g. at handover). The pre-emption capability information of the ARP defines whether a bearer with a lower ARP priority level should be dropped to free up the required resources. The pre-emption vulnerability information of the ARP defines whether a bearer is applicable for such dropping by a pre-emption capable bearer with a higher ARP priority value. …..”
C2: It is necessary to upgrade the ARP of the normal bearer if the eMPS service is activated to avoid the eMPS service related bearer being released earlier than normal bearer due to the network congestion case.

1.1.3 Bearer Modification issue.

As the IMS media bearer will be established after the eMPS service has been activated, it can always be assigned with higher priority in the new bearer if the existing bearer can not fulfil that requirement. However for IMS signalling bearer it may exist as a normal bearer before eMPS service activated. So the IMS signalling bearer needs to be modified if it exists as normal bearer before eMPS service activation. The IMS signalling bearer can be on a dedicated bearer or a default bearer.

If IMS signalling is on the dedicated bearer, one question has been mentioned on SA2#78 meeting whether the ARP parameter of dedicated bearer upgraded will impact the default bearer as TS23.401 also specifies that “The ARP pre-emption vulnerability of the default bearer should be set appropriately to minimize the risk of unnecessary release of the default bearer.”
Our conclusion is that the upgrade of the ARP value of the dedicated bearer will not leads to the default bearer to be occupied by the higher ARP value dedicated bearer (i.e. the IMS signalling bearer). This is due to 

a) The PDN GW/S-GW and MME are aware which bearer is the default bearer. These network elements can assure that Default bearer will be the last bearer to be released in the same PDN connection. 
b) The default bearer is Non-GBR bearer. And normally the pre-emption vulnerability of the default bearer will be set as not occupied. It means eNodeB will not release the bearer even in the resource limited case.

However the default bearer priority value of ARP also needs to be upgraded. This is due to in the handover case the priority value in the ARP will be used by the target eNodeB for the resource allocation. It is possible that default bearer can not be allocated resource and be deactivated due to low priority. Thus the whole PDN connection will be deactivated even though some dedicated bearer is related to eMPS service. To avoid that the ARP value of the default bearer also need be upgraded. 

C3: After the eMPS service has been activated, the EPS network needs to assure that the ARP value of the EPS bearer related to IMS signalling and the default bearer of that PDN connection is in the same level as the ARP value for eMPS service. 
1.2 Signalling plane handling

On the Emergency session handling UE will set RRC establishment cause to emergency to let network entity prioritize the signalling for emergency service. Similar behaviour should also be considered for the eMPS service. It is FFS on how to prioritize the signalling request for eMPS service.
2. Conclusion

With above discussion, it is proposed to add this issue as one of the key issue. 
* * * First Change * * * *

6.2.X
Key issue x - QoS handling for eMPS Service 
6.2.X.1
Description 
If the eMPS service user invokes the eMPS service using a non eMPS subscribed UE the related EPS bearer shall receive priority treatment. To fulfil this requirement it is required to change the non-eMPS service bearer to eMPS service bearer.
6.2.X.2
Solution
QCI parameter is used to control bearer level packet forwarding treatment. In the normal case as the related QoS requirement should be fulfilled based on the QCI parameter. It is not need to upgrade the QCI of eMPS bearer or add some indicator to differentiate the eMPS bearer against the non eMPS bearer with the same QCI.
To assure the eMPS service related bearer is released later than the non eMPS bearer, the ARP setting of the non eMPS bearers need to be upgraded if these non eMPS bearers are changed to eMPS service related bearers.
As the IMS media bearer will be established after the eMPS service has been activated, it can be assigned with correct ARP value when it is established. However for IMS signalling bearer, it needs to be modified if it has not been assigned with the ARP setting assigned for eMPS service when the eMPS service has been activated.
Also to avoid default bearer being released due to the low ARP priority value in the handover case, for the eMPS service related PDN connection it is necessary to assure the ARP value of the default bearer receive the same ARP setting as that for eMPS service.
6.2.X.3
Impacted entities in the System
PCRF needs to assure that the ARP setting of the EPS bearer related to IMS signalling and the default bearer of that PDN connection are in the same level as the ARP setting assigned for eMPS service when it received the eMPS service activation indication from P-CSCF.
When IMS media bearer of eMPS service is established, the PCRF needs to assure that the ARP value of that bearer is assigned with the ARP setting assigned for eMPS service.
* * * End of First Change * * * *
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