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1. Status update:

After the 3GPP-BBF FMC Work Shop in San Francisco, 3GPP approved a new Work Item on BBF Access Interworking. 3GPP SA2 would like to inform BBF that progress has been made on a 3GPP Technical Report (TR) for this Work Item. It is the purpose of the LS to provide a status update on the current work in 3GPP SA2 and also to solicit feedback from BBF.

SA2 has approved reference architecture diagrams for the 3GPP-BBF interworking architecture that will be included in the TR. For the case a 3GPP UE (i.e. end-user terminal) connects via WLAN, a single set of architecture figures, based on the 3GPP-BBF WS outcome, have been approved. Please see approved document S2-102861 for additional details. For the case a 3GPP UE connects via 3GPP femtocell, two alternative architecture models have been included in the TR. The architecture for femtocell scenarios requires additional discussions in 3GPP.
SA2 has also discussed policy interworking aspects between 3GPP and BBF domains for the case when the UE connects via WLAN. Contributions describing basic aspects of the S9* interface between the 3GPP policy controller (PCRF) and the policy controller in the BBF network (BPCF) have been approved for inclusion in the TR. Also an initial set of call flows have been included (Please see S2-102865, S2-103022, S2-103024). Note that further considerations and study will be done, also taking into account BBF feedback.
Once created, the first version of the TR will be available at the following location: 
http://www.3gpp.org/ftp/tsg_sa/WG2_Arch/Latest_SA2_Specs/Latest_draft_S2_Specs/238ab-010_BBF.zip   
2. Assumptions about BBF network functionality:

As part of the work on the interworking solution, certain assumptions about the functionality supported in the BBF access network have been made. In order to further progress the work in 3GPP, SA2 would appreciate feedback from BBF regarding these assumptions. Assumptions discussed at the previous SA2 meeting are summarized below: 
QoS-class parameter on S9*: 
· Background: Currently in 3GPP PCC, QoS policies are provided by the PCRF in a so called “QoS rule”. This QoS rule may contain information about the QoS class, Guaranteed and Maximum Bit Rates as well as an Allocation and Retention Priority (ARP). For details about the QoS rule, please see 3GPP TS 23.203 [1], clause 6.5.1. The QoS Class Identifier (QCI) in the QoS rule is used as an access-independent parameter to describe the QoS class of the policies. Each access network (3GPP and non-3GPP accesses) has the capability to map the QCI to access specific QoS parameters (e.g. a DSCP value). Nine standardized QCI values are described in 3GPP TS 23.203 [1], clause 6.1.7. Additional QCI values could be used by Network Operator as specific configuration.
· Assumption: The current assumption in SA2 is that the QoS rule (including QCI, bit rates, ARP) can be provided also from PCRF to BPCF on S9*. It is further assumed that the BPCF has the capability to map the contents of the QoS rule to QoS parameters that is applicable in the fixed access. 

EAP-based access authentication: 
· Background: Currently in 3GPP EPS, access authentication of terminals when accessing non-3GPP accesses is supported using EAP-AKA and EAP-AKA’ (hereafter we just refer to EAP-AKA for simplicity). In this case the non-3GPP access relays the EAP signalling between the end-user terminal and the mobile operator’s network. Further details are provided in 3GPP TS 33.402 [2].
· The conditions defined by 3GPP for when to use 3GPP-based access authentication depends on the security capabilities provided by the access network and the protocols used to connect the UE with the 3GPP core network:

1. For untrusted access procedures (SWu interface), access authentication is optional.

2. For DSMIPv6 (S2c interface) with trusted access procedures, access authentication of the UE is mandatory. Access authentication may be performed either by the 3GPP core network using EAP-AKA or by the trusted access network using an access-specific authentication method. 
3. For network based mobility protocol (S2a interface) with trusted access procedures EAP-AKA based access authentication is mandatory. 

· Alternatives 1 and 2 above are studied currently in 3GPP and alternative 3 is included in a later phase of the work item. (The interfaces SWu, S2a, S2c etc are defined in 3GPP TS 23.402 [3])
· To support interworking with trusted BBF access networks one scenario for deployment is that 3GPP-based access authentication is supported by the BBF access networks. This would make the BBF access aware that a 3GPP terminal is connecting via BBF access and of the user and operator identity by means of NAI and would be aligned with the case where the BPCF initiates a S9* session towards the PCRF for the UE. 
· Assumption: SA2 has included a solution in the TR for a scenario where the BBF access network supports 3GPP-based access authentication using EAP-AKA (including proxying the EAP conversation on the AAA-server of the BBF access network). An assumption is also that in this case the BBF access network initiates an S9* session from the BPCF towards the PCRF for the UE. SA2 would like to understand BBF’s view on such a scenario and if support for 3GPP-based access authentication in the BBF access networks is feasible. 
Note that SA2 is also investigating deployment scenarios where 3GPP-based access authentication is not performed in the BBF access network. How the S9* session is set up for those scenarios is FFS.
3. Actions:

To Broadband Forum:
ACTION: 
SA2 kindly asks BBF to take the above information into account and to provide feedback to SA2 regarding the assumptions described above. 
4. Date of Next TSG-SA2 Meetings:

SA2#80 
30 Aug – 3 Sep, 2010 
Brunstad, Norway

SA2#81

11 – 15 Oct, 2010 
Prague, Czech Republic

5. List of acronyms 
UE – User Equipment (i.e. end user terminal)

NAI – Network Attachment Identifier

BPCF – BBF Policy Control Function

PCRF – Policy and Charging Control Function (3GPP defined)

QCI – QoS Class Identifier

ARP - Allocation and Retention Priority
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