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This contribution gives possible solutions for the MTC Event Reporting entity to obtain the identity (FQDN or IP address) of the MTC Server
1 Discussion

In SA2#78 meeting, a whole set of solutions for MTC monitoring were discussed, one important remaining issue for those solution is that how the MTC Event Reporting entity can get the MTC Server identity.

In this contribution, possible solutions are brought for discussion and approval.
2 Proposal

It is proposed to change the following text to 3GPP TR 23.888.
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START OF CHANGE

***************************************************************************************************************************

6.9
Solution - MTC Monitoring – General
6.9.1
Problem Solved / Gains Provided

See clause 5.10 “Key Issue – MTC Monitoring.”
6.9.2
General

The MTC Monitoring events are configured in the HLR/HSS as part of the MTC subscription. The related criteria (e.g. the mapped IMSI/IMEI or the allowed location area) for reporting purpose are configured together with the event as well unless the event type is self explanatory, e.g., loss of connectivity. For those configured MTC Monitoring events, default action can be predefined as well, e.g. detaching the MTC Device when the IMEI and IMSI are not mapped.
According to the requirement, the following MTC Monitoring events shall be configured in the HLR/HSS:

· Monitoring the association of the MTC Device and UICC

In this case, the HLR/HSS shall also configure the mapped IMSI and IMEI as the criteria together with this event.

· Monitoring the alignment of the MTC feature

In this case, the activated MTC features for the special MTC Device, which is configured in the HLR/HSS as part of the MTC subscription, apply for this monitoring event.

· Monitoring change in the point of attachment

In this case, the allowed location information may also need to be configured as the criteria in the HLR/HSS (e.g. the Low Mobility feature is also activated for the MTC Device).

· Monitoring loss of connectivity
The network shall be able to detect such configured MTC monitoring events. The following alternatives (i.e. solution 1 to solution 3) can be used for the detecting purpose.

Editor’s Note: It is FFS whether other alternatives can be used for the event detecting purpose.

Editor’s Note: It is FFS whether MTC Device can be used for assisting in MTC monitoring.
Editor’s Note: It is FFS whether other MTC monitoring events can be configured.
When such event is detected, the network shall be able to report to the MTC Server and/or MTC User. The following alternatives (solution 4 to solution 7) can be used for the reporting purpose. The alternatives (solution x to solution y) can be used for the MTC Event Reporting entity to get the MTC Server identity.
Editor’s Note: It is FFS for whether other alternatives can be used for the reporting purpose.
When any event is detected, the network may also trigger actions accordingly, e.g. reduce services provided to the MTC Device or restrict access of the MTC Device or detach the MTC Device completely. When default action is predefined, the network triggers the default action, otherwise acts according to the indication from the MTC Server.
Editor’s Note: It is FFS whether the MTC Server/User can dynamically provide the action indication.
Editor’s Note: How to handle the roaming scenario for this monitoring key issue is FFS.
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6.X
Solution – Directly Reporting to MTC Server from CN entity
6.X.1
Problem Solved / Gains Provided

In the MTC Monitoring solution, clause 5.10 “Key Issue – MTC Monitoring” and 6.9 “Solution – MTC Monitoring – General”, the MTC Event Reporting entity (e.g. SGSN/MME or GGSN/PGW or PCRF) is not aware of the MTC Server identity, thus it can not send the MTC Event Report to the MTC Server.
6.X.2
General

In this solution, the MTC Server identity (e.g. FQDN or IP address) is stored in the HLR/HSS as part of MTC subscription per MTC device or per MTC group, and is downloaded to the SGSN/MME through Insert Subscription Data procedure. The SGSN/MME then stores this MTC Server identity.

If the CN entity for MTC Event Reporting is the GGSN/PGW, the SGSN/MME transfers the MTC Server identity to the GGSN/PGW through Create PDP Context Request / Create Session Request, or carries the MTC Server identity within the MTC Event Report when it sends MTC Event Report to the GGSN/PGW.

If the CN entity for MTC Event Reporting is the PCRF, after receiving the MTC Server identity, the GGSN/PGW then transfers the MTC Server identity to the PCRF through PCC procedure, or carries the MTC Server identity within the MTC Event Report when it sends MTC Event Report to the PCRF. The PCRF uses the MTC Server identity to send MTC Event Report.
If the MTC server is out of the operator control, a security connection between the CN entity and the MTC server may be needed. 
Editor’s Note: It is FFS how to setup a security connection to the MTC Server, and where the security connection information is stored and how to establish the secure connection.
Editor Node: It is FFS how to report MTC events to multiple MTC servers.
6.X.3
Impacts on existing nodes or functionality

HLR/HSS:

· The HLR/HSS stores the MTC Server identity as part of MTC subscription.

SGSN/MME:

· SGSN/MME stores the MTC Server identity
· The SGSN/MME includes the MTC Server identity in the Create PDP Context Request / Create Session Request.

GGSN/PGW:

· The GGSN/PGW includes the MTC Server identity during the Gx session procedure to the PCRF.

6.X.4
Evaluation

***************************************************************************************************************************
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6.Y
Solution – Reporting to MTC Server through the intermediate node
6.Y.1
Problem Solved / Gains Provided

See sub-clause 6.X.1.
6.Y.2
General

In this solution, there is an operator controlled intermediate node (e.g MTC Monitoring GW or IWKF) deployed to collect MTC event reports. The CN entity for MTC event reporting (e.g. the SGSN/MME or GGSN/PGW or the PCRF) sends MTC Event Report to this intermediate node, and the intermediate node then gets the corresponding MTC server identity and forwards the MTC Event Report to that MTC server.
The CN entity for MTC event reporting can get the identity of this intermediate node through the following methods:
A) Static configuration based on the local configuration for the home PLMN or the roaming agreement for the visited PLMN.
B) The MTC subscription from HLR/HSS.
The CN entity for MTC event reporting needs not know where the MTC server is, the intermediate node will find MTC server through the following methods: 






The intermediate node locally configures the MTC Server identity. 
Or, the MTC Server(s) contact the Intermediate Node (e.g. the3GPP PLMN-MTC Server IWK Function) and register. The Intermediate node then requires no configuration or information from the CN to locate the MTC Server(s).



If the MTC server is out of the operator control, the security connection between the intermediate node and the MTC Server may be needed.
Editor’s Note: It is FFS how to setup a security connection to the MTC Server, and where the security connection information is stored.
Editor’s Note: Whether there are changes to the roaming architecture and message flow are FFS.
Editor’s Note: It is FFS wether new interface between the CN entity and the intermediate node is introduced.
Editor’s Node: It is FFS how to report MTC events to multiple MTC servers.
6.Y.3
Impacts on existing nodes or functionality

HLR/HSS:

· The HLR/HSS stores the intermediate node identity as part of MTC subscription if the CN entity for MTC event reporting gets the intermediate node identity from HLR/HSS.
CN nodes for MTC event reporting (SGSN/MME, GGSN/PGW, PCRF):

· The CN entity for MTC event reporting shall send MTC Event report to the intermediate node (e.g. MTC Monitoring GW or IWKF) located in the HPLMN.
· A new network entity (e.g. MTC Monitoring GW) may be introduced and new interfaces are introduced.
Editor’s Note: Whether there are additional impacts in roaming scenario is FFS.

6.Y.4
Evaluation
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END OF CHANGE

***************************************************************************************************************************

3GPP

SA WG2 TD


_1335178556.vsd
SGSN/MME
GGSN/PGW
PCRF


Intermediate Node


MTC Server


HLR/HSS


1. Send MTC Event Report


3. Send MTC Event Report


2. Query MTC Server addr



_1335297650.vsd
SGSN/MME
GGSN/PGW
PCRF


Intermediate Node


MTC Server


1. Send MTC Event Report


3. Send MTC Event Report


2. Find the MTC Server address



