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Abstract of the contribution:

This contribution presents details on a solution alternative for Key issue “Signalling Congestion Control” based introduction of a “Low-Priority-Access” indication at access.

Discussion

An alternative solution for key issue “Signalling Congestion Control” is introduced. The solution is based on the use of a priority indication in the access attempt. 

This indication can be exploited by the RAN (GERAN, U-TRAN, E-UTRAN) and Packet Core Network (SGSN and MME) in the early stages of the access attempt  prior to knowing the specific identity of the accessing MTC device. In particular in a congested or highly loaded scenario the nodes can treat the MTC devices making use of a “lower priority access” appropriately without inducing further load into the system.

In SA2#78 the key issue – Signalling Congestion Control was introduced. One of the motivations for its introduction was the “nightmare” use case whereby signalling congestion is caused by an external event triggering massive numbers of MTC devices to attach/connect all at once. An example includes MTC devices that are externally powered simultaneously attaching at resumption of power following a power failure.

In a suitably dimensioned system the existing system capabilities provides mechanism to address resource limitations that may arise. This includes mechanisms such as Access Class Barring, admission control and PCC/QoS control. (e.g.  Allocation and Retention priority).

Depending on device subscription and provisioning the above mechanisms can be used to handle the “usual” case and ensure that if low priority MTC devices consume available resources that subsequent normal or higher priority sessions can be permitted to enter the system and potentially pre-empt existing sessions.

Yet in the abnormal case of massive simultaneous connection requests it is of benefit that the connection requests be rejected as early on in the procedures such that resources (e.g. RAN and Packet Core) are not consumed or induced further into the network in particular by requiring authentication and subscriber profile retrieval from HSS. 

It is proposed that a “Low-Priority-Access” priority indication could be used by the various access technologies. Its usage would not be limited to MTC but is envisioned to benefit MTC “time tolerant” devices. For a UE not always considered as a “time tolerant” MTC device it would also be possible for the MTC application to dynamically request “Low-Priority-Access” for specific “time tolerant” access attempts. This is similar to how a normal UE dynamically can request “emergency” establishment cause for the purpose of indicating the “emergency call” nature of the access attempt. The “Low-Priority-Access” indication provided within the context of an access being attempted by an MTC device may also prove valuable towards helping the RAN to make more effective radio resource management decisions.

If the serving network supports this “Low-Priority-Access” indication any MTC device also supporting it will be possible to differentiate and may be provided special treatment from the network in congestions situations. As soon as there are terminals supporting “Low-Priority-Access” indication requesting access to the network it can benefit from this functionality regardless if the terminals are roaming or not.

Impacts may include:

· E-UTRAN: new “low-priority-access” RRC Connection Establishment Cause 

· UTRAN:  a new or potential re-use of the existing “Originating Low Priority Signalling” establishment cause

· GERAN:  a similar priority indication can be introduced to indicate when an access is attempted by an MTC device and the priority of the corresponding MTC message requiring transmission. The priority indication should allow for the equivalent of a “low-priority-access”

· Means to signal the priority indication to the SGSN/MME

Proposal

The following changes are proposed to TR 23.888 v0.3.2

* * * First Change * * * *

6.xx
Solution – Low Priority Access Indication
6.xx.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion Control.”

6.xx.2
General
This solution introduces the concept that access attempts from certain MTC devices or applications (e.g. “time tolerant” utility meters) can be treated as a low priority requests.
In the abnormal case of congestion due to many simultaneous connection requests it is of benefit that the connection requests are rejected as early on in the access procedures such that resources are not consumed or induced further into the network. 
NOTE:
It is assumed that the network is appropriately dimensioned i.e. congestion or close to maximum resource usage is an abnormal situation.
This solution addresses (unexpected) unacceptable high load resulting from MTC devices in the Low-Priority-Access category. High load resulting from MTC devices out of this category is not covered.
This is a solution that avoids problems in the network that affects both MTC devices that do and MTC devices (in the Low-Priority-Access category) that do not generate an unacceptable high load.
At a high level the following stages occur for UE access from RRC Idle state:

1. Read broadcasted System Information 

2. Identifying a RACH opportunity
3. RRC Connection Establishment (E-UTRAN/UTRAN), Channel Request/EGPRS Packet Channel Request (GERAN)
4. Service Request, EPC ATTACH Procedure or GPRS ATTACH/PDP Context Activation)

At step 1 the access class barring mechanism can protect the network.  
At step 2 contention based random access procedure exists for identifying an access opportunity on acquiring the Random Access Channel.
At step 3 reception of a priority indication at the access attempt can be used to manage access attempts in RAN (GERAN, UTRAN, E-UTRAN) prior to knowing (decoding and authentication) of the specific identity of the accessing MTC device.

At step 4, reception of a priority indication at the access attempt can be used to manage the requests received in the MME/SGSN early on in the process, i.e. prior to decoding any NAS messages of the accessing “time tolerant” MTC device is attempted. If the requests is admitted the indication can also possibly be used to verify the behaviour towards subscription data for the MTC user. An extended use case of the indication can also be to propagate the information for charging purposes.
A priority indication allowing for “Low-Priority-Access” can be used to determine whether to reject the service request or attach attempt depending on the current load.

This indication can be used by MTC devices (e.g. “time tolerant” utility meters) during their normal operating access or access attempts following a power failure (i.e. mass simultaneous registration scenario) as means to request a “Low-Priority-Access”. Note that in other scenarios these same devices when accessing the network could use other priorities as required.  For example this may be the case of a MTC device supporting multiple MTC applications requiring different priorities (i.e. the MTC application will determine the priority to be indicated during an access attempt).
In the case of overload condition in the RAN, the RAN may take the decision to reject these requests without further propagating signalling into the core network.

In the absence of overload condition in the RAN the request is eventually transported to the SGSN/MME. Depending on internal MME/SGSN congestion mechanisms the MME/SGSN can appropriately treat the “Low-Priority-Access” request in comparison to other priorities. The treatment can be performed without inducing or consuming further load in the SGSN/MME and for example could be performed prior subscriber profile retrieval.
6.xx.3
Impacts on existing nodes or functionality
In E-UTRAN a new RRC Establishment cause could be introduced. The purpose of the RRC Establishment Cause IE is to indicate to the eNB the reason for RRC Connection Establishment (ref 36.331 ch 6.2.1 – “RRCConnectionRequest” message). Existing values can indicate emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data.  Following this model of “normal”, emergency and high priority causes it is proposed that some MTC device accesses could be viewed as “Low-Priority-Access” as compared to the existing establishment causes. The RRC establishment cause IE is as currently specified (ref 36.413 ch 9.1.7.1) forwarded to the MME in the “Initial UE message” over the S1-AP protocol.
In the UTRAN case a new or possibly the existing “Originating Low Priority Signalling” establishment cause (TS 25.331 RRC UTRAN, ch 10.3.3.11) may be used by MTC “time tolerant” devices in the RRC Connection Request. Signalling would be impacted to include the establishment cause such that SGSN can be made aware of a low priority access (e.g. by a MTC “time tolerant” device).
For the GERAN case a priority indication may be introduced in the access message (e.g. EGPRS Packet Channel Request) to indicate when an access is attempted by an MTC device and the priority of the corresponding MTC message requiring transmission. The priority indication should allow for the equivalent of a “Low-Priority-Access”. Signalling would be impacted to include a priority indication such that SGSN can be made aware of a low priority access (e.g. by a MTC “time tolerant” device).
6.xx.4 
Evaluation
Benefits:
· Based on existing parameter in the UTRAN RRC protocol. Similar parameter can be added to the E-UTRAN RRC protocol and to GERAN.   

· Works in a roaming environment. A network upgraded with “low priority” functionality can take advantage of this as soon as there are terminals also supporting this regardless if terminals are roaming or not.
· Low impact on existing 3GPP standards and products and may be feasible in Rel-10. 
· allows for CN node specific load control in flex or sharing scenarios
· Provides a faster way to protect from overload compared to mechanisms relying on broadcasted system information (e.g. ACB)
Drawbacks:

· Doesn’t allow to switch off specific groups or applications
· the node specific load control or network sharing specific control might not work if the device signals the IMSI instead of temporary IDs e.g. during PLMN changes
· As it bases on UE individual signaling it might not be possible to completely avoid Radio Resource congestion. There are also related work in RAN e.g. usage of concentrators. 
* * * End Change * * * *
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