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In 3GPP/IETF workshop, this contribution has already presented. Some comments are received. Although there some comments on the complexity of the approach and the application scenarios, there are few comments on the technical correctness of the solution. In the following, the PNAT solution is analyzed to show how it applies to the four scenarios identified in the clause 5 of TR 23.975.

Discussion of How PNAT Module is Activated
There are two parts of PNAT module: DNS resolver and Translation module. The activation of PNAT is determined by the connection mode and/or the DNS response. The logic of activate PNAT module is shown in the following Figure.

It can be seen that PNAT is always on when there is only IPv6 connection.  The only difference is whether a local mapping Table is build, which is due to whether a A response is replied in DNS query. 

When the connection is dual stack, the PNAT module may also activated if only AAAA is contained in the DNS response.
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How PNAT Address the Four Scenarios
1. Scenario 1: Dual-stack connectivity with Limited Public IPv4 Address Pools
To reduce the IPv4 public address consumption, the UE can be assigned with IPv6 address for the default bear to support the always-on data connectivity.
Public IPv4 address is not necessarily assigned to a UE. The UE, with PNAT module installed, can allocate IPv6 address which combined network allocated IPv6 prefix with self-generated IPv4 address. All IPv4 packets can be translated into the IPv6 packets by PNAT module and access to the service over IPv6 connection. This will alleviate the shortage of public IPv4 address.

As popular services move to support IPv6, a part of IPv4 traffic will gradually be offloaded into the IPv6 domain. 

2. Scenario 2: Dual Stack connectivity with Limited Private IPv4 Address Pools
UE, with PNAT module installed, can allocate IPv6 address which combined network allocated IPv6 prefix with self-generated IPv4 address. UEs can be distinguished by different IPv6 prefix with overlapping self-generated IPv4 address. The shortage of public/private IPv4 address can be alleviated.

Since the packets coming out from GGSN/PDN-GW are IPv6 packets, the network can use the IPv6 prefix part of the packet, which is unique, to identify users.
3. Scenario 3: UEs with IPv6-only connection and applications using IPv6
There are two cases for this scenario:
1)
The UE, configured only with an IPv6 prefix, has to be able to access IPv4 services

2)
The UE, configured only with an IPv6 prefix, has to be able to access IPv6 services
For the case 2), it is natural to support IPv6 access with IPv6 connection.
For case 1), the DNS resolver in a PNAT enabled host will compose an AAAA response based on a type A response (e.g., WKP + the IPv4 address of the service). The IPv6 packet will be sent out with the source address being the UE’s IPv6 prefix+self-generated IPv4 address and the destination address being the WKP+IPv4 service’s address. The packet will be routed to the PNAT gateway and will be translated to IPv4 packet and forwarded to the IPv4 service.
PNAT gateway will perform similar 64 translation like NAT64.. 
4. Scenario 4: IPv4 applications running on a Dual-stack host with an assigned IPv6 prefix and a shared IPv4 address and having to access IPv4 services
The IPv4 application can access IPv4 services even with IPv6 only connection is provided. The detailed procedures can refer to the Annex B.7 in TR 23.975.
Conclusion:
The PNAT solution can be applied to all the 4 Scenarios listed in Clause 5 of TR 23.975.
The following changes are proposed to the TR 23.975.

* * * First Change * * * *
B.6.3
Applicability

The PNAT solution applies to the following IPv6 migration scenarios outlined in clause 5:

· Scenario 1: Dual-stack connectivity with Limited Public IPv4 Address Pools
· Scenario 2: Dual Stack connectivity with Limited Private IPv4 Address Pools
· Scenario 3: UEs with IPv6-only connection and applications using IPv6
· Scenario 4: IPv4 applications running on a Dual-stack host with an assigned IPv6 prefix and a shared IPv4 address and having to access IPv4 services
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