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First Change
6.2.1
Proxy‑CSCF

-
Handle registration requests with an emergency registration indication like any other registration request, except that it may reject an emergency registration request if the IM CN subsystem that the P‑CSCF belongs to can not support emergency sessions for the UE (e.g., due to local policy or UE is not within IM CN subsystem's geographical area or IP-CAN not supported).

-
Detect an emergency session establishment request.

-
Reject/allow unmarked emergency requests.

-
Reject/allow anonymous emergency requests.

-
Prevent non-emergency requests that are associated with an emergency registration.

-
May query IP-CAN for location identifier.

-
Select an Emergency CSCF in the same network to handle the emergency session request. The selection method is not standardized in the present document.

-
For UEs without credentials, forward the equipment identifier to the E-CSCF that was received from the UE.

-
Prioritize the emergency session.

-
Check the validity of the caller TEL‑URI if provided by the UE and shall provide the TEL‑URI in the session establishment request if it is aware about the TEL‑URI associated with the Public User Identifier used for an emergency registration.

-
May respond to a UE with an emergency session indication as a result of detecting a non UE detectable emergency session establishment request

-
May respond to the UE with an indication, IMS emergency registration required as a result of processing the emergency session establishment attempt.

-
Should be able to identify the service data flow associated with emergency service and inform PCRF accordingly.
-
Have the ability to bypass emergency call detection and handling for enterprise session originations.
2nd Change
6.2.4
Serving-CSCF

When the S‑CSCF receives an Emergency Registration, the S‑CSCF determine the duration of the registration by checking the value of the Expires header in the received REGISTER request and based on local policy of the serving system.

NOTE:
The value of the emergency registration time is subject to national regulation and can be subject to roaming agreements.
When a S-CSCF receives a call marked as emergency session from an AS (e.g., enterprise AS) in the home network, it shall:

-
Forward the call to the E-CSCF.
3rd Change
6.2.x
AS
An AS (e.g., AS providing hosted enterprise services or subscription-based trunking enterprise services) may be the first detection point of an IMS emergency session. In this case, the AS must provide emergency call handling functions that were bypassed by the P-CSCF.
-
Detect an emergency session establishment request.

-
May obtain location.

-
Prioritize the emergency session.

-
Provide the TEL‑URI in the session establishment request.
-
Mark session as an emergency call if not already indicated.
-
May respond to a UE with an emergency session indication as a result of detecting a non UE detectable emergency session establishment request

-
May respond to the UE with an indication, IMS emergency registration required as a result of processing the emergency session establishment attempt.
6.2.y
IBCF

An IBCF is the entry point for peering-based trunking enterprise solutions [x4].  For emergency sessions, the incoming IMS emergency call has already been processed by the peering network, is marked as an emergency call and the UE’s location included.
-
Performs trust domain functions per RFC 3325. If the peer network is not trusted, the UE identity is not typically passed by the IBCF. Therfore, per local policy or regulation, for an emergency call, the IBCF may either override this restriction, or no calling UE identity will be available for the PSAP.
-
Routes the call to an E-CSCF.  
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