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Abstract of the contribution: This contribution details the parameters exchanged in signalling flows.
It was requested during SA2#78 to provide more details on the parameters being signalled in the GTP based S2b information flows. It is proposed to agree on the following changes to the TR 23.834 – Study on GTP based S2b.
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5.1.3
Information flows
Editor’s Note: This subclause will contain the information flows of proposed solution for S2b mobility based on GTP. 


5.1.3.1
Initial Attach with GTP on S2b
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Figure 5.1.3.1-1: Initial attachment when GTP-based MM mechanism are used over S2b for roaming, non-roaming and LBO

Principles are similar to those specified for the PMIP S2b call flow in subclause 7.2.1 of 3GPP TS 23.402 [4], but with GTP signalling: 
1)
as per step 1 of subclause 7.2.1 of 3GPP TS 23.402 [4], with the following additions:

-
during the Tunnel Authentication and Authorization procedure the ePDG shall provide information on its GTP capabilities to the 3GPP AAA Server (i.e. new code point to be defined in the MIP6-Feature-Vector AVP); 
-
upon a successful authorization, when GTP is authorized, the 3GPP AAA server shall return the same information as it returns when PMIPv6 is used plus the following informations:

-
APN-AMBR;

 -
EPS-Subscribed-QoS-Profile (which defines the default bearer QoS for the APN);
-
Trace Information (Trace Reference, Trace Type, Trigger Id, OMC Identity).
-
If the ePDG receives a PGW Identity under the form of a FQDN, it shall derive it to an IP address according to the selected mobility management protocol (here GTP).

NOTE 1:
APN-AMBR, EPS-Subscribed-QoS-Profile and Trace Information are currently not downloaded to the ePDG on the SWm interface (see Table 7.1.2.1.1/2 of TS 29.273 [x]) but directly to the PGW via the S6b interface (see Table 9.1.2.2.1/2 of 3GPP TS 29.273 [x]).
NOTE 2:
As per existing principles, to support separate PDN GW addresses at a PDN GW for different mobility protocols (e.g. PMIP, MIPv4 or GTP), the PDN GW Selection function takes mobility protocol type into account when deriving PDN GW address by using the Domain Name Service function.
NOTE 3:
PMIP and DSMIPv6 are the only mobility capabilities which can be signalled currently on the SWm, SWx and S6b interfaces. Defining a new GTP code point on those interfaces enables the 3GPP AAA Server/Proxy to take into account the ePDG and subscription profile mobility capabilities during the authorization procedure and to possibly enforce a specific mobility protocol on S2b between the respective PLMNs (e.g. based on SLA). E.g. the AAA Server would only grant authorization for GTP on S2b when both ePDG and PGW support GTP and PMIP on S2b, but SLA between the HPLMN and VPLMN requests use of GTP. This also enables the AAA Server/Proxy to download the appropriate informations in AAA responses. 
2)
The ePDG sends a Create Session Request (IMSI, APN, RAT type, ePDG TEID of the control plane, PDN Type, PDN Address, EPS Bearer Identity, Default EPS Bearer QoS, ePDG Address for the user plane, ePDG TEID of the user plane, APN-AMBR, Protocol Configuration Options, Selection Mode, Dual Address Bearer Flag, Serving  Network, Trace Information) message to the PGW. The RAT type indicates the non-3GPP IP access technology type. The PDN Type shall be set based on the CFG_Request in step 1 and subscription profile. The PGW creates a new entry in its EPS bearer context table and generates a Charging Id. The new entry allows the PGW to route user plane PDUs between the ePDG and the packet data network, and to start charging.
3 )
as per step 3 of subclause 7.2.1 of 3GPP TS 23.402 [4];
4)
as per step 4 of subclause 7.2.1 of 3GPP TS 23.402 [4], with the following addition:

-
the PGW shall indicate use of GTP in the Authorization Request sent to the 3GPP AAA Server/Proxy (i.e. new code point to be defined in the MIP6-Feature-Vector AVP); the 3GPP AAA Server shall return the same AVP signalling GTP if the authorization was successful.
5)
The PDN GW returns a Create Session Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer Identity, EPS Bearer QoS, Protocol Configuration Options, APN-AMBR, Cause) message to the ePDG, including the IP address(es) allocated for the UE. 


The PGW may initiate the creation of dedicated bearers on GTP based S2b (like it may do it on GTP based S5/S8 for an Attach on 3GPP access).
6 to 8)
as per steps 6 to 8 of subclause 7.2.1 of 3GPP TS 23.402 [4].

5.1.3.2
Detach and PDN Disconnection with GTP on S2b
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Figure 5.1.3.2-1: UE/ePDG –initiated detach procedure with GTP

Principles are similar to those specified for the PMIP S2b call flow in subclause 7.4.1 of 3GPP TS 23.402 [4], but with GTP signalling:
1)
as per step 1 of subclause 7.4.1 of 3GPP TS 23.402 [4];
2)
The active Bearer(s) in the ePDG regarding this particular UE and PDN connection are deactivated by the ePDG sending a Delete Session Request (Linked EPS Bearer ID) to the PGW for the related PDN connection. 
3 to 4)
as per steps 3 to 4 of subclause 7.4.1 of 3GPP TS 23.402 [4];
5)
The PDN GW acknowledges with Delete Session Response (Cause).
6)
as per step 6 of subclause 7.4.1 of 3GPP TS 23.402 [4];
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Figure 5.1.3.2-2: HSS/AAA-initiated detach procedure with GTP

Principles are similar to those specified for the PMIP S2b call flow in subclause 7.4.2 of 3GPP TS 23.402 [4], but with GTP signalling:
1)
as per step 1 of subclause 7.4.2 of 3GPP TS 23.402 [4];
2)
This include the procedure after step1 as Figure 5.1.3.2-1. For multiple PDN connectivity, this step shall be repeated for each PDN connected.
3)
as per step 3 of subclause 7.4.2 of 3GPP TS 23.402 [4].
5.1.3.3
UE-initiated Connectivity to Additional PDN with GTP on S2b
Same scenario as for Initial Attach (see subclause 5.1.3.1). The UE establishes a separate SWu instance (i.e. a separate IPSec tunnel) for each additional PDN. The ePDG allocates a Bearer Id for and initiates a GTP Create Session Request/Response messages towards the PGW for each new PDN connection.
5.1.3.4
Handover (without optimization) from untrusted Non-3GPP access to 3GPP access
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Figure 5.1.3.4-1: Untrusted Non-3GPP IP Access to E-UTRAN Handover

Principles are similar to those specified for the PMIP S2b call flow in subclauses 8.2.1.1 & 8.2.1.3 of 3GPP TS 23.402 [4], but with GTP signalling:
1)
The UE uses an untrusted non-3GPP access system and is being served by PDN GW.
2 to 6)
as per steps 2 to 6 of subclause 8.2.1.1 of 3GPP TS 23.402 [4];
7)
as per step 7 of subclause 8.2.1.1 of 3GPP TS 23.402 [4] with the following precisions: 
-
the PGW receives a Create Session Request carrying a 'handover indication' (relying on the existing specification/protocol), for an IMSI for which it already has an existing GTP session via S2b;
-
Since an Handover Indication is included, the PDN GW should not switch the tunnel from non-3GPP IP access to 3GPP access system at this point. The PGW shall accept  the creation of the new (so far inactive) S5/S8 session, while maintaining the active GTP session on S2b. This is similar in principles to today's PGW behavior creating an inactive S5/S8 session while maintaining the S2b PMIP tunnel.

NOTE:
This however implies some modifications to the context information in the PGW since different to the current GTP model which supports only one GTP-C tunnel per PDN connection. 

8 to 18) as per steps 8 to 18 of subclause 8.2.1.1 of 3GPP TS 23.402 [4]; 
-
the PGW switches user traffic from the S2b GTP to the S5/S8 GTP tunnel in step 13.

-
the PGW may create dedicated bearers during this procedure, as per existing specifications for the Handover between PMIP S2b and GTP based S5/8


5.1.3.5
Handover (without optimization) from 3GPP access to untrusted Non-3GPP access
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Figure 5.1.3.5-1: E-UTRAN to Untrusted Non-3GPP IP Access Handover

· Principles are similar to those specified for the PMIP S2b call flow in subclause 8.2.3 of 3GPP TS 23.402 [4], but with GTP signalling:

1 to 3)
as per steps 1 to 3 of subclause 8.2.3 of 3GPP TS 23.402 [4];

4)
The ePDG sends a Create Session Request (IMSI, APN, Handover Indication, RAT type, ePDG TEID of the control plane, ePDG Address for the user plane, ePDG TEID of the user plane) message to the PGW. The RAT type is set to a value matching the characteristics of the non-3GPP IP access. If the UE supports IP address preservation and included the address in step 3, the ePDG sets the 'Handover Indication' in the Creation Session Request to allow the PGW to re-allocate the same IP address or prefix that was assigned to the UE while it was connected to the 3GPP IP access and to initiate a PCEF-Initiated IP CAN Session Modification Procedure with the PCRF.

NOTE 1:
The 'Handover Indication' as defined so far in the GTPv2 specification indicates a handover from a non-3GPP to 3GPP access. This leads the PGW, among others, to delay switching DL user plane traffic from non-3GPP to 3GPP until a Modify Bearer Request is received. In the E-UTRAN to untrusted non 3GPP IP access handover scenario above, the 'Handover Indication' will signal a handover from 3GPP to non-3GPP access, and should not delay the switching of DL user plane traffic from 3GPP to non-3GPP access. 

5)
as per step 5 of subclause 8.2.3 of 3GPP TS 23.402 [4];
6)
The PDN GW responds with a Create Session Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer Identity, EPS Bearer QoS, Protocol Configuration Options, APN-AMBR, Cause) message to the ePDG. The Create Session Response contains the IP address or the prefix that was assigned to the UE while it was connected to the 3GPP IP access.
7)
as per step 5 of subclause 8.2.3 of 3GPP TS 23.402 [4];
8)
At the end of the handover procedure there is a default bearer for the UE that consists of an IPsec tunnel between the UE and the ePDG and a GTP tunnel between the ePDG and the PDN GW;
9 to 10) as per steps 9 to 10 of subclause 8.2.3 of 3GPP TS 23.402 [4].

· The PGW may create dedicated bearers during this procedure (e.g. if dedicated bearers had been setup on S5/S8 under the 3GPP access) based on its knowledge of the bearers in place before the handover or on updated PCC policy rules. The establishment of dedicated bearers in combination with the default takes place as described in Annex F of 3GPP TS 23.401 [3].

· NOTE 2: These dedicated bearers are just GTP behaviour alignment over S2b and S5/S8 and do not extend over the SWu interface.





























































































_1324391189.doc


IPSec







GTP Tunnel(s)







6. IPSec Tunnel Setup�     Completion







GTP Tunnel(s)







ePDG







hPCRF







AAA







HSS/







Proxy







AAA 







vPCRF







GW







PDN







UE







 







Roaming Scenarios







8. IPSec and GTP Tunnels







7.IKEv2 (IP Address Configuration)







1. IKEv2 Authentication and Tunnel Setup







4. Update PDN GW Address







1. Authentication and Authorization







5. Create Session Response







2. Create Session Request







3. IP-CAN Session Establishment Procedure







 












_1328646118.doc


15. Modify Bearer Response







12. Modify Bearer Request







8. PCEF-Initiated IP-CAN Session Modification Procedure















Roaming Scenarios







(C)







18. Non-3GPP EPS Bearer Release







18. Non-3GPP EPS Bearer Release







AAA Proxy







vPCRF







(B)







(A)







2. UE discovers 3GPP access system and initiates HO















16. Radio and Access Bearer







16.GTP Tunnel























11. Radio and Access Bearer Establishment







10. Create Session Response (IP Addr)







14. Modify Bearer Response







13. Modify Bearer Request







9. Create Session Response







7. Create Session Request







6. Create Session Request (MN-NAI, PDN GW)







5. Location Update and Subscriber Data Retrieval







4. Access Authentication







4. Access Authentication























3. Attach























1. GTP Tunnel(s)















HSS/ AAA







Serving GW







MME







E-UTRAN







ePDG







UE







hPCRF







PDN GW







Old MME/�SGSN







17. UE Requested PDN Connectivity












_1328646037.doc


10. 3GPP EPS Bearer release







5. PCEF-initiated IP-CAN Session Modification Procedure







2. UE discovers Untrusted Non-3GPP Access and initiates HO







Roaming Scenarios















AAA Proxy







vPCRF







HSS/ AAA







8. IPsec Tunnel







8. GTP tunnel(s)























7. IPsec tunnel setup completion and address configuration







 GTP tunnel(s)















6. Create Session Response







4. Create Session Request 











3. Authentication and Authorization (PDN GW)















3. IKEv2 auth and tunnel setup















1. GTP tunnel







1. Radio bearer and S1 bearer























hPCRF







MME







ePDG







UE







PDN GW







Serving GW







9. UE-initiated Connectivity to Additional PDN







10. 3GPP EPS Bearer release












_1322057751.doc


4. PCEF-Initiated IP-CAN Session Termination Procedure
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