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Abstract of the contribution: This contribution resolves certain FFSs for the MTC monitoring feature.
Discussion

The current TR 23.888 contains the following editor’s note:
Editor’s Note: It is FFS whether other MTC monitoring events can be configured

As per TS 22.368, SA1 has clearly defined the events to be monitored as follows:
“-
It shall be possible for the network to detect the following events:

-
behaviour which is not aligned with activated MTC Feature(s)

-
change in the point of attachment

-
change of the association between the UE and the UICC

-
loss of connectivity. The maximum time between the actual loss of connectivity occurred and the loss of connectivity detected shall be configurable per MTC Subscription.”
And it is the SA1 understanding that only these events shall be detected by the 3GPP network. If any other event is reported or configured, detection of such an event is out of scope of 3GPP as mentioned below from SA1 requirements:

“-
The MTC Device shall be able to transfer other event notification to the MTC Server where the event detection is out of 3GPP scope. This may include events such as the loss of signal reception, etc.”
Hence only these events shall be detected; any other events are outside the scope of 3GPP.
Proposal 1: Resolve the above FFS be mentioning that only events specified by SA1 in TS 22.368 shall be detected.

The TR 22.368 contains the following editor’s note related to action indication:
Editor’s Note: It is FFS whether the MTC Server/User can dynamically provide the action indication.
It is agreed concept that the default action to be taken can be preconfigured at the HSS itself as a part of subscription. But whether the action to be performed can be dynamically indicated by the user is unresolved. Providing a dynamic action indication from the user will delay the action to be taken by the core network as the action reporting entity would have to wait for the response from the MTC server/user. Also, this is not included in the requirements specified by SA1.
Hence to keep the monitoring procedures simple and efficient, the core network should take the action as specified in the HSS as part of subscription. If no action is specified then the core network can take the locally defined action(s).

Also, actions specified in the HSS should be the clearly understood by the core network e.g. detach the UE. In case the action is such that it cannot be interpreted by the core network it should be ignored and the locally defined action shall be taken.

Proposal 2: Dynamic action indication from the MTC server/user shall not be supported. If the default action is not specified in the HSS or the action is such that it can’t be interpreted by the core network, the core network takes the locally defined action(s).
Start of Change

6.9.2
General

The MTC Monitoring events are configured in the HLR/HSS as part of the MTC subscription. The related criteria (e.g. the mapped IMSI/IMEI or the allowed location area) for reporting purpose are configured together with the event as well unless the event type is self explanatory, e.g., loss of connectivity. For those configured MTC Monitoring events, default action can be predefined as well, e.g. detaching the MTC Device when the IMEI and IMSI are not mapped. Only the following events (as mentioned in TS 22.368) shall be monitored:
According to the requirement, the following MTC Monitoring events shall be configured in the HLR/HSS:

· Monitoring the association of the MTC Device and UICC

In this case, the HLR/HSS shall also configure the mapped IMSI and IMEI as the criteria together with this event.

· Monitoring the alignment of the MTC feature

In this case, the activated MTC features for the special MTC Device, which is configured in the HLR/HSS as part of the MTC subscription, apply for this monitoring event.

· Monitoring change in the point of attachment

In this case, the allowed location information may also need to be configured as the criteria in the HLR/HSS (e.g. the Low Mobility feature is also activated for the MTC Device).

· Monitoring loss of connectivity
The network shall be able to detect such configured MTC monitoring events. The following alternatives (i.e. solution 1 to solution 3) can be used for the detecting purpose.

Editor’s Note: It is FFS whether other alternatives can be used for the event detecting purpose.

Editor’s Note: It is FFS whether MTC Device can be used for assisting in MTC monitoring.

When such event is detected, the network shall be able to report to the MTC Server and/or MTC User. The following alternatives (solution 4 to solution 7) can be used for the reporting purpose.

Editor’s Note: It is FFS for whether other alternatives can be used for the reporting purpose.
When any event is detected, the network may also trigger actions accordingly, e.g. reduce services provided to the MTC Device or restrict access of the MTC Device or detach the MTC Device completely. When default action is predefined, the network triggers the default action. If action is not predefined or the action is not understood by the core network, locally defined action(s) shall be taken. .Dynamic action indication from the MTC server/user is not supported.

Editor’s Note: How to handle the roaming scenario for this monitoring key issue is FFS.

Editor’s Note: How to obtain the MTC Server address for reporting is FFS.
End of Change
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