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1. Introduction
SIPTO femto details have not been discussed thoroughly in SA2 till now, including:

· SIPTO femto scenarios and the related solutions, 

· Difference between SIPTO femto and SIPTO macro, or the difference between SIPTO femto and LIPA.

This contribution lists the details for SIPTO femto and the proposes a way forward.
2. Discussion

2.1 requirement analysis
According to SA1 requirements, SIPTO macro and SIPTO femto share common requirements except for the following:
	SIPTO macro vs. SIPTO femto

	Requirement
	Solution impact

	Selected IP Traffic Offload shall be possible to be done without traversing the mobile operator network, subject to regulatory requirements.


	This depends on the offload point position. There may be impact to the P‑GW selection mechanism for the H(e)NB sub-system, as well as for the H(e)NB GW. Updating the IP address of the L-GW in the S1-AP might be the best choice. 

	The mobile operator or the H(e)NB Hosting Party, within the limits set by the mobile operator, shall be able to enable/disable Selected IP Traffic Offload per H(e)NB.
	This can be realized via O&M configuration of the H(e)NB.

Update of LIPA capability for the H(e)NB bythe MME may be done via S1-AP.


The following is the different requirement for SIPTO femto and LIPA according to the SA1 requirement:

	SIPTO femto vs. LIPA

	Requirement
	Solution impact

	The application scope between LIPA and SIPTO femto is different:

· LIPA is applied only between the UE, H(e)NB and other entities within the residential/enterprise IP network. 

· SIPTO femto has wider application scope which is similar as the macro
	The target LIPA solution shall employ a simplified solution compared to SIPTO femto and SIPTO macro.

	The interaction with the user:

· LIPA: the user may be notified when a H(e)NB provides access to a residential/enterprise IP network.

· SIPTO femto: which is the same as the SIPTO macro, it is required without interaction with the users.
	For LIPA: update to the NAS or AS might be acceptable. The solution has already addressed in the TR.


	The mobility requirement is different:

· For LIPA, Loss of access to the residential/enterprise IP network is acceptable as a UE moves out of H(e)NB coverage
· For SIPTO femto, it is required to minimize the interruption for the mobility event, e.g. mobility between H(e)NB and macro, or the mobility between H(e)NBs
	The use case for SIPTO femto and corresponding solutions need to be discussed for SIPTO femto.
We should especially consider whether the same solution can be reused.


According to the above analysis, SIPTO femto requirements are close to the requirements for SIPTO macro. But for specific functions of H(e)NB sub-system, some mechanisms may need to be identified that differ between LIPA and SIPTO macro, e.g. L-GW selection, Mobility management.
2.2 solution analysis

According to the above requirement analysis, SIPTO femto has more similarity to SIPTO macrothan SIPTO femto has to LIPA. Therefore, the following analysis will focus on reusing the SIPTO macro solution for SIPTO femto. The analysis will identify and highlight differences based on the specific functional requirements for the H(e)NB sub-system.

1) GW selection
According to the conclusion from the last meeting, the main open issues for SIPTO femto is GW selection. The SIPTO femto mechanism might be different than the SIPTO macro mechanism.

There are four cases for considering GW selection mechanism for H(e)NB sub-system:
a) LGW co-located with H(e)NB, without H(e)NB GW in the architecture.

b) LGW co-located with H(e)NB, with H(e)NB GW in the architecture.

c) LGW is separate with H(e)NB, without H(e)NB GW in the architecture.

d) LGW is separate with H(e)NB, with H(e)NB GW in the architecture.

For c) and d), the scenarios resemble the same with current GW selection mechanism for SIPTO macro. But for a) and b), forwarding the IP address of L‑GW to the MME via S1-AP, is the best solution. Especially for the b), as the MME cannot manage the IP address of L‑GW, as it is blocked by the HeNB-GW.

2) mobility solution

For SIPTO femto, the following mobility use cases have not been discussed in SA2.

a) SIPTO Enterprise mobility:

For the enterprise case, there following problems arise:
· When the UE moves out of the enterprise network, i.e. moving out of SIPTO coverage, is it necessary to keep the service continuity?
For SIPTO femto, according to SA1 requirements, it is required to minimize the service discontinuity. So, service continuity has higher priority than traffic offloading. The time when the MME triggers deactivation, for P‑GW re-selection, will depend on operators’ policies.
Proposal:

· The SIPTO femto mobility mechanism is similar to SIPTO macro, and thus shall maintain service continuity for the UE.

· The unique characteristic of SIPTO femto and its potential impact to the system: 

· for the enterprise case, within the enterprise network, the HeNB will still have direct tunnel to the L‑GW. But when the UE moves out of the enterprise network, the network will not establish a direct tunnel. The impact of this behavior on the MME must be considered. How does the MME decide whether to establish direct tunnel in the target system?
b) LIPA enterprise mobility:

   LIPA enterprise mobility might be different from SIPTO, as per SA1 requirements the service might be interrupted when the UE moves out of the enterprise network.
Proposal:

· We should discuss the following scenario: when the UE moves out of the enterprise network, the HO will fail, as the operator may limit traffic offloading to the UE so that it occurs only within the enterprise network.

· The potential impact to the system:

· how does the MME determine that the UE has left the enterprise network? The MME cannot determine that the UE has moved out of the enterprise network based on the current HO type or other information in the HO preparation message.
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The above are just some examples for involving enterprise solutions. It is suggested that further discussion for SIPTO femto scenarios. Especially on the mobility management solution, as the same solution from the SIPTO macro cannot be reused, based on the specific functions of H(e)NB sub-system.
3. Conclusion:
Although SIPTO femto share many common requirements with the SIPTO macro, but some solution cannot be reused from the SIPTO macro, e.g. Mobility management for enterprise case. It is proposed:

· Separate SIPTO H(e)NB enterprise and LIPA enterprise discussion for the solution.
· LIPA enterprise:

· Consider the use case for limit the offload traffic only with the enterprise network

· Address the corresponding solutions.
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