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Abstract of the contribution: This paper is to clarify the use cases of IMS load balancing. 
1. Introduction

The subclasue 4.2 in TR 23.812 analyzes the problem of existing IMS architecture when handling load balancing. This paper is to supplement the use case of P-CSCF and S-CSCF load balancing. 
2. Discussion
1. Use case of P-CSCF load balancing

The P-CSCF load balancing happens during registration process. 
As stated in TS 23.228 (as copied below), there are three ways for P-CSCF discovery. It is easy to see that with all three ways, the assignment of P-CSCF is either through DNS resolution or through pre-configuration (maybe with post-selection). 
This means that P-CSCF load balancing can be executed either with a dynamic domain name to IP address mapping, or with reconfiguration at IP-CAN or UE. Since load balancing is more like a network behavior, it is proposed to try to avoid any impact on UE. 
___________________________________________________________________________________
5.1.1
Procedures related to Proxy‑CSCF discovery
5.1.1.0
General

The Proxy‑CSCF discovery shall be performed using one of the following mechanisms:

-
As part of the establishment of connectivity towards the IP-Connectivity Access Network, if the IP-Connectivity Access Network provides such means.

-
Alternatively, the P‑CSCF discovery may be performed after the IP connectivity has been established. To enable P‑CSCF discovery after the establishment of IP connectivity, the IP-Connectivity Access Network shall provide the following P‑CSCF discovery option to the UE:

-
Use of DHCP to provide the UE with the domain name and/or IP address of a Proxy‑CSCF and the address of a Domain Name Server (DNS) that is capable of resolving the Proxy‑CSCF name, as described below in clause 5.1.1.1.

-
The UE may be configured (e.g. during initial provisioning or via a 3GPP IMS Management Object (MO), TS 24.167 [64] or in the ISIM, TS 31.103 [69]) to know the fully qualified domain name (FQDN) of the P‑CSCF or its IP address. If the domain name is known, DNS resolution is used to obtain the IP address.

In the case where UE is aware of more than one P‑CSCF address, the selection shall be based on home operator configured policy to select the P‑CSCF.

NOTE:
Subject to home operator policy, the UE selects the Home P‑CSCF to be used by either using a pre-configured Home P‑CSCF FQDN or according to TS 24.167 [64]. This can be done without the UE first performing the local P‑CSCF discovery (e.g. DHCP).

___________________________________________________________________________________
2. Use case of S-CSCF load balancing

The S-CSCF load balancing happens during registration/re-registration process.
As stated in TS 23.228 (as copied below), it is not clearly specified how I-CSCF obtains the IP address of targeted S-CSCF. It is simular to the P-CSCF case that the IP address can either be obtained through DNS resolution after I-CSCF negotiates with HSS and gets an appropriate S-CSCF domain name, or obtained directly during the negotiation between I-CSCF and HSS. 
This means that S-CSCF load balancing can be executed either with a dynamic domain name to IP address mapping, or with reconfiguration at I-CSCF (or maybe at HSS).
___________________________________________________________________________________

5.1.2
Procedures related to Serving‑CSCF assignment
5.1.2.1
Assigning a Serving‑CSCF for a user

When a UE attaches and makes itself available for access to IMS services by explicitly registering in the IMS, a S‑CSCF shall be assigned to serve the UE.

The assignment of an S‑CSCF is performed in the I‑CSCF. The following information is needed in the selection of the S‑CSCF:

1.
Required capabilities for user services
This information is provided by the HSS.

2.
Operator preference on a per-user basis 
This information is provided by the HSS.

3.
Capabilities of individual S‑CSCFs in the home network
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. This information is obtained by the I‑CSCF by methods not standardised in this release.

4.
Topological (i.e. P‑CSCF) information of where the user is located
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. The P‑CSCF name is received in the registration request. The topological information of the P‑CSCF is obtained by the I‑CSCF by methods not standardised in this Release.

5.
Topological information of where the S‑CSCF is located
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. This information is obtained by the I‑CSCF by methods not standardised in this release.

6.
Availability of S‑CSCFs
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. This information is obtained by the I‑CSCF by methods not standardised in this release.
___________________________________________________________________________________
3. Proposal

It is proposed to approve the following changes to TR 23.812. 
Change #1
5
Applicability of Overload Control and Load Balancing

Editor’s Note: This clause aims to determine the parts of IMS architecture and the operational use cases for which Overload Control and Load Balancing mechanisms are needed.
5.1
Overload Control

5.1.1
Overload Control at the UNI

5.1.2
Overload Control at the NNI

5.1.3
Overload Control of Application Servers

5.2
Load Balancing

5.2.1
P-CSCF load balancing
The P-CSCF load balancing happens during registration process. Its purpose is to make the load on different P-CSCFs as balanced as possible and to avoid the situation that some P-CSCF is approaching its limit while others are still starving.
P-CSCF load balancing can be executed either with a dynamic domain name to IP address mapping, or with reconfiguration at IP-CAN or UE. 

Since load balancing is more like a network behavior, it is proposed to try to avoid any impact on UE.
5.2.2
S-CSCF load balancing
The S-CSCF load balancing happens during registration/re-registration process. Its purpose is to make the load on different S-CSCFs as balanced as possible and to avoid the situation that some S-CSCF is approaching its limit while others are still starving.

S-CSCF load balancing can be executed either with a dynamic domain name to IP address mapping, or with reconfiguration at I-CSCF (or maybe at HSS).
5.2.3
I-CSCF load balancing
5.2.4
AS load balancing
End of changes
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