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S4-100188 “Work Item Description about Optimization of IMS based PSS and MBMS User Service”

1. Overall Description:
SA4 has agreed on a new Work Item for Rel-10 about “Optimization of IMS based PSS and MBMS User Service” (see attached document S4-100188). 

This Work Item should be finalized within the Rel-10 timeframe. The last SA4 meeting dealing with Rel-10 will happen in February 2011.
One objective of this Work Item is to deal with

· Parental control enforcement. 
At TSG-SA4#58 SA4 already started the work about parental control enforcement by discussing use cases and high level call flows.

Section 2 of this document includes use cases for parental control enforcement that were discussed and agreed at TSG-SA4#58.

Section 3 of this document includes high-level call flows for parental control that were discussed at TSG-SA4#58. 

2. Use Cases 
Parental controls provide parents the method to protect their children and set restrictions on their consuming of PSS/MBMS services. Two typical scenarios, namely Preventative parental control and Reactive parental control are identified:
Preventative parental control: the child may find a list of PSS/MBMS user services and select one (e.g. a live program) to watch. When initializing the consuming, the service provider checks if the program is forbidden to the child by his parent or is forbidden based on age. Then the service provider refuses the request.

Interactive parental control: If the parent becomes aware that there might be objectionable content shown in a program he can block access to that program. If the parent would like to allow the child to watch a program that would otherwise have been blocked, he can remove the blocking of access to that program.

3. High Level Call Flows
3.1 Preventative parental control


[image: image1.emf]UE 1

IM CN 

Subsystem

SCF

Presence 

Server

UE 2

1. Child selects and requests to watching a PSS/MBMS user service

2. Access denied (if not authorized)

Communica

tion Server

3. session establishment (if authorized)


The following is a brief description of the steps:
1. The end user selects one program (e.g. a live program) to watch.
2. The SCF checks the information of authorization. If the requested content is not allowed to be watched, access to the content will be denied. 
3. If the requested content is allowed to be watched, session will be established.
3.2 Interactive parental control
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The following is a description of the interactions in the flow:
1.
A child is watching a PSS/MBMS user service on TV, for example the news.
2.
His parent acquires the information on the channel being watched (such as the service ID, ratings etc.). 
Note: this is done by “Content Reporting” function together with “Blending of Presence and PSS/MBMS user services” function.
3.
If the parent decides that the program is unsuitable for the child, he initiates a request which goes to the SCF to block access to the program temporarily, e.g., a request to teardown the session.
4.
The program being watched by the child is blocked. Further actions depend on the service provider.

4. Actions
To 3GPP TSG SA2: 

SA4 kindly asks 3GPP TSG SA2 

· for information about any related ongoing work on parental control in 3GPP TSG SA2
· for comments and guidance on SA4’s work of parental control enforcement
· for comments on the use cases for parental control enforcement agreed in SA4
· for comments on the call flows under discussion in SA4
5. Dates of next 3GPP SA4 meetings: 
21 - 24 June 2010


TSG-SA4#59
Location: Prague, Czech Republic

16 - 20 August 2010


TSG-SA4#60
Location: Erlangen, Germany
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