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Discussion 
One of the primary challenges operators face going forwards is the intelligent management of their packet data network resources to ensure customer satisfaction and financial profitability. This has been a primary driver for a lot of the traffic data offload/traffic management standards being developed in 3GPP at present. In recent discussions the topic of detailed traffic detection and associating operator policy have been discussed in TR 23.813 with the introduction of the concept of a Traffic Detection Function (TDF), which can be either collocated with the Packet Gateway/PCEF or exist as a standalone function. 

There are a number of contributions at this meeting discussing what functions/interfaces the TDF could have and more specifically which of these should be standardized. Here are a few additional use cases which operators may wish to consider in relation to issue of embedding traffic shaping and gating functionality within a 3GPP defined standalone TDF: 
1. Assigning the right tasks to the most appropriate nodes. An operator will always be faced with having to make choices regarding how much functionality they place in a specific node versus how much control signaling they will load their networks with, if they adopt a more distributed approach. Getting this right is a bit like a chef getting the combination of ingredients right for a meal. For example an event which is processor intensive to detect/high frequency/network impacting/but of low value to the operator and end user may be something which an operator does not wish to burden their key packet gateway nodes with. Nor would they wish it to be a source of substantial network control traffic for enforcement of the associated policy. They therefore may desire to place the enforcement point remote from the gateway and collocated with the detection point, while wishing to ensure this node can be integrated in a standardize manner with the rest of their network.
2. Commercial availability of functionality: The reality is that sometimes operator’s plans for when they need something and vendor’s ability to make this functionality available are not always aligned in terms of timescales. An operator should have the flexibility to introduce standalone options for traffic detection/shaping/gating as part of an overall standardized solution if it were to enable them to meet their business requirements.

3. Integration issues: Standalone traffic detection and shaping nodes are available today and are widely deployed. However since these nodes are defined outside the scope of 3GPP, operators are left with requesting bespoke development from their other policy equipment vendors in order to create an integrated solution. This continues to perpetuate fragmentation of the industry and may respect a commercial exposure for the operator. Creation of standards to address the integration these nodes with existing 3GPP policy solutions, should address these concerns. 
Proposal 
The examples above hopefully give operators some information regarding why they should give consideration to the standardisation of a standalone Traffic Detection Function (TDF) with embedded traffic shaping and gating capabilities as part of a wider 3GPP policy solution. 
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