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Abstract of the contribution:

This contribution includes further details of an alternative solution 1b to Key issue 4 in TR 23.813.
Discussion

During SA2#78 it was agreed to include a solution for Key Issue 4 based on a Gx-like reference point between the PCEF (TDF) and the PCRF. This purpose of this contribution is to further detail that solution with high level signalling flows for Gx-like reference point:
· It shall allow the PCRF provides the PCC rules at PCEF(TDF) when the PCEF(TDF) detects the traffic flow matches the previous provisioned PCC rules to enforce the PCC rules;

· It shall allow the PCEF(TDF) notifies the PCRF when the PCEF(TDF) detects traffic matching a previous provisioned PCC rule;
· New functionality is to install new type of filter beyond 5-tuple to detect traffic flows in the PCC rules.
An example is given as below,

 

step 1: UE intiates IP-CAN session establishment.
step 2: PCRF provides the PCC rules, e.g name with "skype"and detection logic but without any filter information.
step 3: GW detects the "skype" on the detection logic
step 4: GW reports the "skype" information(filter information) together with PCC rule "skype"
step 5: PCRF knews the "skype" traffic filter information and fill this into PCC rule "skype" with corresponding information, e.g gating/charging
step 6: PCRF provides "skype" PCC rules to GW again and GW does not need to TDF logic but based on filter information , it can know and enforce rules
Proposal

The following changes are proposed to Key Issue 4 alternative 1b.
* * * Begin First Change * * * *
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* * * Begin Second Change * * * *

4.4.2.3
Alternative 1b - Gx based service detection reporting

To trigger the interaction with the PCRF, the start and the end of a detected service have to be added as new event triggers. After detecting a service with a service traffic detection mechanism, the PCEF/TDF informs the PCRF via the Gx by sending the PCC rule name of the detected service and the event trigger. Detected filter information could be provided to the PCRF as well to simplify the IP packet handling after the service detection (existing Gx parameters can be used together with the new event trigger to minimize the Gx protocol impacts). The PCRF can then modify the PCC rule in the desired way with regard to the policy and charging control information (e.g. the charging key or the QoS can be modified). When the PCEF/TDF detects the end of the service, the PCRF is informed again and the PCRF modifies the PCC rule back to the initial setting. 

Editor’s note:
Whether the PCRF can always modify the PCC rule back needs to be further analyzed (e.g. ongoing monitoring/charging). It should be possible as the same problem occurs during a PCC rule removal.


[image: image1]
Figure 4.4.2.2-1: Architecture for Gx-based solution
NOTE:  This architecture option can be applied for a stand-alone TDF and a TDF that is collocated with the PCEF in the same gateway.

Editor’s note: The details of a stand-alone TDF scenario need to be further analyzed
Editor’s note:
Whether this solution can be applied for the roaming scenario with PGW in the visited PLMN needs to be further analyzed.
4.4.2.3.1. Signalling flows

This clause contains signalling flows to demonstrate the PCEF(TDF) interaction at the time of IP-CAN session establishment and modification over the Gx reference point. The Gx-based reference point is enhanced with the following functions:

-
Provision of PCC rules to detect specific traffic flows by the PCEF;

-
Provision of detected traffic flow information to the PCRF;
4.4.2.3.1.1 Changes to the IP-CAN Session establishment procedure
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Figure 4.4.2.3.x: IP‑CAN Session Establishment

1-6. IP-CAN Session Establishment as per TS 23.203 [x] in clause 7.2

7.   If the subscription data received from the SPR indicated that user privacy policies allow the use of service traffic detection for this subscriber the PCRF sends in the acknowledgement PCC rules for the traffic service detection to the PCEF and sets the corresponding Event trigger.

8-12. Continued IP-CAN Session Establishment as per TS 23.203 [x] clause 7.2 

4.4.2.3.1.1 Changes to the IP-CAN Session modification procedure: GW(PCEF) initiated
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Figure 4.4.2.3.y: IP‑CAN Session Modification; GW(PCEF) initiated

1-3 IP-CAN Session modification as per TS 23.203 [x] in clause 7.4.1
4 A PCC rule with traffic detection logic identifies a specific traffic.
NOTE:
The traffic detection logic running at the TDF is out of scope.
5 The GW(PCEF) reports that a particular traffic is detected by providing the PCC rule name together with the corresponding Event trigger (event Report) to the PCRF. In addition, detected traffic flow information (IP 5-tuple) may be provided.
6-9 Continued IP-CAN Session modification as per TS 23.203 [x] in clause 7.4.1 
10 The PCRF may modify in the acknowledgement the reported PCC rules (e.g. change of QCI or charging key or addition of SDF filter information) and the GW(PCEF) enforces the decision.

11-18 Continued IP-CAN Session modification as per TS 23.203 [x] in clause 7.4.1 
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