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Abstract of the contribution: This contribution introduces a key issue related to Priority Alarm Message.
Discussion：

In the latest requirement specification of TS 22.368, some terms about PAM are listed below:
	7.2.9
Priority Alarm Message (PAM)

The MTC Feature PAM is intended for use with MTC Devices that issue a priority alarm in the event of e.g. theft, vandalism or other needs for immediate attention. The conditions for generating a PAM are outside of the scope of this specification. 

For the Priority Alarm Message MTC Feature:

-
The priority alarm message shall take precedence over any other MTC Features.
-
The MTC Device shall be able to send the priority alarm message even when it cannot use normal services for some reasons e.g. Location not allowed, Access Time not allowed, Roaming not allowed, etc.


The highlight text shows the PAM message shall have the priority than normal MTC data transmission. But if in block cases (e.g. Location not allowed, access time not allowed, roaming not allowed) the user plane data transmission may not have possibility to be executed. This would cause the PAM message from user plane traffic not to be delivered in block cases.

This contribution proposes to introduce this key issue mentioned above, and proposes possible solution for this.
Proposal

It is proposed to discusses the key issue above and add the following text to 3GPP TS 23.888.
START OF CHANGE
5.x
Key Issue – Priority Alarm Message (PAM)

5..1
Use case description

PAM is designed for self-monitoring of the MTC devices when vandalism, theft or other needs for immediate attention. The requirements (specified in TS 22.368[XX], section 7.2.9) for PAM indicate that the transmission of PAM message shall have higher priority than normal MTC data transmission, even in some blocked cases (e.g. Location not allowed, access time not allowed, roaming not allowed) where the user plane data transmission may not have possibility to be executed. 
5..2 
Required Functionality

The following functionalities are required for PAM:
· The transmission of PAM message shall have higher priority than normal NTC data transmission;
· It shall be possible for the MTC device to access to the network and send PAM message when the network forbiddens the access or the data transmission due to some particular reasons.

NEXT CHANGE
6.x
Solution – Priority Alarm Message

6.x.1
Problem Solved / Gains Provided

See Key Issue 5.x “Priority Alarm Message (PAM)”.

6.x.2
General
With PAM MTC Feature, If MTC Device has monitored the abnormal events by itself, it can send alarm message to MTC Server; or if MTC Device has found some errors in its configuration parameters, it can send this abnormal event to MTC Server and request for updating configuration parameters. Normally, once pre-defined events occur, PAM messages can be sent to MTC Server as IP packets via the established IP connectivity after MTC Device’s normal attachment and application layer registration with MTC Server.
However, MTC Devices are not allowed to communicate with MTC Server at any time and due to some reasons, e.g. Location not allowed, Access Time not allowed, Roaming not allowed, etc, the network may limit the data transmission and the IP connectivity between MTC Device and MTC Server may not be established successfully. Subsequently, data transmission on application layer between MTC Device and MTC Server can’t be achieved with IP connectivity.

Under this circumstance, MTC PAM message can be sent through control plane. MTC PAM message can be encapsulated in NAS signalling message and sent to MME/SGSN. It is assumed that MME/SGSN connects with MTC Server directly using MTCi interface or indirectly via MTC GW using MTCi interface. MTC PAM message can then be sent from MME/SGSN to MTC GW/MTC Server.

Alternatively, MTC Device with LTE access and CS voice capability can use SMS under CSFB architecture to send PAM message to MTC Server. It is assumed that MSC SC connects with MTC Server directly using MTCsms interface or indirectly via MTC GW using MTCsms interface. MTC PAM message can be encapsulated in SMS message and then sent to MTC GW/MTC Server through CSFB architecture.
6.X.3
Impacts on existing nodes or functionality

6.X.4
Evaluation

END OF CHANGE
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