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Abstract of the contribution: A comparison of approaches for how the MTC Device identity can be made known to the MTC Server is made. An evolved approach is proposed for discussion where the mobile network can provide added value on: support for MTC Device identities, authentication of IP addresses, notification of lost bearers/IP addresses, paging when devices are reachable, remote MTC Device configuration, and conveying small data by SMS to the device. The approach is not dependent on MSISDN.
1   Discussion
Different approaches are possible for how the MTC Device is registered at the MTC Server. Below are three approaches described with increasing involvement of the mobile network.

· Bitpipe approach

· Simplified approach

· Evolved approach
1.1  Bitpipe approach
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Figure 1: Bitpipe approach 

In this first “bitpipe” approach the MTC application layer uses the mobile network solely as a bitpipe. Registration, authentication etc is all handled on the application layer, i.e. outside the scope of 3GPP. For Mobile Terminated traffic the approach depends on an always connected scenario. 

1.2  Simplified approach
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Figure 2: Simplified approach 

In this “Simplified approach” the MTC application layer still handles registration of the MTC Device, but the mobile network provides added value by providing authentication of IP addresses and notification of when IP addresses (PDP Contexts) are deregistered. If SMTC is considered out of scope for 3GPP, the approach is completely based on existing protocols. 

For Mobile Terminated traffic this approach does also depend on an always connected scenario. 

1.3  Evolved approach
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Figure 3: Evolved approach 

In the “Evolved approach” the mobile network provides added value by supporting registration, authentication, and possibility for paging MTC devices without having any MSISDN. 

The application in the MTC Device provides its device identity in the PCO IE at PDP Context /PDN Connection establishment. The GGSN/PGW forwards the Device identity together with IMSI and SGSN/MME address using the Gi/SGi RADIUS interface to the AAA server inside the MTC Proxy. The MTC Proxy establishes a mapping from Device identity to IP address. This mapping enables the MTC server to use the device identity when it communicates with the PLMN over the SMTC interface. Requesting/resolving the IP address of a device based on the MTC Device identity is one basic service over SMTC.   
Besides providing the MTC Server with the authenticated IP address of the MTC Device and notification of when IP addresses (PDP Contexts) are deregistered, the mapping in the MTC Proxy may also be used to notify the MTC Device when its bearer/IP address is missing but the device is still reachable by paging. The paging may be done in different ways, e.g. by sending a page request directly to the SGSN/MME where the device is attached (an interface between the MTC Proxy and the SGSN/MME would be required). If the MTC device is a low mobility device the MTC Proxy may have the address to the SGSN/MME stored, otherwise it needs to ask HLR for the address to the serving SGSN/MME. 

This evolved approach works without any need for MSISDN nor IMSI outside the PLMN domain. It has a low impact on the existing mobile system in that the MTC Proxy may be specified as a new separate entity which to a large extent may reuse existing interfaces to GGSN/PGW, SGSN/MME/MSC and HLR. The PCO field in the NAS & GTP-C protocols and an AVP in the RADIUS protocol at the Gi/SGi would also be impacted.  
It has also been proposed that the MTC Proxy could be use to convey small data in the form of SMS to the MTC device.  This may for example be used to solve the requirement for remote device configuration without the need of an MSISDN. In summary the evolved approach may provide the following added value to MTC users:

· Support for MTC Device identities

· Authentication of IP addresses

· Notification of lost bearers/IP addresses

· Paging when devices are reachable 

· Conveying small data by SMS to (and from?) the device 

· Remote MTC Device configuration

Note: If for some reason a NAT is required between the MTC Server and the MTC Devices in the PLMN domain, the MTC Proxy may update the NAT when IP addresses are allocated/deallocated. It may also notify the MTC Server of the public IP address and port that have been used for an MTC Device.  

Protocols used on SMTC could be HTTP, SIP, or other protocols, but may be left out of scope for 3GPP. A format of the device identifier should however be specified by 3GPP to be used internally in the PLMN (e.g. in PCO) and allowing an efficient mapping at the PLMN border in the MTC Proxy.

2   Proposal

It is proposed to include the presented solution in TR 23.888 for discussion in NIMTC Rel-10 or as an alternative for continued Rel-11 work.  
Beginning of changes

6.y
Solution – Evolved registration of device identity
6.y.1
Problem Solved / Gains Provided

See clause 5.13 “Key Issue – MTC Identifiers”.  
Especially the solution addresses the requirements relating to MSISDN:
-
A network operator shall be able to provide PS only subscription without the need to assigning a unique MSISDN per device or subscription.

-
Remote MTC Device configuration shall still be supported for subscriptions without an MSISDN.

6.y.2
General
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Figure 6.y.2 - 1: Evolved approach 

In the “Evolved approach” the mobile network provides added value by supporting registration, authentication, and possibility for paging MTC devices without having any MSISDN. 

The application in the MTC Device provides its device identity in the PCO IE at PDP Context /PDN Connection establishment. The GGSN/PGW forwards the Device identity together with IMSI and SGSN/MME address using the Gi/SGi RADIUS interface to the AAA server inside the MTC Proxy. The MTC Proxy establishes a mapping from Device identity to IP address. This mapping enables the MTC server to use the device identity when it communicates with the PLMN over the SMTC interface. Requesting/resolving the IP address of a device based on the MTC Device identity is one basic service over SMTC. 
Besides providing the MTC Server with the authenticated IP address of the MTC Device and notification of when IP addresses (PDP Contexts) are deregistered, the mapping in the MTC Proxy may also be used to notify the MTC Device when its bearer/IP address is missing but the device is still reachable by paging. The paging may be done in different ways, e.g. by sending a page request directly to the SGSN/MME where the device is attached (an interface between the MTC Proxy and the SGSN/MME would be required). If the MTC device is a low mobility device the MTC Proxy may have the address to the SGSN/MME stored, otherwise it needs to ask HLR for the address to the serving SGSN/MME. 

This evolved approach works without any need for MSISDN nor IMSI outside the PLMN domain. It has a low impact on the existing mobile system in that the MTC Proxy can be specified as a new separate entity which to a large extent may reuse existing interfaces to GGSN/PGW, SGSN/MME/MSC and HLR. The PCO field in the NAS & GTP-C protocols and an AVP in the RADIUS protocol at the Gi/SGi would also be impacted.  

It has also been proposed that the MTC Proxy could be use to convey small data in the form of SMS to the MTC device.  This may for example be used to solve the requirement for remote device configuration without the need of an MSISDN. In summary the evolved approach may provide the following added value to MTC users:

· Support for MTC Device identities

· Authentication of IP addresses

· Notification of lost bearers/IP addresses

· Paging when devices are reachable 

· Conveying small data by SMS to (and from?) the device 
· Remote MTC Device configuration
Note: If for some reason a NAT is required between the MTC Server and the MTC Devices in the PLMN domain, the MTC Proxy may update the NAT when IP addresses are allocated/deallocated. It may also notify the MTC Server of the public IP address and port that have been used for an MTC Device.  

Protocols used on SMTC could be HTTP, SIP, or other protocols, but may be left out of scope for 3GPP. A format of the device identifier should however be specified by 3GPP to be used internally in the PLMN (e.g. in PCO) and allowing an efficient mapping at the PLMN border in the MTC Proxy.

6.y.3
Impacts on existing nodes or functionality
This solution has a low impact on the existing mobile system in that the MTC Proxy can be specified as a new separate entity which to a large extent may reuse existing interfaces to GGSN/PGW, SGSN/MME and HLR. A field conveying the device identity would need to be added to the PCO IE in the NAS & GTP-C protocols and to the appropriate AVP in the RADIUS protocol at the Gi/SGi.
6.y.4
Evaluation

Benefits:

· Solves the requirements of the key issue MTC identifiers. Especially PS only subscriptions without MSISDN. 
· An approach that can be evolved to support several services that provide added value over an SMTC interface 
Drawbacks:

· Introduces a new entity and requires (minor) update of the NAS, GPT-C and Gi/SGi RADIUS protocols. 

End of changes
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