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Abstract of the contribution: This contribution clarifies the required functionality on the operation when authorized access time periods of MTC Devices expire.
Discussion

Last meeting (SA2#78), a new bullet was written into the Required Functionality (clause 5.9.2) of Key Issue-Time Controlled in TR 23.888 v0.3.2, which is as follows:

-
enforcement of a detach of an MTC Device from the network at the end of the of the Device’s communication window;
This bullet is derived from the use case description (clause 5.9.1) of Key Issue-Time Controlled, which asserts the access time periods (communication window) allocated for each MTC Device that belongs to a group should spread over the authorized access time interval for the whole group so that the traffic peak caused by simultaneous access of large amount of MTC Devices can be avoided. At the end of the MTC Device’s communication windows, it is required that a network operator should be able to enforce detach of an MTC Device from the network. Actually, a communication window is the authorized access time period a network assigned for an MTC Device.
However, in TS 22.368 v10.0.0, the requirement for Time Controlled MTC feature specifies that:
The network operator may allow such MTC Applications to send/receive data and signalling outside of these defined time intervals but charge differently for such traffic.

This means that: according to operator’s policy, a network should be able to accept the access requests of MTC Devices or allow MTC Devices to keep attachment to the network outside the authorized access time periods rather than detach MTC Devices definitely. In fact, detaching is just one of several methods to manage MTC Devices when authorized access time periods expire. Other candidate methods can be: allow the attachment of MTC Devices but reject session management requests, or allow signalling/data transmission of MTC Devices but charge differently.

To support SA1’s point, in SA2#77 meeting, following NOTE was written into the Required Functionality in TR 23.888 v0.3.2:

NOTE: It shall be possible for the network operator to allow or reject the MTC device’s access to the network according to the operator policy, when it is out of time period.
Obviously, the bullet which requires a network detaches an MTC Device outside the authorized access time periods (communication window) assigned for the MTC Device is in conflict with the requirement of SA1 and current standpoint of SA2. It takes only one option from several candidate methods as a common required functionality for time controlled MTC feature, which is incomplete. 
To our knowledge, required functionality for each key issue should describe the basic and common function requirements for realizing a MTC feature. Therefore, we propose to modify the bullet as follows:
-
the network shall be able to detach a MTC Device, or disconnect a data connection, or allow data transmission but change the charging policy at the end of MTC Device’s authorized access time periods.
Based on the discussion above, it is proposed to agree the following changes to 3GPP TS 23.888 v0.3.2.
Start of Change 1
5.9
Key Issue –Time Controlled
5.9.1
Use case description

MTC Devices with Time Controlled MTC Feature send / receive data only at certain pre-defined time periods. Network operators can pre-define / alter the time period based on criteria (e.g. daily traffic load) and only allow MTC Devices to access the network (attach to the network or send / receive data) during the pre-defined time period. The key issue aims at describing how to restrict MTC Device’s access to the network and avoid unnecessary network load outside these pre-defined time periods. The home network operator may want to restrict altering the time period by the visited network operator e.g. to avoid traffic when the MTC server is in maintenance.

Typically, an MTC User agrees with an operator on a predefined time period for a group of MTC Devices. For many applications, individual MTC Devices do not need the total duration of this predefined time period to communicate with the MTC Server. Typically a 5-10 minutes communication window is sufficient for an individual MTC Device. To avoid network overload, signalling and data traffic the communication windows of the devices shall be distributed over the pre-defined time period e.g. through randomization of the start time of the individual communication windows. For a network operator, it can be beneficial that the MTC Devices are not attached outside their communication window. Therefore, the network operator should be able to enforce detach of an MTC Device from the network at the end of the communication window of a device.
5.9.2 
Required Functionality

The following requirements can be derived from the Time Controlled MTC feature requirements specified in 3GPP TS 22.368 [2]:

-
the network operator shall be able to allocate for an MTC device time periods during which signalling or user plane traffic to/from the network are allowed;
-
the network shall be able to inform the MTC Device of time period(s) during which signalling or user plane traffic to/from the network are allowed;

-
the network shall be able to detach a MTC Device, or disconnect a data connection, or allow data transmission but change the charging policy at the end of MTC Device’s authorized access time periods.
-
roaming shall be supported for MTC devices with Time Controlled Feature.
-
the network shall be able to dynamically change the time periods.
-
the home network operator or MTC User shall be able to restrict the extent to which change of the time periods is allowed by the visited network operator (e.g. to avoid traffic when the MTC server is in maintenance);

-
peaks in traffic (including signalling traffic) should be avoided (e.g. by randomization of the time during which the MTC Devices communicate.)

NOTE: It shall be possible for the network operator to allow or reject the MTC device’s access to the network according to the operator policy, when it is out of time period.
5.9.3
Evaluation

End of Change
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