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Discussion

1. Access Time Period Update
According to the requirements in TS 22.368 v10.0.0, network shall inform the (altered) access grant time interval and the access duration to the MTC Device. To meet this demand, the solution described in subclause 6.7 proposes that SGSN/MME provides the authorized time periods directly to the MTC Devices via NAS signalling. More specifically, authorized time periods can be provided by SGSN/MME to an MTC Device via Attach procedure when it registers to the network. If the authorized time periods have been changed, the updated time periods can be provided via the subsequent NAS signalling from the MTC Device.
In this solution, when the authorized time periods are updated, new access time periods are informed to MTC Device in a piggyback way. It is good for reducing network signalling overhead. However, piggybacking will introduce time delay to authorized access time periods update. After a network updates the authorized time periods, an MTC Device can not update the access time period until the device exchange NAS signalling with SGSN/MME. In some cases (mainly for the applications which will reduce the period of non-authorized access time), this will lead a problem. In order to show this, we give an example as follows:
Suppose a MTC Server requires MTC devices to report sampled data once a day at first. To meet this demand, the network which provides services for the MTC server may arrange an access time period (e.g. 1:00~1:10 every day) for corresponding MTC devices and these devices could send/or receive data only during that time period. After working for a certain period of time, the MTC Server wants to increase data reporting frequency and requires MTC devices to report sampled data every half an hour. Then, the network updates the authorized access time period (e.g. 5 minutes every 30 minutes) and needs to inform these MTC Devices of the new authorized access time period. In this case, if the time period is informed to MTC Devices via NAS signalling in a piggyback way, the network has to spend a lot of time in waiting for the subsequent NAS signalling from the MTC Device. In the worst case, the waiting time could reach 24 hours long. At the same time, as the new authorized access time could not take effect immediately, MTC Server has to wait and can not receive any reports from these devices during that time.

Obviously, in order to increase system efficiency, a network should inform MTC Devices of updated authorized access time periods ASAP after it is changed.
In addition to the example above, it is stated in TS 22.368 v10.0.0 that network operator may allow MTC Applications to send/receive data and signalling outside these defined access time intervals but charge differently for such traffic. To meet this requirement, it is necessary for MTC Devices to keep synchronization with the network on the authorized access time periods. Otherwise, based on the outdated access time periods recorded locally, MTC Devices may send/receive data and signalling during a non-authorized access time period, and network would charge the MTC Devices wrongly. Therefore, in order to support the functionality proposed in the latest TS 22.368, it is also requires network updated authorized access time periods of MTC Devices ASAP after it is changed.
Base on the discussion, it can be found that authorized access time period is a critical parameter for Time Controlled MTC feature, and when the time is changed, it is better to inform the new access time period to MTC Devices and have it take effect immediately. Therefore, we propose that if the MTC Device is in IDLE state, SGSN/MME initiates an access time update operation to inform the MTC Device of the updated authorized access time after paging procedure.
2. In TS 22.368 v10.0.0, there exists following description:
-
The local network may alter the access grant time interval based on local criteria (e.g. daily traffic load, time zones). The forbidden time interval shall not be altered.

NOTE:
An altered access grant time interval should not overlap a forbidden time interval.
According to the requirement and NOTE above, it can be known that authorized access time periods finally determined by a (local) network shall not overlap a forbidden time interval, thus we propose to add this point in the solution for time controlled MTC feature.
3. In TS 22.368 v10.0.0, a bullet states:

-
The network shall restrict the duration of access by terminating access (e.g. detach or disconnect a data connection) after a defined access duration.
It can be seen that besides rejecting the access request message or Service Requests initiated by the MTC device during unauthorized time periods, according to operator’s policy, when the authorized time expires SGSN/MME is required to detach MTC Device or disconnect ongoing data connections of MTC Device if any. Therefore, we propose to add this point in current solution. 
4. In TR 23.888 v0.3.2, one note in key issue for Time Controlled (subclause 5.9.2) indicates: 
NOTE: It shall be possible for the network operator to allow or reject the MTC device’s access to the network according to the operator policy, when it is out of time period.
Therefore, we propose to delete the two Editor’s Notes of subclause 6.7.2 
Based on the discussion above, it is proposed to agree the following changes to 3GPP TS 23.888 v0.3.2.
Start of Change 1
6.7
Solution – Network access control by the PLMN

6.7.1
Problem Solved / Gains Provided

See clause 5.9 “Key Issue – Time Controlled.”

6.7.2
General

The 3GPP network supports policing of the MTC Device's access to the network to prevent or allow (e.g. with specific charging) traffic to/from the network during unauthorized time periods. This may be accomplished as follows:

i) the operator provisions the authorized time periods within the MTC subscription in the HLR/HSS; 

ii) the SGSN/MME receives the authorized time periods from the HLR/HSS during the Attachment, Routing Area Update or Tracking Area Update procedure;

iii) the SGSN/MME alters the authorized time periods for MTC devices base on the value received from HLR/HSS and local operator policies;
NOTE: An altered authorized time periods should not overlap a forbidden time interval.
iv) The SGSN/MME provides the authorized time periods to the GGSN/P-GW, e.g. for the purpose of specific charging rate, or stopping data transmission when outside of the authorized time period.
v) the SGSN/MME police the MTC Device's access to the network to prevent or allow (e.g. with specific charging) traffic to/from the network during unauthorized time periods. In the former case, the SGSN/MME reject the access request message (e.g. Attach Request or Tracking Area Update Request) or Service Requests initiated by the MTC device outside of the authorized time period, and indicate the authorized time periods to the MTC device in the reject message. For the MTC Device already attached to the network, when the authorized time expires, SGSN/MME shall detach MTC Device or disconnect ongoing data connections of MTC Device if any.

NOTE: Outside the authorized access time periods, whether a network should detach MTC devices which remain attached to the network or allow MTC devices to attach to the network but reject session management requests (e.g. Activate PDP Context Request in GPRS) is decided by operator’s policy.
The network may inform the MTC Devices of the authorized time periods as follows:

i) the network provides the authorized time periods to the MTC Server; the MTC Server distributes them to the MTC Devices via application level data; this approach has however the following drawbacks:  

· a modification of the authorized time periods may generate important signalling/traffic between the MTC Server and a possibly significant number of MTC Devices; 

· MTC Devices' accesses to the network may be rejected or unduly charged until the MTC Server communicates them the authorized time periods in-use in the Mobile Network.

Or

ii) the SGSN/MME provides the authorized time periods directly to the MTC Devices via NAS signalling, e.g. the first time the MTC Device registers to the network, and upon subsequent NAS signalling from the MTC Device if the authorized time periods have changed. If the MTC Device is in IDLE state, SGSN/MME initiates an access time update operation to inform the MTC Device of the updated authorized access time after paging procedure. Following an operator's update of the authorized time periods, the MTC Device might initiate NAS signalling outside of the new authorized time periods. In that case, the network may either:
· reject the MTC Device request and return the new authorized time periods in the response; or

accept the first access out of the new authorized time period and provide at that time the new time periods for subsequent accesses. E.g. the MME/SGSN could store both the 'Time-Intervals In-Use' (i.e. the last time intervals communicated to the MTC Device) and the 'Subscribed Time-Intervals' received from the HLR/HSS, and accept the first access of the MTC Device during the 'Time-Intervals In-Use'.
End of Change
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