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Discussion

This document adds a call flow for attach procedure to S2b off-path GTP.
Proposal

It is proposed to make the following change in TR 23.xxx.
First change

5.2
Solution 2 
5.2.1
Architecture

5.2.2
Functional description 
Editor’s Note: This subclause will contain the functional description for S2b mobility based on GTP. 

5.2.2.1
Bearer model

5.2.3.1
Initial Attach with GTP on S2b
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Figure 5.2.3.1-1: Initial attachment when GTP-based MM mechanism are used over S2b for roaming, non-roaming and LBO

If dynamic policy provisioning is not deployed, the optional step 3 does not occur. Instead, the PDN GW may employ static configured policies.

1)
The IKEv2 tunnel establishment procedure is started by the UE. The UE may indicate in a notification part of the IKEv2 authentication request that it supports MOBIKE. The ePDG IP address to which the UE needs to form IPsec tunnel is discovered via DNS query as specified in clause 4.5.4. The UE may request connectivity to a specific PDN providing an APN, that is conveyed with IKEv2 as specified in TS 33.402 [45]. For networks supporting multiple mobility protocols, if there was any dynamic IPMS decision involved in this step, the decision is stored in the 3GPP AAA Server. The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the ePDG as described in clause 4.5.1. If the UE has provided an APN the ePDG verifies that it is allowed by subscription. If the UE has not provided an APN the ePDG uses the default APN. The PDN GW selection takes place at this point as described in clause 4.5.1. This may entail an additional name resolution step, issuing a request to a DNS Server. If there is no requested IP address in the CFG_Request from the UE to the ePDG which indicates the attach is an initial attach, the ePDG may perform a new PDN GW selection procedure as described in clause 4.5.1, e.g. to allocate a PDN GW that allows for more efficient routeing. The UE shall indicate the type of address(es) (IPv4 address or IPv6 prefix /address or both) in the CFG_Request sent to the ePDG during IKEv2 message exchange.

2)
The ePDG sends the Create Session Request (MN-NAI, APN, ePDG address for the user plane, ePDG TEID of the user plane, ePDG TEID of the control plane, RAT type, PDN Type, PDN Address, Handover Indication, Additional Parameters) message to the PDN GW indicated by the PDN GW address received in the previous step.
Editor’s Note: The detailed parameters of the message are FFS.

3)
The PDN GW initiates the IP CAN Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19].

4)
The selected PDN GW informs the 3GPP AAA Server of the PDN GW identity. The 3GPP AAA Server then informs the HSS of the PDN GW identity and APN associated with the UE's PDN Connection. The message includes information that identifies the PLMN in which the PDN GW is located. 
Editor’s Note: The need for this step and the details of this step are FFS.
5)
The PDN GW returns a Create Session Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address) message to the Serving GW.
Editor’s Note: It is FFS if v4v6 PDN type is always supported over S2b.
6)
The ePDG sends the final IKEv2 message with the IP address in IKEv2 Configuration payloads. The ePDG also includes the identity of the associated PDN (APN) in the IDr payload of IKEv2. In case the UE provided APN to the ePDG in the earlier steps, the ePDG shall not change the provided APN.

7)
IP connectivity from the UE to the PDN GW is now setup. 
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