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Discussion

1. Introduction 

This contribution suggests a solution to discriminate MTC Devices from other MTC Devices that are roaming or belong to the another MTC group.  
2. Suggested Solution
We assume that Access Class Barring is used for all low priority MTC Devices as suggested in S2-103160.
When AC-barring info is used for normal UEs that have an access class between 0 and 9, the normal UE first checks the broadcasted AC-barring factor as seen in the figure1.  The normal UE generates a random value and compares the generated random value with the received AC-barring factor. Only if the generated random value is smaller than the AC-baring factor, the normal UE tries to access the network. If the generate random value is larger than the AC-barring factor, the normal UE is barred. Then, the normal UE computes how long it will keep barred using the broadcasted AC-barring time, i.e. timer T303. T303 is computed as T303 = (0.7 + 0.6*rand)*AC-barringTime. 
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Figure 1. The current mechanism to apply Access Class Barring
To discriminate some MTC devices from other MTC devices, we need to apply the different barring times and barring factors to MTC devices. Additional barring factor and barring time for the MTC devices may be broadcasted as shown in figure 2. 
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Figure 2. Broadcasting different barring factor and barring time for different groups of MTC devices 
Broadcasting the different barring factors and barring times for a distinct different group of the MTC devices can directly give the values for each group of MTC devices as seen in Figure 2. But this solution requires not only broadcasting more information but also configuration of level in the MTC devices in order that the MTC device finds its level and decides which broadcasted information it will use. Hence, the solution to distinguish between groups in a broadcast message is complicated.  
Hence, we suggest to limit the broadcasted the barring factor and the baring time for the MTC devices to one. For discriminating some MTC devices, we suggest to use the penalty based on the configuration in the UE. For example, the MTC Device may be configured to use a double-checking penalty for the barring factor in the VPLMN as explained in (a) and/or to use the longer barring time in VPLMN as explained in (b). 
Note that the policy for the penalty applied to the MTC Device may be statically configured or dynamically configured using OMA-DM.

a) Penalty for the AC-barring factor 

For the MTC Devices, a penalty level is configured. And, depending on the penalty level, the probability to access the network is adjusted. This penalty allows the operator to configure a group of MTC Devices to behave in a distinct manner without complicating either signalling or the existing AC-barring mechanism. The exact definition of the penalty may be considered in further detail - the proposal below illustrates the concept.
For example, MTC Devices from a preferred PLMN have the penalty level 1 and the MTC Devices from other PLMNs have a penalty level 2. MTC Devices with penalty 2 should generate the random value twice. And only if both of the generated values are smaller than the barring factor, the MTC UE tries to access the network. The other example is that the MTC devices divides the barring factor by the penalty level before applying it like the broadcasted barring factor / 2.0. This decreases the probability to access the network of the MTC devices with the higher penalty level.  
b) Penalty for AC-barring time

The configurable penalty value may be applied for access barring time as well as for access barring probabilitry. 

One example of the penalty for barring time is to double the applied barring time as T303 = (0.7 + 0.6*rand)*(AC-barringTime * 2.0). 
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Figure 3. The current mechanism to apply the Access Class Barring
Note : The penalty level configuraiton is in the UE. The home operator configures it in the UE analogously to how configuration of the operator preferred PLMN list. (.i.e. statically or dyanically using OMA-DM). 
Proposal
It is proposed to capture the above solution to use the penalty for the access class barring to the clause 6.28 of the TR23.888.
Start of Change

6.28
Solution – Access Control by RAN
6.28.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion Control.”
6.28.2
General

To avoid and handle the overload situations caused by MTC Devices, the MME/SGSN can send OVERLOAD START message to the RAN node to trigger the access control for MTC Devices to avoid further access to the network. The OVERLOAD START message can include specific MTC overload actions as follows:

· Access control for all the MTC devices. RAN will broadcast “access barring for all low priority MTC Devices” in system information.
· When all low priority MTC devices are barred, low priority MTC devices shall use the configured penalty, if the penalty is configured. If necessary, the operator can update the penalty configuration using OMA-DM.
· Access control for MTC Devices with specific group. MME/SGSN will provide group related access control information, e.g. an MTC Group or specific APN, to RAN node. Based on that, RAN node will broadcast “access barring for MTC device with specific group” in the system information; or

Editor’s note: It is FFS how the group membership is configured to the MTC device, which information the MME/SGSN provides to RAN in order to identify the group, and which information the RAN will broadcast.
· Access control for the MTC devices with specific device PLMN type. MME/SGSN will provide device PLMN type related control information, i.e. M2M device of HPLMN, M2M device of equivalent HPLMN, M2M device with PLMN on preferred list and/or other M2M device, to RAN node. Based on that, RAN node will broadcast “access barring for MTC device with specific PLMNs” in the system information.

MTC access control with different granularities could be triggered by signalling thresholds in the RAN, SGSN/MME and/or GGSN/PGW. In the case of the GGSN/PGW, the GGSN/PGW informs the SGSN/MME when a congestion threshold is exceeded.

Editor’s note: It is FFS if and how access control for MTC Devices with specific groups can be triggered by signalling thresholds in the RAN.
Editor’s note: It is FFS how GGSN/PGW informs its congested status to the SGSN/MME.
When a SGSN/MME needs to trigger a MTC access control, the SGSN/MME sends the specific OVERLOAD START message to the RAN (eNodeB/RNC/BSC) specifically for MTC devices, i.e. OVERLOAD START message including MTC devices with different granularities, barring factor and barring time.

The RAN uses the information in the OVERLOAD START message to determine if and when to broadcast the corresponding MTC Device barring information in the system information to the UEs. When a SGSNs/MMEs sends the OVERLOAD STOP message for a MTC overload action, the RAN stops broadcasting the corresponding MTC device barring information in the system information to the UEs.
The MTC device which is going to access the network will receive the broadcasted system information for MTC access control and check whether this access is barred or not. If so the corresponding MTC devices will delay the access to the network. Subsequent initial access attempts to the network will be randomized using the last barring time provided by the RAN.
Editor’s note: Broadcasting access control barring information in a large area, e.g. whole PLMN, caused by GGSN/PGW congestion should be avoided.

6.28.3
Impacts on existing nodes or functionality
The RAN needs to support broadcasting MTC Device access control with different granularity triggered by MME/SGSN in the system information to the UEs.

The SGSN/MME needs to provide the different overload actions for MTC Devices to the RAN node.

The GGSN/PGW needs to provide the different overload actions for MTC Devices to the SGSN/MME node.

The MTC Device needs to recognize the different access control granularities that are applicable to it.
The operator shall be able to configure a penalty in the low priority MTC device and low priority MTC Devices shall use this penalty for processing AC-barring info (to adjust the barring time and baring probability).
Note : When the MTC device uses the penalty for computing the barring time and barring probability, the computed result shall be larger the broadcasted barring time and lower barring probability in order to prevent the low priority MTC device taking advantage by overwriting the value that the RAN broadcasts. 
 Note : when this is used for discriminating the roaming case and the non-roaming case, A penalty is pre-configured by the home operator based on the roaming agreement. 
6.28.4
Evaluation
With this solution, the RAN and core network resource consumption can be avoided during congestion situation and there will be no further AS and NAS signaling initiated from MTC devices.

The broadcast information for access barring needs to be enhanced to restrict the further MTC device access with different granularity triggered by SGSN/MME or GGSN/PGW.
When broadcast information includes uniform AC-barring info toward all MTC devices, penalty configuration can be used to discriminate some MTC devices (i.e. this selectively assigns MTC Devices an advantage or disadvantage).
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