SA WG2 Temporary Document

Page 1

3GPP TSG SA WG2 Meeting #79E (Electronic)
TD S2-103142

06 - 13 July 2010, Elbonia
Source:
Verizon, Camiant, Nokia Siemens Networks, Cisco
Title:
Priority service for data services

Document for:
Approval

Agenda Item:
3.4

Work Item / Release:
eMPS / R10

Abstract of the contribution:

1. Introduction

This P-CR identifies the additional use cases and solution for supporting priority data service for regional emergency responding users.

Service Users are the government-authorized personnel, emergency management officials and/or other authorized users. Effective disaster response and management rely on the Service User’s ability to communicate during congestion conditions. Service Users are expected to receive priority treatment, in support of mission critical multimedia communications.

Small percent of high profile Service User requires priority access at all time, this variation of Service User is classified as “Always-on Service User”. Some Service User only requires priority access during disaster relief or other official government affairs, this variation of Service User is classified as “On-demand Service User”. In most case, the desk duty government emergency management user does not require priority access; however, there are chances they can be called upon for temporary assignment to field duty for disaster relief, this variation of Service User is classified as “upgradeable Normal User”. 

Is an MPS session where priority treatment is explicitly requested by the Service User for a session invoked/activated by the Service User after the user is attached to the network. Priority treatment is authorized by the network and can be revoked by the Service User. An example of the On-demand mechanism is the use of specific access code provided by the Service User when activating a session to request priority treatment. An On-demand activation (invocation) will be conveyed by the user to an AF. The AF will then communicate that information to the PCRF via Rx interface.

It shall be possible to upgrade from upgradeable Normal User” to “On-demand Service User”, and from “On-demand Service User” to “Always-on Service User”. These should be accomplished via provision process into the SPR. The SPR will then notify the PCRF about the new user type. 

The Normal User, by definition is the one without MPS subscription; hence, he/she can’t be upgraded or invoke any priority access. 

2. Proposal

Includes the following texts to TR 23.854
**** Start of 1st set of changes ****
6.2.2
Key issue2 - Priority Invocation 

6.2.2.1
Description

Note: The service priority functionality described in the diagram/text below is illustrated for the GTP variant of S5/S8. This shall all applies in a symmetric manner to the PMIP variant of S5/S8, which is described in TS 23.401 and TS 23.203. Meaning, Gateway Control session interaction shall be handled in a similar manner to the IP-CAN session interaction illustrated below.
Depending on the system design or operator choice, priority for EPS bearer services can be given permanently to a Service User, or can be provided only if specifically requested by the Service User (on-demand).  If configured for permanent priority, system attach constitutes an  of priority for EPS Bearer services.  If however, on-demand priority is required, a mechanism for invocation should be elaborated upon.  Details for each case of priority invocation should be investigated.
If priority is invoked at a time that user is already engaged in EPS bearer services, the interaction with the existing bearers will be done having the PCRF instruct the PDN-GW accordingly.
The value of on-demand “Priority Indication” can be communicated to the PCRF by Application Function (AF). This can be done via the Rx interface. During the Priority invocation process, the existing bearers shall be upgraded with proper priority level according to operator specific algorithm.  After successful Priority Invocation, priority level for new bearer establishment shall be derived according to operator specific algorithm.    
6.2.2.2
Solution
Upgrading priority (MPS) to users when the existing ARP of the default bearer or/and dedicated bearer is not consistent with MPS use 
The following procedure shows the Upgrading priority (MPS) to UE when the existing ARP of the default bearer or/and dedicated bearer is not consistent with MPS use.
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Figure 6.2.2.2.1 PCRF initiated Bearer Modification Procedure with priority handling

1. The AF receives MPS indication for a User (upgrade in priority level).
2. AF provides an updated priority indication and other MPS information to the PCRF e.g., Service User priority level to increase the priority handling of the bearer. The PCRF stores this updated MPS information and other the service information and sends the Ack back to the AF. 
3. The PCRF makes the authorization and policy decision. If the existing ARP of the default bearer or/and dedicated bearer is not consistent with MPS use, the PCRF derives new ARP value per operator specific algorithm and initiates the corresponding bearer update. The PCRF sends the Policy and Charging Rules Provision to the PDN GW with priority marking.
Note: In case of PMIP based S5, PCRF sends the Gateway Control and QoS Rules Provision to the Serving GW with priority marking.
4. The PDN GW enforces the decision and sends the Update Bearer Request message to the Serving GW with priority marking to modify the ARP of the existing default bearer or/and dedicated bearer. If required a dedicated bearer may be created.
5. The Serving GW sends the Update Bearer Request message to the MME with priority marking.

6. The rest of the procedure continues as described in TS 23.401[3] 5.4.1 or/and 5.4.2 without change.
Note: The updated MPS information is stored in PCRF for the use of new bearer establishment.    

**** End of 1st set of changes ****
**** Start of 2nd set of changes ****
6.2.3
Key issue2 - Priority Revocation 

6.2.3.1
Description 
Note: The service priority functionality described in the diagram/text below is illustrated for the GTP variant of S5/S8. This shall all applies in a symmetric manner to the PMIP variant of S5/S8, which is described in TS 23.401 and TS 23.203. Meaning, Gateway Control session interaction shall be handled in a similar manner to the IP-CAN session interaction illustrated below.
Priority revocation is the inverse of priority invocation (see 6.2.2.1).
During the Priority Revocation process, the existing bearers shall be downgraded to a proper priority level according to operator specific algorithm. As part of it dedicated bearer(s) may be removed. After successful Priority Revocation, priority level for the modified bearer shall be derived according to operator specific algorithm.    

6.2.3.2
Solution
Downgrading priority (MPS) to users when the existing ARP of the default bearer or/and dedicated bearer is not consistent with MPS use 
The following procedure shows the Downgrading priority (MPS) to UE when the existing ARP of the default bearer or/and dedicated bearer is not consistent with MPS use.
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Figure 6.2.3.2.1 PCRF initiated Bearer Modification Procedure with priority handling

1. The AF receives MPS indication for a User (downgrade in priority level).

2. AF provides an updated priority indication and other MPS information to the PCRF e.g., Service User priority level, to lower the priority handling of this bearer. The PCRF stores this updated MSP information and other the service information and sends the Ack back to the AF.
3. The PCRF makes the authorization and policy decision. If the existing ARP of the default bearer or/and dedicated bearer is not consistent with  default use, the PCRF initiates the corresponding bearer update. The PCRF sends the Policy and Charging Rules Provision to the PDN GW with priority marking.
Note: In case of PMIP based S5, PCRF sends the Gateway Control and QoS Rules Provision to the Serving GW with priority marking.
4. The PDN GW enforces the decision and sends the Update Bearer Request message to the Serving GW with priority marking to modify the ARP of the existing default bearer or/and dedicated bearer. If required a dedicated bearer may be removed.
5. The Serving GW sends the Update Bearer Request message to the MME with priority marking.

6. The rest of the procedure continues as described in TS 23.401[3] 5.4.1 or/and 5.4.2 without change.
Note: The updated MPS information is stored in PCRF for the use of new bearer establishment. 
**** End of 2nd set of changes ****
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