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Abstract of the contribution: this contribution introduces some clarifying text related to authorization. It also proposes to include authorization for session discovery requests.
1.
Discussion

The concept of authorization is documented in various section of the specification. Analyzing the specification is it obvious that there are two different kinds of authorization in the IUT architecture; SCC AS based and UE based. This contribution proposes to add some text clarifying this in one place.
Additionally, the contribution proposes to provide authorization for session discovery
A UE that wants to discover sessions or media flows on other UEs can use the procedure detailed in section 6.1.3.8. These flows can then be used for IUT. The information that can be obtained is very detailed, including media types, local and remote end identifiers etc. These details may be sensitive and the user may want to restrict the access to this information so there is a need to authorize the session discovery request. 
The authorization of the session discovery requests should be enforced by the SCC AS. The authorization may be configured by the user or provisioned directly in the network.
Proposed changes to TR 23.831: 
Begin Change
6.1.1.2 User authorisation and preferences
There are two different kinds of authorization in the IUT architecture:

Authorization by the SCC AS. The SCC AS responsibilities includes:

-
checking that the subscription allows the requested operation

- 
enforcing network based user preferences, e.g. check whether other UEs shall be allowed to retrieve session information related to the UE.

Authorization of incoming request by the UE. The UE based authorization includes:

- 
authorization through end-user interaction, e.g. the end user grants an IUT request by pressing a button on the device.

-
automatic authorization by UE configuration, e.g. the UE automatically grants IUT requests from a specific device.
The UE based authorization is considered to be a local implementation of the UE.
If the user requires configuring IUT authorisation and preference settings to the SCC AS this shall be possible via the Ut interface. The information that can be configured includes:

-
UEs authorised by the user to perform the IUT Controller functions; and

-
authorisation for the SCC AS to preferentially route incoming session invitations from the remote party towards Controller capable UE(s).
Editor's Note: It is FFS what additional criteria may be used for determining the authorisation (e.g calling party identity, related service) for the SCC AS to preferentially route incoming session invitations towards Controller capable UE(s)
The SCC AS shall take in account operator policy and the above user preferences when determining:
-
whether the UE is authorised to perform the IUT Controller functions, and
-
whether to preferentially route incoming session requests from a remote party towards Controller capable UE(s).
End of Change
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