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Abstract of the contribution: This is a discussion paper regarding access class control mechanisms, resulting in architecture requirements for access class differentiation for eMPS users. 
Discussion:

At the time of network congestion, there can be far more attempts to access the network than can be served by the remaining traffic carrying capacity of the network, which may already be drastically reduced. 

As traffic load approaches congestion, the following vicious cycle may get set in motion:

· A service request that cannot be served by the network is rejected

· User or user agent may try again, repeatedly, adding to the number of attempts that cannot be served

· As congestion increases, this pent-up demand increases more rapidly

· Uplink receiver performance deteriorates, as these repeated access attempt contribute to further rise over thermal noise

· The effect is cumulative, since new users access attempts add to the volume of repeat attempts, and increase probability of access probe collision

· The futile access attempts add to the uplink interference and, due to connection denied messages, contribute to downlink control channel congestion

Access Class Barring (ACB) mechanism can be used to control volume of access attempts, preventing this vicious cycle from occurring.  This is accomplished by broadcasting ac-BarringConfig information by eNodeB to the UEs [see TS 36.331], causing them to defer their access attempts (back off) in accordance with broadcast value.

It is necessary to differentiate behaviours between access attempts from priority UEs (e.g. Access Class 11 to 15) and non-priority UEs (e.g. Access Class 0 to 9), i.e. to provide preferential access to priority users.  This is accomplished by assigning different Access Classes to UEs, and using different value of backoff control variable, which is set dynamically by the network as a function of congestion.
The following issues associated with access control and ACB need to be solved:
· Access Class Assignment:  Decision has to be made which class or classes are to be assigned to priority mobiles.  Due to roaming issues, the assignment has to be consistent at least within regulatory jurisdictions, and preferably globally (e.g. for the purpose of inter-governmental assistance, which may be required in cases of high impact calamities, such as earthquakes).
· Access Control Algorithms:  Backoff control variables are dynamically adjusted. At least priority Access Class group (11 to 15) and non-priority Access Class group (0 to 9) should be independently controlled.  However, there is interaction among these classes, since access attempts from all classes together affect the level of congestion.  Hence, in designing the access control algorithms, the behaviour of the system as a whole should be considered to ensure design consistency across all classes.  

* * * Begin Change * * * *

5.1
General Architecture principles for Multimedia Priority Services
5.1.1

MPS High Level Principles
The MPS Solution(s) shall be based on the following principles:

· MPS shall be based on existing 3GPP architecture TS 23.002 [4]. 

· MPS shall be based on the existing QoS mechanisms as specified in E-UTRAN and EPC specifications, e.g. TS 23.401 [3]. 
· MPS supports priority sessions on an "end-to-end" priority basis. Note that if a session terminates on a server in the Internet (e.g. web-based service), then the remote end and the Internet transport are out of scope. 
· MPS is based on the ability to invoke, modify, maintain and release sessions with priority and deliver the priority media packets under network congestion conditions.

· A user shall be subscribed and authorized for MPS. Such user is referred to as a Service User as per TS 22.153 [2]. 

· The solution(s) shall support an on-demand MPS session that is based on Service User invocation. 

· MPS is applicable to IMS session based services (voice, video and data) as well as EPS bearer data services. Pre-emption of non-Service Users is subject to national/regional regulations.  
· MPS shall be supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.
5.1.2

Radio Access Control Principles
· Network shall dynamically control radio access for each access class, as a function of system load.
· When network is congested, UEs subscribed to MPS shall have preferred radio access compared to ordinary users.
* * * End Change * * * *
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