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5.2.3.x Architecture variant for standalone L-GW in scenario 2 and 3
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Figure 5.2.3.x.1: Standalone L-GW architecture for LIPA/SIPTO on H(e)NB in scenario 2/3

The additional architecture principles of the variant are the following:

-
a Local PDN Gateway (L-GW) function can be standalone or collocated with the H(e)NB;

-
the MME and SGW are located in the EPC;

-
a Security Gateway (SeGW) node as specified in TS 33.320 [7] is used for maintaining a secure association with the H(e)NB across the IP backhaul network if it is considered insecure, i.e. Scenario 2 and 3; the same SeGW or another node of similar functions is used for maintaining a secure association with the L-GW for LIPA/SIPTO;

-
a direct link (Sxx) is established for LIPA/SIPTO traffic when UE is in CONNECT mode, and it is secured by the same mechanism used between H(e)NB/L-GW and SeGW ;

NOTE 1: The direct link can be just another instance of the S1-U interface. 

- 
the direct link (Sxx) is removed when the E-RAB for the LIPA/SIPTO bearer is removed;

- 
the direct link Sxx can be re-established during the mobility procedure when UE moves to another H(e)NB, if the Sxx setup information is transferred in the context;

- 
when downlink traffic arrives at a L-GW with no active Sxx, the data will be forwarded to S-GW via S5. Optimization can be achieved by allowing L-GW to buffer the packets first, and generating ARP or ICMP messages towards S-GW to trigger paging.  In case of remote LIPA/SIPTO access is not allowed, how to limit the paging area is FFS. 

An operation sequence for the standalone L-GW is provided as following. The operation uses HeNB for illustration, and the procedures for HNB should follow the similar principle. 
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Figure 5.2.3.x.2: LIPA/SIPTO PDN Connection setup with standalone L-GW

NOTE 2: The SeGW and its supported function are as defined in TS33.320 [y1].

NOTE 3: The HMS is specified in TS 32.583 [y2], and the HeMS is specified in TS32.593 [y3].

1.
The L-GW implements the similar security functions as specified in TS33.320 [y1] for H(e)NB, and uses the procedure specified in Annex A to obtain access to the mobile operator’s core network.

2.
The L-GW registers its address obtained from SeGW to the H(e)MS.

NOTE 4: Alternatively, if the MME uses DNS for resolving the L-GW address, the L-GW may register its address to the DNS system. 

3.
This is the same as specified in Annex A of TS33.320 [y1]. HeNB obtains an address from the SeGW for access CN nodes, e.g. MME and S-GW.

4.
Based on the HeNB location, the HeMS configures the HeNB of the corresponding L-GW address for LIPA/SIPTO access. 

5.
HeNB establishes the S1 interface towards MME, as defined in TS36.413 [y4].

6. -8. This is similar to step 1 to 3 specified in clause 5.10.2 of TS23.401 [y5]. In this case, the UE may use a different APN or a flag to indicate that the PDN connection is for LIPA/SIPTO. The MME may make use of the L-GW address information provided by the HeNB to decide the L-GW. Alternatively, the MME may also use DNS to resolve the L-GW address, depending on the procedure at step 2 above.

9. 
The L-GW provides additional information about the direct link setup (Sxx Setup Info) in the Create Session Response.  The Sxx Setup Info includes information such as L-GW local address, PGW TEID, Security Key for uplink Sxx, etc. The L-GW may also make use of the ECGI and the CSG ID information to perform verification and decide if the direct link Sxx is possible before configuring the Sxx Setup Info. 

10. -12. The procedure is similar to step 6 to 9 specified in clause 5.10.2 of TS23.401 [y5]. The Sxx Setup Info is carried transparently via S-GW and MME to the HeNB. 

 13. When the Sxx Setup Info is present in Bearer Setup Request message, the HeNB initiates establishment of the Sxx uplink towards the standalone L-GW, making use of the information provided in Sxx Setup Info. This link can be secured using for example IPSec and the keying material in the Sxx Setup Info. 

14. The HeNB sends a Bearer Setup Response towards MME, including the Sxx Setup Info for downlink. This provides the information such as HeNB local address, HeNB TEID, Security Key for downlink Sxx, etc. 

15. UE confirms the PDN connection setup, same as that in step 11 and 12 of clause 5.10.2 of TS23.401 [y5].

16. -19. This is same as that in step 13 and 14 of clause 5.10.2 of TS23.401 [y5]. The Sxx Setup Info for downlink is passed transparently by the MME to the L-GW. L-GW makes use of this information to complete the direct link Sxx for downlink traffic.

NOTE 5: If at step 13, the Sxx interface can establish bi-direction link, the Sxx Setup Info for downlink in step 14 to 17 are not needed.
******************** End of first change ****************************
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