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Abstract of the contribution: This contribution proposes system improvements for Time Controlled MTC communication.

The following service requirements are defined in 3GPP TS 22.368 for the Time Contrrolled MTC feature.

The MTC Feature Time Controlled is intended for use with MTC Devices that send or receive data only at certain pre-defined periods and avoid unnecessary signalling outside these pre-defined periods.
For the Time Controlled MTC Feature:

-
It shall be possible for the network operator to only allow access (e.g. attach to the network or send/receive data) during a defined time period.
-
It shall be possible for the network operator to alter the access period based on criteria (e.g. daily traffic load) defined by the network operator.
-
It shall be possible for the network operator to communicate the altered access period to the MTC Device and the MTC User.
This contribution proposes to document corresponding system improvements in 3GPP TS 23.888.
It is proposed to agree the following changes to 3GPP TS 23.888 v0.1.1.
5.x
Key Issue – Time controlled MTC feature

5.x.1 Use case description

The Time Controlled MTC Feature allows the network operator to only allow MTC Devices with this feature enabled (e.g. metering devices) to send or receive data only at certain pre-defined periods and avoid unnecessary signalling outside these pre-defined periods. 

5.x.2 Required Functionality

The following requirements can be derived from the Time Controlled MTC feature requirements specified in 3GPP TS 22.368 [2]:

-
the network operator shall be able to configure time periods during which applicative and NAS signalling (e.g. Mobility Management) traffic to/from the network is authorized for an individual or a group of MTC devices;

-
the network shall be able to inform the MTC Device and MTC User of time period(s) during which traffic to/from the network is authorized;

-
the network shall support policing of the MTC Device's access to the network to prevent traffic to/from the network during unauthorized time periods;

-
since the modification of the access period may affect a large number of MTC Devices, mechanisms should be supported to minimize (as far as feasible) the traffic/signalling required to communicate the new access period to the MTC Devices;
- 
the network should report if MTC Devices exceed a pre-defined number of attempt to access the network outside of the authorized time period;

-
the Time Controlled MTC feature shall only apply to MTC Devices located within the HPLMN (time zones and daily traffic load can differ between the HPLMN and the VPLMN); 

-
the time periods authorized for an MTC Device are independent from its location in the HPLMN. 

5.x.3
Solutions 

5.x.3.1
Solution 1: network access control by the PLMN
5.x.3.1.1
General
The 3GPP network supports policing of the MTC Device's access to the network to prevent traffic to/from the network during unauthorized time periods. This may be accomplished as follows:

· the operator provisions the authorized time periods within the MTC subscription in the HLR/HSS; 

· the SGSN/MME receives the authorized time periods from the HLR/HSS during the Attachment, Routing Area Update or Tracking Area Update procedure;

· the SGSN/MME police the MTC Device's access to the network to prevent traffic to/from the network during unauthorized time periods. The SGSN/MME rejects the MM procedures (e.g. tracking area update) or service requests initiated by the MTC device outside of the authorized time period, with an appropriate error code.

The network may inform the MTC Devices of the authorized time periods as follows:

· the network provides the authorized time periods to the MTC Server; the MTC Server distribute them to the MTC Devices via application level data; or

· the SGSN/MME provides the authorized time periods directly to the MTC Devices via NAS signalling, e.g. the first time the MTC Device registers to the network, and upon subsequent NAS signalling from the MTC Device if the authorized time periods have changed. Following an operator's update of the authorized time periods, the MTC Device might initiate NAS signalling outside of the new authorized time periods. In that case, the network may either: 

· reject the MTC Device request and return the new authorized time periods in the response; or

· accept the first access out of the new authorized time period and provide at that time the new time periods for subsequent accesses. E.g. the MME/SGSN could store both the 'Time-Intervals In-Use' (i.e. the last time intervals communicated to the MTC Device) and the 'Subscribed Time-Intervals'  received from the HLR/HSS, and accept the first access of the MTC Device during the 'Time-Intervals In-Use'.

5.x.3.1.2
Impacts on Existing Nodes

The HLR/HSS need to support provisioning of time periods in MTC subscriptions.

The SGSN/MME need to police the MTC Device's access to the network according to the authorized time periods.
The SGSN/MME need to provide the MTC Devices with the time periods in NAS signalling (if NAS signalling is used to inform MTC Devices of the authorized time periods).

5.x.4
Evaluation
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