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Abstract of the contribution:

This document proposes the solution of paging for SIPTO at Iu-PS for UMTS.

1 Introduction
At SA2 75# meeting SIPTO solution at Iu-PS for UMTS have been approved, which has been added into TR 23.829. Whether to and how to support paging are FFS. This document proposes for most cases there is no need to page UE for offload traffic and how to support paging in this SIPTO at Iu-PS solution in case paging is needed.

2 Discussion

As discussed in S2-096067 at last meeting, most Internet applications is in MS originated service mode, or have a heart-beat mechanism to keep the UE in connected mode, so it is considered that paging function is not needed in most cases. However, in case the operator also wants to offload some traffic which may need paging, then TOF can be configured to do paging using the following method:

When TOF receives downlink offload packets, it constructs and sends paging message to connected RNC(s) using IMSI, optionally DRX parameter, optionally TMSI of the UE and sets CN Domain Indicator IE to PS domain. Then RNC initiates normal paging using TMSI, Paging originator, CN domain ID. 

Upon the reception of paging message, UE triggers Service Request procedure as paging response, setting Service Type IE to Paging Response. If TOF sends transparently it to SGSN, SGSN may discard the Service Request message because it has not sent paging message for the UE. So TOF should modify the Service Type IE to Data before it forwards the response message to SGSN. SGSN takes it as UE initiated Service Request and continues RAB Assignment procedure.

After completing the RAB establishment, TOF performs traffic offload according to Offload policies.
If TOF receives downlink offload packets which have no corresponding local context, TOF just discard the received downlink packets.
Proposal: When TOF is configured not to do paging, TOF discards received downlink packets. When TOF is configured to do paging and TOF receives downlink offload packets for idle mode UE, it constructs and sends paging message to connected RNC(s). When TOF receives Service Request message from the UE as paging response, it modifies the service type IE to Data, then forwards it to SGSN.
Proposed Changes

5.5
Solution 4 – Selected IP Traffic Offload at Iu-PS

5.5.1
Applicability

This solution supports the following scenario:

-
Selected IP Traffic Offload for UMTS macro

-
Selected IP Traffic Offload for HNB subsystem

5.5.2
Architectural principles
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Figure 5.5.2.1: Selected IP Traffic Offload from Traffic Offload Function (TOF) deployed at Iu-PS

NOTE 1:
TOF can be a separate entity, or collocated with RNC/HNB GW.
NOTE 2:
The interface from TOF to Internet may be a subset of Gi.

The following architecture principles apply to this solution:

-
The TOF is located at Iu-PS and provides standard Iu-PS interface to the RNC and the SGSN;

-
Selected IP Traffic Offload is enabled by NAT and SPI/DPI based on operator policies at different levels (e.g. per user, per APN, per service type, per IP address, etc). The policies may be configured via e.g. OAM.

Editor's note: The other means for TOF to get policies are FFS.

-
One PDN connection or PDP context for both offload traffic and non-offload traffic is supported, while it also allows using different PDN connections or PDP contexts for offload traffic and non-offload traffic (e.g. by selecting the traffic based on APN);

-
No impact on the quality of service continuity provided for non-offload traffic during mobility;

-
The quality of service continuity provided for offload traffic is same as it is for non-offload traffic during intra TOF mobility.

5.5.3
Traffic Offload Function

TOF includes the following functions:

· NAS and RANAP message inspection to build local UE context;

· SPI/DPI and Selected IP Traffic Offload policy enforcement;

· Uplink traffic offload by removing GTP-U header and NAT;

· Downlink traffic offload by reverse NAT and adding GTP-U header;

· Charging for offloaded traffic;

· Lawful Interception for offloaded traffic;

· Offload traffic service continuity during intra-TOF mobility
· When TOF is configured to perform paging, TOF pages idle mode UE for downlink offload traffic, and when the UE responds TOF modifies the Service type IE in the Service Request message to indicate Data.
NOTE:
Most Internet applications is in MS originated service mode, or have a heart-beat mechanism to keep the UE in connected mode, so it is considered that paging function is not needed in most cases.
5.5.4
Offload procedure

· TOF inspects both NAS and RANAP messages to get subscriber information and establish local UE context.

· TOF decides the offload policy to be applied based on above information during e.g. attach and PDP context activation procedures.

· During the data transfer procedure, TOF performs necessary SPI or DPI to uplink traffic.
· TOF drags the uplink traffic out from the GTP-U tunnel and performs NAT to offload the traffic if offload policy is matched.
· TOF performs reverse NAT to the received downlink offload traffic and inserts it back to the right GTP-U tunnel.

· When TOF is configured not to perform paging, TOF discards received downlink packets. 
· When TOF is configured to perform paging and when TOF receives downlink offload packets for idle mode UE, it constructs and sends paging message to connected RNC(s). When TOF receives Service Request message from the UE as paging response, it modifies the service type IE to Data, then forwards it to SGSN. TOF discards the downlink offload packets if there is no corresponding local context.
5.5.5
Open issues

The solution has the following open issues:


-
How the solution works with IPv6 prefix translation is FFS.
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