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Abstract of the contribution:

This contribution provides the architectural assumptions for the IPv6 migration study and two additional scenarios.
******************* Start of 1st  Changes *********************
4
IPv6 Baseline Architecture

4. x
Architecture assumptions
· A UE may support only IPv4 protocol, it may support both protocol versions (IPv4 and IPv6), or it may support only IPv6 protocol.

· A UE may have IPv4-only, IPv6-only or dual-stack connectivity.

· Packets Data Networks are likely to be dual-stack but we can envisage some IPv6-only PDNs and other IPv4-only PDNs during the early stages of IPv6 integration.
· The network (including the access and core) may be IPv4-only or dual-stack. 
******************* end of 1st  Changes *********************

******************* Start of  2nd Changes *********************
5.4 Scenario xx: Usage of IPv6-only Applications while allowing UE to have IPv4-only access connectivity

This scenario assumes that legacy UEs are deployed, the transport network is IPv4-only and available applications are IPv4-only. 

This scenario assumes that there is no allocated IPv6 prefix to UEs accessing to IPv6-enabled services. 

In this scenario we consider that whatever the UE’s capability (as per connectivity type), IPv4-only or dual stack, PDP context/EPS Bearer are IPv4-based while the services are IPv6-enabled and are provided by the operator or not. 
At least four different use cases can be derived from this scenario, according the type of IPv4 addresses allocated to UEs and the service UE wants to access to. We distinguish operator services and Internet services. Those use cases are proposed in following table:

	UE connectivity
	Operator services
	Internet services

	IPv4 public addresses


	UE configured with IPv4 public addresses has to access to IPv6 operator services
	UE configured with IPv4 public addresses has to access to IPv6 Internet service

	IPv4 private addresses
	UE configured with IPv4 private addresses has to access to IPv6 operator service
	UE configured with IPv4 private addresses has to access to IPv6 Internet services


******************* end of 2nd Changes *********************
******************* Start of  3rd  Changes *********************
5.5 Scenario zz: IPv6 introduction and means to solve IPv4 address exhaustion
This scenario addresses the “IPv4 address exhaustion” issue. The context is that there are not enough IPv4 addresses to set up dual PDP contexts/EPS Bearers with plain IPv4 addresses. At bootstrapping phase the UE may have IPv6-only connectivity.  
Dual-stack UEs with an IPv6-only or dual-stack connectivity should be able to access to IPv4- or IPv6-enabled applications/services. 

Based on this scenario description, several use cases can be proposed as defined in the following section. We consider that a UE is configured at least with global IPv6 prefix. 

First use case: The UE, configured at least with an IPv6 prefix, has to access to IPv4 Internet services

Second use case: The UE, configured at least with an IPv6 prefix, has to access to IPv6 Internet services. 

Third use case: The UE, configured at least with an IPv6 prefix, has to access to IPv4 operator services.
Second use case: The UE, configured at least with an IPv6 prefix, has to access to IPv6 operator services. 

******************* end of    3rd   Changes *********************
3GPP

SA WG2 TD


