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Abstract of the contribution: This contribution addressed the issue of how to support and standalone L-GW in solution 6, and to document it as an open issue.
1. Introduction
In the Solution 6 (subclause 5.7of TR23.8xyv0.2.0), it is assumed that the L-GW is co-located with the (H)eNB. However, in real deployment, there may be different cases that require the L-GW to be located in a different device. A few of the potential scenarios for the split L-GW architecture are:
· For a corporate network, there are multiple (H)eNBs sharing the same L-GW for the LIPA/SIPTO services. In this case the L-GW cannot be assumed to be co-located with all the (H)eNBs;
· For the SIPTO for H(e)NB case, the L-GW may needs to be located in another location to meet the LI requirement;
· For the SIPTO for macro network case, the selected L-GW may be close to the eNB, but not co-located.

Therefore, due to these use cases, Solution 6 should address the case of the L-GW in order to support both LIPA and SIPTO (for H(e)NB and macro-network). 

When the L-GW is split from the (H)eNB, several issues needs to be considered:
· How the (H)eNB and the L-GW establish the connection for routing the LIPA/SIPTO traffic for a specific UE;
· How does the (H)eNB differentiate the traffic to be routed to L-GW and the S-GW in Core Network;

· How does the L-GW know when to route an UE’s traffic to PDN GW in Core Network if a UE moves out of the (H)eNB coverage.
2. Proposal

It is proposed to add the following text to the 5.2.4, 5.3.3, and 5.7.3 Open issues in TR23.8xyv0.2.0:
******************* Start of First Change *************************

5.2.4
Open architectural issues

This section lists the open architectural issues which have been identified for this solution.

Common open issues applying to both UMTS and EPS:

-
It is FFS whether the H(e)NB provides Legal Intercept (LI) functionality;
-
It is FFS whether and how to assist the backhaul operator to perform legal intercept (e.g., by making core network aware of IP address assigned to LIPA or SIPTO PDN connection);
-
It is FFS whether Mobility (to macro-network and another H(e)NB) is supported/required for LIPA and/or SIPTO traffic;
-
It is FFS whether QoS for LIPA and/or SIPTO traffic is based on static policies (no Gx to H(e)NB);
-
It is FFS how the standalone L-GW architecture is supported for LIPA and SIPTO, i.e. when L-GW is not co-located with the H(e)NB.
Open issues applying to UMTS only:

-
Location of LIPA and SIPTO session management is FFS.
Open issues applying to EPS (LTE and S4-based UMTS) only:

-
Location, number and possible subset of S-GW functions (two S-GWs (in HeNB and core network) vs. one S-GW with relocation);
-
S11 interface to the HeNB to manage bearer setup for LIPA and SIPTO.
******************* End of First Change *************************

******************* Start of Second Change *************************

5.3.3
Open issues

For this solution, the only requirements are NAT and routing functionalities for the HNB.
The solution has the following issues as FFS:

-
How to provide Internet service continuity when a UE hands over to a macro cell is FFS, if this function is required;
-
It is FFS if the LIPA and SIPTO function needs to support NAT traversal for other home applications;
-
It is FFS on addressing the possibility that the private IPv4 address of the home IP devices conflict with operator’s services which using private IPv4 addresses;
-
Whether it is necessary or not and how to block access to Local IP access for non-CSG users at a hybrid H(e)NB is FFS;
-
It is FFS whether paging the UE from the HNB requires a S-GW function to reside in the H(e)NB;
- 
It is FFS whether the NAT function can be standalone, i.e. not collocated with the H(e)NB;
-
How the solution works with IPv6 prefix translation is FFS;
-
How does the routing policy configured in the HNB work for roaming CSG members, given that the HNB does not know whether the destination address belongs to the IP services network of the roaming CSG member's HPLMN. How does the home operator enforce its routing policy?

******************* End of Second Change *************************

******************* Start of Third Change *************************

5.7.3
Open issues

-
If one and the same APN is used for SIPTO traffic and non-SIPTO traffic, the technical limitations of NAT apply
-
L-GW Selection mechanism
-
Support of the standalone L-GW architecture for LIPA and SIPTO, i.e. when L-GW is not co-located with the (H)eNB
-
Applicability/gain of this solution for SIPTO in macro case
-
Details on simultaneous use of LIPA and SIPTO for the same UE

-
Paging handling

******************* End of Third Change *************************
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