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Abstract of the contribution:

This contribution addresses some open issues of NAT solution for LIPA&SIPTO for H(e)NB
1. Introduction

The NAT solution is proposed on SA2 #72 meeting,in which some open issues are raised. After that, some of the open issues can be addressed due to the development of the solution and the clarification of the requirements. 

This contribution is based on a previous contribution [1] provided in SA2 #73 which has not been well discussed. 

2. Analysis

This section analyzes those open issues and provides corresponding answers.

2.1 Address the paging and mobility issue.

If the IP address assigned to the UE by PGW/GGSN for LIPA/SIPTO traffic, the MME/SGSN indicates the public IP address of PGW/GGSN to H(e)NB. When H(e)NB receives a downlink LIPA packet it does not know how to deliver (e.g. when the UE is in idle mode, or when the UE has moved out of the H(e)NB coverage), it tunnelled the packet to the P-GW/GGSN after NATTing the packet and the P-GW/GGSN delivers it as Non-LIPA/SIPTO traffic.
Therefore, the following two open issues can be removed.
· How to provide Internet service continuity when a UE hands over to a macro cell is FFS, if this function is required.
-
It is FFS whether paging the UE from the HNB requires a S-GW function to reside in the HNB;
2.2 NAT Traversal
NAT traversals for most of the services are supported today. For operators assigning private IP addresses to UEs, NAT traversal is also needed anyhow.
Therefore, the following open issue can be removed.
· It is FFS if the LIPA function needs to support NAT traversal for other home applications;

· 





2.4 Address non-CSG user access issue
- Whether it is necessary or not and how to block access to Local IP access for non-CSG users at a hybrid HNB is FFS;
It is upon the operator’s policy and the H(e)NB owner’s decision to decide enable/disable LIPA for non-CSG users. As for the approach there are two ways:

1) Policy that configured in the CN by the operator. The MME can indicate whether a EPS bear/ PDP connection support LIPA and SIPTO. 

2) Policy that configured on the H(e)NB by the operator and the owner. If the H(e)NB owner does not willing to support LIPA and SIPTO for non-CSG users due to security concerns. The user can disable this feather on the H(e)NB since H(e)NB knows the membership of a user.

2.5 Operator can disable non-CSG user access issue
-
How does the routing policy configured in the HNB work for roaming CSG members, given that the HNB does not know whether the destination address belongs to the IP services network of the roaming CSG member's HPLMN. How does the home operator enforce its routing policy?
As for the roaming user, the operator can decide whether LIPA shall be enabled when the LIPA bear is established.
3. Conclusions

The following changes are proposed to the TR 23.829:

* * * First Change * * * *
5.3
Solution 2 – Local IP Access and Selected IP Traffic Offload at H(e)NB by NAT
5.3.1
Applicability

This solution supports the following scenarios:

-
Local IP access for HNB and HeNB Subsystem

-
Selected IP traffic offload for HNB and HeNB Subsystem

5.3.2
Architectural principles

-
UEs are only required to activate one PDN connection/context for LIPA, SIPTO, and traffic going through the mobile operator's Core Network;
-
The Home (e)NodeB Subsystem has the ability to drag/insert the LIPA and SIPTO traffic from/into PDP context/bearers per operator policies (e.g. destination address, port number, operator’s service description);
-
There is a NAT inside the Home (e)NodeB Subsystem to ensure returning LIPA and SIPTO traffic reaches H(e)NB despite topologically incorrect source address;
-
Pre-Rel9 UEs that support single PDN connections may simultaneously access LIPA, SIPTO and the mobile operator's Core Network.
-
For the UE’s EPS bear/PDP context initiated from H(e)NB, the MME/SGSN shall decide whether LIPA/SIPTO is enabled for a bearer in a CSG depending on the subscription data and operator policy.
-
A dedicated APN may be used to indicate that the PDN connection/PDP context established through this APN is for LIPA/SIPTO. All the traffics associated with this PDN connection/PDP context are offloaded. 

5.3.3
Paging and Mobility Support
-
If the LIPA/SIPTO function is enabled by the MME for the UE’s EPS bear/PDP context, the MME/SGSN indicates the public IP address of PGW/GGSN to H(e)NB.
-
When H(e)NB receives a downlink LIPA/SIPTO packet it does not know how to deliver (e.g. when the UE is in idle mode, or when the UE has moved out of the H(e)NB coverage), it tunnelled the packet to the P-GW/GGSN after NATTing the packet and the P-GW/GGSN delivers it as Non-LIPA/SIPTO traffic.
-
The tunnel may be a interface similar as Gi/SGi.
5.3.4
Open issues

For this solution, the only requirements are NAT and routing functionalities for the HNB.
The solution has the following issues as FFS:



-
It is FFS on addressing the possibility that the private IPv4 address of the home IP devices conflict with operator’s services which using private IPv4 addresses;


-
How the solution works with IPv6 prefix translation is FFS;

-
How to provision H(e)NB the LIPA/SIPTO policy is an open issue.
* * * End of First Change * * * *
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