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1. Overall Description:

3GPP CT1 thanks ECMA TC32-TG17 for the chance to review their report.

We have considered the technical report in the understanding that where this technical report is applied to an NGCN, that NGCN may be attached to the IM CN subsystem and generate emergency calls into that IM CN subsystem. The answers may indicate that a capability is provided now (i.e. already in 3GPP release 8) or may need to be in a future release (which will probably now be release 10 at the earliest and will depend on requirements being agreed by the appropriate group).

That NGCN may be providing attachment functionality in one of three mechanisms: Nominally all these are supported from 3GPP release 8.

1. Using the subscription-based approach where the NGCN is attached to the P-CSCF in place of a normal UE.

2. Using the peering-based approach where the NGCN is attached to an IBCF in place of another IMS or SIP network.

3. By hosted functionality in an Application Server directly supporting UEs of the private network (Hosted Enterprise Services).

All the above can be regarded as being capable of, and needing to, generating a public network emergency call.

Within current 3GPP specification, the only architecture that allows calls to be processed as emergency calls is the subscription based approach, as emergency call detection is done at the P-CSCF, and this is the only entity that can currently direct calls to the E-CSCF.

Where Centrex is used, it is possible that calls generated within the Centrex environment will be recognised as emergency calls by the P-CSCF, but the use of prefix codes or different service number within the private network may prevent this.

Our specific comments on the document are as follows:

a) This document uses ERC (Emergency Response Centre) and PSAP (Public Safety Answer Point) as synonyms in some cases. It should be noted that certain countries separate the functions, and the public network responsibility stops at the PSAP, which may not include the ERC functionality.

b) Public network emergency calls are sometimes subject to some form of public network special treatment (also known as priority). Under current circumstances, it is believed this is not a requirement for private network emergency calls, and therefore any treatment of a private network call within the public network will be subject to the normal handling agreement between the NGCN provider and the public network operator. Section 5 identifies that such special treatment might not be available. At the moment there are no IMS or access network procedures that might recognise the need for such special treatment on a private network emergency call.

c) IMS, as currently specified, will probably treat all calls, public or private, containing an sos urn as a public network emergency call (and therefore the P-CSCF will route it to an E-CSCF and therefore the PSAP (public network)). Do ECMA require a different treatment? (See standardisation gap 1, section 6.1.2). IMS standardisation gap on subscription based approach. 

d) When dialstring is used by a user on IMS, such calls are normally routed to an application server for further processing. If the user is receiving hosted enterprise services, this could well be the application server providing hosted enterprise services. This will by definition be in the home network. At the moment, there is no specification as to whether the recognition procedures for emergency calls in the P-CSCF treat user=dialstring as if it could be an emergency call. We suspect that implementations will do so. As such, requirement 1 in section 7 should probably be reworded.

e) Section 6.1.2: " Where an enterprise network routes an emergency call to a public network, if the public network is accessed by SIP it may prefer to receive a service URN in the request line rather than a dial string." IMS will always prefer a public network emergency call to carry an sos URN, as that bypasses digit analysis in the P-CSCF, which is a potential source of error. The sos URN should be automatically used if the NGCN detects that it is a public network emergency call.

f) When LoST is being used by the NGCN, we understand that there may be a preloaded route header included in the request. which has impact at the P-CSCF and other IMS entities. At the moment, some IMS will be configured to remove Route header fields received from outside the IMS, and there is no defined handling of such Route headers beyond RFC 3261. As various entities within IMS reroute independently of any contained Route header fields the handling of such Route header fields from an external source can be at best regarded as undefined.

g) When attached to a P-CSCF, it is possible that the NGCN will receive 3xx response generated by the P-CSCF in response to a detected emergency call. Such a response can be an indication to make the call on the CS domain or to reselect the IP connection and P-CSCF and remake the emergency call. It is assumed that configuration will mean that such 3xx responses should never occur, and it is understood that such responses do not mean a lot to NGCNs, however it may be appropriate to mention them.

h) Section 6.2: "Notwithstanding this, an NGCN that submits emergency calls to an NGN would still be required to supply the caller's location information," Agreed – absolutely mandatory.

i) Location handling. On emergency calls location can be required at the start of the call and may be updated during the call. There would appear to be two mechanisms that require some more discussion.

a. By the PSAP and / or the local network accessing the location server within the NGCN. 3GPP currently supports usage of OMA SUPL from release 9 for performing location requests. However the release 9 usage is internal to the 3GPP network. No mention is made of OMA SUPL usage.

b. By sending new SIP requests on the signalling plane. This is currently supported, although may not interwork well with CS connected PSAPs. There may be a concern that doing this in SIP signalling may overload CSCFs.

j) Section 6.2.3 recommends rather than mandates location by value. If location by reference is permitted, the some consideration needs to be given to the dereferencing entity, and whether such a dereferencing entity can reach the location server.

k) Subclause 6.4.3. It is know that there are gaps in standardisation of emergency callback calls in IMS.

2. Actions:

To ECMA TC32 TG17 group.

ACTION: 
3GPP CT1 asks ECMA TC32 TG17 to take the above comments into account in further development of their TR.

To 3GPP SA2 group.

ACTION: 
3GPP CT1 asks 3GPP SA2 to take the above discussion into account in further development of the emergency service architecture.

3. Date of Next TSG-CT WG1 Meetings:

TSG-CT WG1 Meeting #63
22-26 February 2010
San Francisco, USA.

TSG-CT WG1 Meeting #64
10-14 May 2010
TBD, Japan.

