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Abstract of the contribution:

An element named xGSN incorporates traffic offload function as well as some SGSN/GGSN function.
This is illustrated in the following example, which shows session establishment, followed by traffic offloading operation.
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1. UE initiated Attach procedure with the UMTS network.

2. The RNC selects a SGSN from a pool of SGSNs if IuFlex is used. Otherwise, the RNC sends the Attach Request to the designated SGSN.

3. The SGSN handles the Attach procedure as per standards TS 23.060, TS 29.060, and performs HSS interaction to authenticate, authorize the UE. At the end of this successful transaction, the UE is attached to the UMTS system. The SGSN also gets the subscription profile of the user from HSS.

4.  The UE initiates PDP context activation procedure.

5. The SGSN selects xGSN as the GGSN for the PDP context using any standard procedure, e.g. DNS resolution of the APN. At this step, the requirement is that the SGSN selects an xGSN which is an Offload GW. The SGSN won’t have to be aware of this offload mechanism for this selection. The DNS server can be configured to return xGSN address(s). The SGSN performs PDP context establishment procedure with the xGSN.

6. Upon receiving the GTP-C message from SGSN, the xGSN creates session state for the PDP context using the received information such as APN, IMSI, ULI etc. The xGSN performs a GGSN selection procedure, by:

a. Form a special FQDN (e.g. mcc123.mnc123.ggsn.gprs) and the same DNS infrastructure as used by SGSN. The DNS should have a mapping to the actual GGSN for this string. OR

b. The xGSN can go to a special/separate DNS infrastructure with the same string as used by the SGSN. OR

c. The xGSN can have local configuration to resolve it to a GGSN address.

After selecting the GGSN, the xGSN performs Gn (Gp) establishment with this node by sending a Create PDP context request. The GGSN creates PDP context and assigns PDP address (v4, v6) for the UE. Upon receiving the Create PDP context response, the xGSN completes the PDP context establishment procedure with the SGSN. In the response message to SGSN, the xGSN shall include the CGI/SAI/RAI change report required IE. At this stage, the xGSN also creates the offloading rule set based on APN, traffic filters (e.g. dest/source port, dest/source address, URL, time of day, remaining usage limit for a given application etc.) To fetch some of these information, the xGSN may use Gx interface with the PCRF and the Ga interface with the CGF. 

7. The UE begins to send IP traffic on the uplink (UL). The xGSN is on the path of IuPS and it intercepts ALL packets from the UE. After intercepting the packet, the xGSN performs Shallow or Deep Packet Inspection (SPI/DPI) in order to determine offloading eligibility for the packet using the offloading rule set established in step 6. If there is a match, the xGSN performs next level determination whether the packet requires MNO’s Service LAN traversal or not. If it requires MNO’s service LAN traversal, the xGSN sends the packet over a L2 or L3 tunnel over Gi to the MNO’s Service LAN. Otherwise, the xGSN performs NAT operation on the IP packet (e.g. basic NAT operation includes changing the IP source address) before sending it over Gi to the internet or wherever the destination of the IP packet is. In both the cases, the xGSN performs G-CDR generation if required by the operator’s policy. The xGSN also performs lawful intercept of the CC if required.
8. When a packet is received from the Internet or any IP domain at the xGSN, it performs reverse NAT operation on the packet based on it’s NAT state. The xGSN performs G-CDR generation for the receives downlink (DL) packet and sends the packet over IuPS-U to the RNC.

9. The UE sends a packet on the UL which does not match offloading rule set. The xGSN sends it over Gn (or Gp) to the GGSN and generates G-CDR for it if operator policy dictates so.

10. When a DL packet is received at the xGSN from the GGSN, the xGSN generates G-CDR as per operator’s policy and sends it over IuPS-U to the RNC.

Proposed Changes

5.x
Solution y – Selected IP Traffic Offload for UMTS Using xGSN at Iu-PS
5.x.1
Applicability

This solution supports the following scenario:

-
Selected IP Traffic Offload for UMTS macro

-
Selected IP Traffic Offload for HNB subsystem

5.x.2
Architectural principles
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Figure 5.x.2.1: Selected IP Traffic Offload from Traffic Offload Function (TOF) in xGSN deployed at Iu-PS

NOTE 1:
The interface from TOF to Internet may be a subset of Gi.
The following architecture principles apply to this solution:

-
The TOF is located at Iu-PS and provides standard Iu-PS interface to the RNC and the SGSN;

-
Selected IP Traffic Offload is enabled by NAT and SPI/DPI based on operator policies at different levels (e.g. per user, per APN, per service type, per IP address, etc). The policies may be configured via e.g. OAM or be dynamically supplied by the PCRF.

-
One PDP context for both offload traffic and non-offload traffic is supported, while it also allows using different PDP contexts for offload traffic and non-offload traffic (e.g. by selecting the traffic based on APN);

-
No impact on the quality of service continuity provided for non-offload traffic during mobility;

-
The quality of service continuity provided for offload traffic is same as it is for non-offload traffic during intra TOF mobility.
-
Paging is performed by the SGSN for traffic that is not offloaded. Gn-U is used during paging for offloaded traffic when the UE is idle.

-
TOF is anchored following selection.
5.x.3
Traffic Offload Function
TOF includes the following functions:

SPI/DPI and Selected IP Traffic Offload policy enforcement;

Uplink traffic offload by removing GTP-U header and NAT;

Downlink traffic offload by reverse NAT and adding GTP-U header;

Charging for offloaded traffic;

Lawful Interception for offloaded traffic;

Offload traffic service continuity during intra-TOF mobility.
5.x.4
Offload procedure
· TOF decides the offload policy to be applied based on information during e.g. attach and PDP context activation procedures.

· During the data transfer procedure, TOF performs necessary SPI or DPI to uplink traffic.
· TOF drags the uplink traffic out from the GTP-U tunnel and performs NAT to offload the traffic if offload policy is matched.
· TOF performs reverse NAT to the received downlink offload traffic and inserts it back to the right GTP-U tunnel.
5.x.5
Open issues

The solution has the following open issues:

-
How the solution works with IPv6 prefix translation is FFS.
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