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x.2
Architectural Requirements

x.2.1
General

This section defines some general architectural requirements that apply to all MTC features. Specific requirements for each individual MTC feature are considered as part of the Key Issues. 
Architectural requirements for the following MTC scenarios (see TS 22.368 [2]) are considered separately.
a) -
MTC Devices communicating with one or more MTC Server
-
MTC Devices communicating with each other
x.2.2
MTC Devices communicating with one or more MTC Servers

The MTC solution shall meet the following requirements:
-
It shall be possible to use or more MTC Servers for communicating with the MTC Devices of a specific MTC Subscriber.
NOTE 1:
Similarly, it is expected to be possible to use one or more MTC Servers for serving the MTC Users of a specific MTC Subscriber. However, how the MTC Users communicate with the MTC Servers is out of the scope of this technical study.
-
A transaction between an MTC Device and an MTC Server shall initiate either by the MTC Device (pull) or the MTC Server (push).
-
An MTC Device shall be able to discover and establish a transaction with an MTC Server.
-
The PLMN shall be able to authenticate and authorize an MTC Device before the device can communicate with an MTC Server.
-
It shall be possible to secure the communication between an MTC Server and an MTC Device.
NOTE 2: 
3GPP SA3 is expected to address the details of this security requirement.
Editor’s note: More requirements are FFS.
x.2.3
MTC Devices communicating with each other
The MTC solution shall meet the following requirements:

-
It shall be possible to specify (e.g. with subscription data and/or operator policies) if communication between MTC Devices is allowed or restricted for a given MTC Subscription.
-
If communication between MTC Devices is allowed, it shall be possible for two MTC Devices of the same MTC subscriber to communicate through the PLMN (communication with local / personal area technologies is out of the scope of this technical study).
-
The PLMN shall be able to authenticate and authorize an MTC Device before the device can communicate with another MTC Device.

-
It shall be possible to secure the communication between MTC Devices.
NOTE 1: 
3GPP SA3 is expected to address the details of this security requirement.

Editor’s note: More requirements are FFS.
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