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1. Introduction

This contribution proposes to clarify the last outstanding issue for IP flow mobility based on DSMIPv6 based on the contribution agreed in SA1.

2. Discussion

As indicated in the incoming LS, SA1 agreed on some text about the policies granularity provided by the operator. In particular the following text was included in section 5 of TR 23.861: 
-
It should be possible for the operator to define policies for the control of the distribution of IP flows between available accesses. Each policy shall include a list of preferred accesses and whether the policy may be overridden by the user's preferences.


NOTE: The possibility of manual selection or user override is not precluded.

These policies may be defined per APN, per IP flow class under any APN or per IP flow class under a specific APN. The IP flow class identifies a type of service (e.g. IMS voice) or an operator defined aggregation of services.

The policies apply with the following priority order:

1. Policies per IP flow class under a specific APN. 

2. Policies per IP flow class under any APN.

3. Policies per APN.

The current version of section 7.1.1.4 includes two editor's notes. The second one is resolved based on the above SA1 text: inter-system mobility policies can be per APN or per IP flow class. In case they are per IP flow class, the IP flow class can be identify either via a wild-carded 5-tuple or the type of service. 
The first editor's note points to possible enhancements that could be introduced to access network discovery related to MAPIM. However, based on the lack of contributions on this topic, it is not clear what these enhancements could be and how these enhancements would be useful for the UE, in particular in the most common case of simultaneous access which is WLAN and 3GPP access. For this reason, we propose to delete the editor's note.
Proposal

The following new text is proposed to be added to the TR 23.861.

* * * First Change * * * *

7.1
IP flow mobility solutions for S2c/H1 (DSMIPv6)

7.1.1
Solution A: Routeing filters in DSMIPv6

7.1.1.1
Overview

In Rel-8 EPS and I-WLAN Mobility the granularity of access system connectivity and inter system mobility is per PDN connection basis. To handle IP flow mobility the PDN connectivity (i.e. mobility of IP flows within one single PDN connection) mobility would need to be handled per IP flows. Table 7.1.1-1 indicates the basic required enhancements:

Table 7.1.1-1

	
	Rel-8 system
	System with IP Flow mobility

	Inter-system mobility 
	Per UE
	Per IP flows within PDN connection

	PCC logic & IP-CAN specific PCC signalling
	Per IP-CAN
	Per IP flows within IP-CAN

	ANDSF Inter System Mobility policies
	Per UE
	Per IP flow classes within UE


NOTE:
Even though the S5/S8 GTP signalling is per bearer basis, and the inter-system mobility signalling is per PDN connection basis, the granularity of the intersystem mobility in Rel-8 is per UE basis (i.e. the UE moves always all the entire PDN connections when handing over to one access). Annex A of the TR presents the enhancements needed to have a PDN connection level inter-system mobility.

This solution is based on enhancing the inter-system mobility signalling in order to carry routeing filters. The extensions to DSMIPv6 mobility signalling needed to carry routeing filters when the UE is connected to multiple accesses simultaneously are specified in [4] and [5] and are applicable to S2c and H1. The PCC interactions are optional and applicable only to S2c. In this solution the functional split between mobility signalling and PCC signalling is kept the same as in Release 8:

-
Mobility signalling is used to provide routeing information for existing IP flows.

-
PCC signalling is used to provide SDF level QoS rules to the appropriate gateways based on the current routeing of IP flows.
The details of the ANDSF enhancements are discussed in sub clause 7.3.
7.1.1.2
DSMIPv6 enhancements

In this solution, when a UE configures different IPv6 global addresses on multiple accesses, it can register these addresses with the PDNGW/HA as CoAs using multiple bindings as specified in [4]. 

To register multiple bindings, the UE generates a Binding ID (BID) for each CoA and stores the BID in the binding update list. The UE then registers its CoAs by sending a Binding Update (BU) with a Binding Identifier mobility option. The BID is included in the Binding Identifier mobility option.

When the PDNGW/HA receives the BU with a Binding Identifier mobility option, it copies the BID from the mobility option to the corresponding field in the Binding Cache entry. If there is an existing Binding Cache entry for the MN, and if the BID in the BU does not match the one with the existing entry, the HA creates a new Binding Cache entry for the new CoA and BID. 

Based on this extension, a typical Binding Cache in PDNGW/HA according to this specification is shown in Table 7.1.1-2.

NOTE:
A BID is only unique for a given HoA, i.e. different mobile nodes can use the same BID value.

Table 7.1.1-2: Binding Cache in PDNGW/HA supporting multiple CoAs registration

	Home Address
	Care-of Address
	Binding ID

	HoA1
	CoA1
	BID1

	HoA1
	CoA2
	BID2

	…
	…
	…


In order to route IP flows through one access, the UE needs to request to store routeing filters for that access at the PGW/HA: the UE includes the 'Flow Identification' (FID) mobility option in the BU message as defined in [5]. The routeing filters are unidirectional and can be different for uplink and downlink traffic.

It is assumed that between UE and the Home Agent function there is always a default routeing address via which packets not matching any specific routeing filter are routed.  

A typical Binding Cache in PDNGW/HA with routeing filters is shown in Table 7.1.1-3. Note that a FID is only unique for a given HoA, i.e. different PDN connections can use the same FID value.

Table 7.1.1-3: Binding Cache in PDNGW/HA supporting flow bindings
	Home Address
	Routeing Address
	Binding ID
	Flow ID
	Routeing Filter 

	HoA1
	CoA1
	BID1
	FID1
	Description of IP flows…

	
	
	
	FID2
	Description of IP flows…

	HoA1
	CoA2
	BID2
	FID3
	…


7.1.1.3
PCC Enhancements

Rel-8 PCC is designed to handle a single active access connection for each IP-CAN. PCC enhanced for IP flow mobility must handle multiple simultaneous access connections for a single IP CAN not only during the handover scenarios. The main foreseen changes are:

-
Some of the IP-CAN level Gx signalling is enhanced to deliver SDF specific routeing addresses instead of IP-CAN session specific routeing addresses.

-
PCRF is enhanced with the logic to associate multiple Gxx sessions with a single Gx session, based on the SDF specific routeing addresses exchanged over Gx.

The following principles apply for the interactions between routeing and SDFs:

-
PCRF informs PDN GW always when a new SDF is established via Gx (as in Rel-8);

-
PDN GW keeps PCRF up to date about the current routeing addresses for each IP flows by providing new and updated routing rules via Gx signaling;

-
PCRF keeps PCC and QoS rules up to date at appropriate gateways based on the routing rules provided by the PDN GW.

-
When PCRF receives a new request from AF over Rx to establish resources (i.e. network initiated resource establishment), PCRF checks the current routing rules (including the default routing rule) to detect where the respective IP flows will be routed. Based on this check, PCRF provides new or updated PCC rules and QoS rules to gateways, if appropriate.















7.1.1.4
Flows 

7.1.1.4.1
General

The flows in this clause are based on the flows specified in TS 23.402 [2]. The flows are applicable also to the I-WLAN mobility architecture: in this case the PCC interactions are not implemented and the role of the PDN GW is performed by the Home Agent.

7.1.1.4.2
Addition of one access to the PDN connection

In this scenario, the UE is attached to one access, subsequently attaches to a second access and starts using both accesses for the same PDN connection. As a result the UE is simultaneously connected via both accesses and a set of traffic flows are routed through one access while the remaining traffic flows are routed through the other access. 

Non-roaming, home routed roaming and Local Breakout cases are supported by this procedure. The AAA proxy and vPCRF are only used in the case of home routed roaming and Local Breakout. In non-roaming scenarios, the AAA proxy and vPCRF are not involved.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed in EPC. These steps are never present when the solution is applied to I-WLAN mobility architecture as per TS 23.327 [3].

The below signalling flow shows in particular the case where the UE is first connected to a 3GPP access which is configured as Home Link, and subsequently connects via a non-3GPP access using DSMIPv6.

In case the solution is applied to I-WLAN, the Trusted non 3GPP IP Access is replaced by the PDG, the EUTRAN/MME/SGW by the UTRAN/SGSN/GGSN and the PDN GW by HA. As mentioned in case of I-WLAN the PCC interactions are not used.
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Figure 7.1.2.2-1: Addition of one access to the PDN connection

1.
The UE performs an attach procedure to the 3GPP access as defined in TS 23.401 [8], clause 5.3.2. The UE may start exchanging data through the 3GPP access.

2.
The UE discovers a non-3GPP access and performs the attach procedure as per TS 23.402 [2], clause 8.4.2, steps 2-6.

3.
The UE sends a DSMIPv6 Binding Update (HoA, CoA, Lifetime, BID, FID, flow description) message to the PDN GW including the requested routeing rules via the FID option with both the routeing filters and the BID (which includes the routeing address) as specified in draft-ietf-mip6-nemo-v4traversal [6], draft-ietf-monami6-multiplecoa [4] and draft-ietf-mext-flow-binding [5]. The UE can include more than one routeing rule by including multiple FID options in the Binding Update. The DSMIPv6 Binding Update also contains an indication which indicates that the home link (3GPP access) is still connected and also the BID options which identify that one binding is associated with the home address (3GPP access) and the other with the Care-of-Address from the non-3GPP access. The UE also indicates in the Binding Update which is the default binding where the PDN GW should route packets not matching any FID.

4.
The PDN GW sends an IP-CAN session modification request to the PCRF. In this request, the PDN GW provides the updated routeing rules to the PCRF. The PCRF stores the mapping between each SDF and its routeing address.

5.
Based on the IP-CAN session modification request, the PCRF ensures that the relevant QoS rules for the SDFs are installed in the target BBERF. This is done by a GW control session and QoS rules provision procedure as specified in TS 23.203 [7].

6.
Based on the successful establishment of resources at the BBERF, the PCRF sends an acknowledgement to the PDN GW, including updated PCC rules if appropriate.

7.
The PDN GW sends a Binding Acknowledgment (Lifetime, HoA, CoA, BID, FID) as specified in draft-ietf-mip6-nemo-v4traversal [6], draft-ietf-monami6-multiplecoa [4] and draft-ietf-mext-flow-binding [5], to indicate which routeing rules requested by the UE are accepted.

8.
Appropriate 3GPP resource release procedures are executed for those resources that were moved to the non-3GPP access. This procedure may be triggered by the PCRF via a GW control session and QoS rules provision procedure if PMIPv6 is used on S5 and it may be triggered by the PDN GW in case GTP is used on S5.

7.1.1.4.3
IP flow mobility

In this scenario, a new routeing rule is activated or an existing routeing rule is modified by the UE in order to move one traffic flow from one access to another access. 

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed in EPC. These steps are never present when the solution is applied to I-WLAN mobility architecture as per TS 23.327 [3].

In case the solution is applied to I-WLAN, the Trusted non 3GPP IP Access is replaced by the PDG, the EUTRAN/MME/SGW by the UTRAN/SGSN/GGSN and the PDN GW by HA. As mentioned in case of I-WLAN the PCC interactions are not used.
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Figure 7.1.2.3-1: IP Flow Mobility

1.
The UE is simultaneously connected to a 3GPP and a non-3GPP access based on the procedures described in clause 7.1.2.2. Based on current routeing rules some traffic is routed through the 3GPP access and some other traffic through the non-3GPP access.

2.
The UE sends a Binding Update (HoA, BID, FID) to the PDN GW to install a new routeing rule or to modify the routeing address of an existing routeing rule to route the respective traffic (identified by the included FID) through one particular access (identified by the included BID). In case of new routeing rule with a new FID option, the UE includes the routeing filter description. 

NOTE:
The UE can send the Binding Update either from the 3GPP or from the non-3GPP access irrespective of which access the IP flow is moved to.

3.
The PDN GW sends an IP-CAN session modification request to the PCRF. In this request the PDN GW provides the updated routeing rules to the PCRF. The PCRF stores the updated mapping between routeing addresses and SDFs.

4.
Based on the IP-CAN session modification request, the PCRF ensures that the relevant QoS rules are installed in the target BBERF. This is done by a GW control session and QoS rules provision procedure as specified in TS 23.203 [7]. 

5.
Based on the successful establishment of resources at the BBERF, the PCRF sends an acknowledgement to the PDN GW, including updated PCC rules if appropriate.

6.
The PDN GW sends a Binding Acknowledgment (Lifetime, HoA, BID, FID) as specified in draft-ietf-mip6-nemo-v4traversal [6], draft-ietf-monami6-multiplecoa [4] and draft-ietf-mext-flow-binding [5], to indicate which routeing rules requested by the UE are accepted.

7.
Appropriate EPS resource release procedures are executed for those resources that were moved away from that access. This procedure may be triggered by the PCRF via a GW control session and QoS rules provision procedure if PMIPv6 is used on S5 and it may be triggered by the PDN GW in case GTP is used on S5.

7.1.1.4.4
Removal of one access from the PDN connection

In this scenario, the UE moves all traffic associated with one access to another access and disconnects from the one access (e.g. due to loss of coverage or by an explicit detach). 

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed in EPC. These steps are never present when the solution is applied to I-WLAN mobility architecture as per TS 23.327 [3].

In case the solution is applied to I-WLAN, the Trusted non 3GPP IP Access is replaced by the PDG, the EUTRAN/MME/SGW by the UTRAN/SGSN/GGSN and the PDN GW by HA. As mentioned in case of I-WLAN the PCC interactions are not used. The below flow shows the case when the UE disconnects from the non-3GPP access and remains connected only to the 3GPP access.
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Figure 7.1.2.4-1: removal of one access from the PDN connection

The UE is simultaneously connected to a 3GPP and a non-3GPP accesses based on the procedures described in clause 7.1.2.2. The UE is exchanging some traffic flows through the 3GPP access and some other traffic flows through the non-3GPP access. UE detects a condition triggering disconnection from the non-3GPP access.

1.
The UE sends a Binding Update (HoA, CoA, BID) to the PDN GW to update the CoA for the BID previously associated with the non-3GPP access. As the 3GPP is the home link, the CoA included in the Binding Update is set to the HoA. With this Binding Update the UE requests also to move all traffic flows previously associated with the non-3GPP access to the 3GPP access.

NOTE:
In case the 3GPP is the home link, alternatively the UE may also send a de-registration Binding Update. If PDN GW does not keep the BID and FID associated with the non-3GPP access, the UE needs to perform the whole BID and FID registrations from scratch as soon as it connects to a new non-3GPP access again.

1.
The PDN GW performs an IP-CAN session modification procedure with the PCRF. In this modification procedure the PDN GW indicates that a single routeing address is used for all the SDFs.

2.
The PDN GW updates the Binding Cache and the routeing information and sends a Binding Acknowledgement (HoA, CoA, BID, Lifetime) to the UE.

3.
Based on the IP-CAN session modification, the PCRF ensures that the relevant QoS rules are installed in the correct BBERF. This is done by a GW control session and QoS rules provision procedure as specified in TS 23.203 [7].

4.
Appropriate resource release procedures are executed in the non-3GPP access.

NOTE:
Steps 1-4 are also performed when the UE disconnects from the 3GPP access.

7.1.1.5
Routeing Filters

Routeing filters are a set of parameter values/ranges used to identify one or more IP flows. The set of parameters that can be included as routeing filters is the same as the ones that can be included in a Traffic Flow Template (TFT).

* * * Second Change * * * *

7.3
IP flow mobility policies

7.3.1
Introduction
The solutions for multi access PDN connectivity and IP flow mobility is classified to DSMIP based case and PMIP based case. However, there are common enhancements which are independent of the mobility protocol and can be used for both DSMIP and PMIP based cases. This sub clause discusses the enhancements that are needed for providing inter-system mobility policies for IP flow mobility.
7.3.2
ANDSF enhancements

In Rel-8 the ANDSF is used to provide the UE with two sets of information:

-
Access Network Discovery;

-
Inter System Mobility policies.

Some enhancements are required for the inter system mobility policies so that the operator can control through which access technology IP flows will be routed. 

NOTE 1:
The enhancements defined in this subclause are independent of the mobility protocol used for IP flow mobility.

To enable IP flow level control IP flow class specific inter system mobility policies are introduced. The inter-system mobility policies provided by the operator can be defined per APN, per IP flow class under any APN or per IP flow class under a specific APN. As described in section 5, the policies apply with the following priority order: 

1. Policies per IP flow class under a specific APN. 

2. Policies per IP flow class under any APN.

3. Policies per APN.

The IP flow class can be identified either via the media type (e.g. audio) or the IMS Communication Service Identifier (e.g. MMTEL) for IMS applications or via the respective 5-tuple (IP source address, IP destination address, source port, destination port, protocol type) for any type of application. Any combination of these can also be possible.The 5-tuple can have also wildcard values in any of the possible fields. 
If a given IP flow matches more than one policy, the policy with higher priority takes precedence. 
NOTE 2:
The policies indicate the list of prioritized accesses for the class of IP flows. The list includes one or more accesses as the appropriate access and may include one or more restricted accesses. For example the ANDSF may indicate that 3GPP is the highest priority access for a given IP flow class and WiFi is the highest priority access for another IP flow class. 
NOTE 3: 
There is no intention to define a mechanism for informing the ANDSF about the IP address(es) and port(s) used by the UE.
When establishing the connection with the ANDSF, the UE indicates to the ANDSF its capability to support IP flow class specific inter system mobility policies. 

Based on the policies provided by the ANDSF, the UE requests to the PDNGW/HA to route IP flows to the appropriate access. 

NOTE 3:
The policies provided by the ANDSF do not preclude the UE to request to route IP flows belonging to the same class of flows through different accesses depending on their availability. For example, the routing can be based on the dynamic availability of the access for a given IP flow (e.g. network congestion as in case of the use case 2 described in subclause 4.2).
Static policies can be configured in the UE if ANDSF is not deployed. How this is done is out of the scope of this study.
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5. IP-CAN session modification response
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1. UE is connected simultaneously to 3GPP and non 3GPP accesses and multiple bindings and multiple IP flows are registered at the PDN GW/HA
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4. GW control session and QoS rules provision procedure
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3. IP-CAN session modification request




















_1295684139.doc


2. IP-CAN Session Modification Procedure
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5. non-3GPP access resource release
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4. GW control session and QoS rules provision procedure
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4. IP-CAN session modification request
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1. 3GPP Attach as defined in TS 23.401, section 5.3.2







8. 3GPP EPS resource release
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2. Steps 2-6 of Trusted non-3GPP attach as defined in TS 23.402, section 8.4.2







7. Binding Acknowledgement 
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5. GW control session and QoS rules provision procedure











6. IP-CAN session modification response




















