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* * * First Change * * * *
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

CLF
Connectivity session Location and repository Function

ES-AS
Emergency Service Application Server

E‑CSCF
Emergency‑CSCF

E-SCC AS
Emergency Service Centralization and Continuity Application Server

ECS
Emergency Call Server

ESQK
Emergency Service Query Key

ESRK
Emergency Service Routing Key

ESRN
Emergency Service Routing Number

HRPD
High Rate Packet Data

LRF
Location Retrieval Function

LRO
Last Routing Option

LS
Location Server

MPC
Mobile Positioning Centre

PDS
Packet Data Subsystem

PSAP
Public Safety Answering Point

RDF
Routing Determination Function

SLP
SUPL Location Platform

SUPL
Secure User Plane for Location

VPC
VoIP Positioning Center

* * * Next Change * * * *
4.2
Naming and Addressing

When a UE performs an emergency registration, barring and roaming restrictions are ignored. The implicit registration set of the Public User Identifier used for emergency registrations shall contain an associated TEL‑URI.

NOTE:
Annex G provides recommendations for the provisioning of TEL‑URI(s) in the IMS subscription for the purposes of IMS emergency sessions.

When an emergency session establishment request is received by an E-CSCF and the determined routing information indicates the PSAP has its point of presence in the PSTN/ISDN network or the CS domain, the network (e.g. ES-AS) shall allocate and assign a tel URI where PSAP call back sessions are required to be suppoprted by local regulation.

When a call is initiated to a PSAP from a UE without credentials, the E-CSCF shall derive a non-dialable callback number where required by local regulation (e.g. see Annex C of ANSI/J‑STD‑036 B [23]).

* * * Next Change * * * *
5.1
Reference architecture

This specification introduces an additional CSCF role to those defined in the IMS architecture TS 23.002 [12], called Emergency CSCF (E‑CSCF), see figure 5.1.
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Figure 5.1: E‑CSCF in reference architecture

NOTE 1:
P‑CSCF, E‑CSCF and AS (e.g. E-SCC AS and ES-AS) are always located in the same (serving) network; this is the visited network when the UE is roaming.

NOTE 2:
For simplicity, not all functional components, e.g. IBCF, I‑CSCF, MGCF and BGCF, are shown in this figure.

NOTE 3:
Based on local policy, the E‑CSCF may route the emergency IMS session to the PSAP via an ECS. See the details in Annex D.

* * * Next Change * * * *
5.2
Reference points

The E‑CSCF uses Mw, Mr, Mg, Mi, Ml, Mm and I4 reference points to connect to other IMS entities.

In accordance with TS 23.002 [12], I4 is a reference point between an E-CSCF and an Application Server (e.g. E-SCC AS, see TS 23.237 [32], and ES-AS).

* * * Next Change * * * *
6.2.2
Emergency‑CSCF

-
Receive an emergency session establishment request from a P‑CSCF.

-
If the UE does not have credentials, a non-dialable callback number shall be derived where required by local regulation (e.g. see Annex C of J‑STD‑036 [23]).

-
If location information is not included in the emergency request or additional location information is required, the E‑CSCF may request the LRF to retrieve location information as described in clause 7.6 Retrieving Location information for Emergency Session.

-
If required, the E‑CSCF requests the LRF to validate the location information if included by the UE.

-
Determines or queries the LRF for the proper routing information/PSAP destination.

-
Route emergency session establishment requests to an appropriate destination including anonymous session establishment requests.

-
Subject to national requirements, the E‑CSCF may send the contents of the P-asserted ID or UE identification to the LRF.

-
Based on local policy, the E‑CSCF may route the emergency IMS call to ECS for further call process.

-
For supporting SRVCC, see TS 23.237 [32] and TS 23.216 [31], the E CSCF forwards the session establishment request to the E-SCC AS in the serving IMS network for anchoring.

-
If a PSAP with point of presence in the PSTN/ISDN network or the CS domain is routed to, the E CSCF forwards the session establishment request to the ES AS in the serving IMS network for allocating and assigning a CS routeable URI if PSAP call back sessions are required to be suppoprted by local regulation. The CS routeable URI is allocated to the emergency session establishment request for a period of time defined by local regulations and enables PSAP call back sessions for that period of time (in accordance with TS 22.101 [8]).
* * * Next Change * * * *
6.2.7
Emergency Service AS

ES-AS maintains a pool of CS routeable PSIs (see TS 23.228 [1]).

* * * Next Change * * * *
7.3
Emergency Session Establishment in the Serving IMS network

If the UE is able to detect that the user is requesting an emergency session then it shall include an emergency service indication in the emergency session establishment request.

If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is only PS attached, and the network has indicated that IMS emergency services are supported, it should attempt the emergency call in the PS Domain. If the UE is attached to both domains, it should follow the requirement as stated in TS 22.101 [8] that specifies "A CS and IMS capable UE attempting an emergency call should give priority to the CS Domain. In case the call attempt fails, the UE should automatically make a second attempt on the other domain". For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice).

If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to "emergency", the UE shall then re-attempt the session as described above with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

If the UE is aware that it does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration but immediately establish an emergency session towards the P‑CSCF, see clause 7.4.

Upon receiving an initial request for an emergency session, the P‑CSCF shall follow the rules and procedures described in TS 23.228 [1] with the following additions and clarifications:

-
The P‑CSCF is the IMS network entity, which detects an emergency session.

-
For the case that the initial request carries an indication that the request is for emergency services, and the UE is not registered in the IMS network, see clause 7.4 for details.

-
For the case that UE is IMS registered and the initial request does not carry an indication that the request is for emergency services, and the P‑CSCF is able to detect that the request is for emergency services, the P‑CSCF shall perform the "Non UE detectable Emergency Session" described in subclause 7.1.2 above.

-
For the case that the initial request carries an indication that the request is for emergency services, and the UE is registered in the IMS network, but not performed emergency registration:

a)
the P‑CSCF shall reject the request indicating that IMS emergency registration required, if the UE is roaming;

b)
the home P‑CSCF may reject the request indicating that IMS emergency registration required, based on local policy.

-
On receipt of a session establishment request, which is recognized to be for an emergency service, the P‑CSCF shall check whether the UE provided a TEL‑URI as its identity in the request. If a TEL‑URI is present in the request, the P‑CSCF shall check the validity of this TEL‑URI. If no TEL‑URI is present in the request and the P‑CSCF is aware about the TEL‑URI associated with the emergency registration, it shall provide the TEL‑URI to the E‑CSCF in the session establishment request.

-
The P‑CSCF may query the IP-CAN for the location identifier.

-
P‑CSCF shall prioritize emergency sessions over other non-emergency sessions.

-
Emergency IP flows need to be identified by P‑CSCF in the Rx interface signalling to allow the PCRF to prioritize emergency service data flows over non-emergency service data flows within IP‑CAN. The detailed procedures are specified in TS 23.203 [20].

Upon receiving an initial request for an emergency session from P‑CSCF, the E‑CSCF shall perform the following:

-
if location information is not included in the emergency service request or if additional location information is required, the E‑CSCF, if required, retrieves the UE's location information as described in clause 7.6 Retrieving Location information for Emergency Session.

-
If location information is included by the UE, the E‑CSCF, if required requests the LRF to validate the location information.

-
If an emergency session establishment request is received, the serving network shall be able to allocate and assign tel URI. The tel URI can take the form of a PSI DN associated with the serving network and the emergency session establishment request. The tel URI is allocated to the emergency session establishment request for a period of time defined by local regulations and enables PSAP call back sessions for that period of time (in accordance with TS 22.101 [8]).

NOTE 1:
In some deployments, a routable location key (i.e. ESQK), the routable location key is assigned before forwarding the request.

NOTE 2:
In some implementations, the serving network logs the association between tel URI and the emergency session establishment request.

-
May determine or may request the LRF to determine the appropriate routing information which could be based on the type of emergency service requested and UE's location.

-
determine the default PSAP destination if routing based on UE's location is required but the location is unknown.

-
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E‑CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.

-
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E‑CSCF uses the TEL‑URI obtained from the LRF and forwards the request to an appropriate BGCF/MGCF for routing in the GSTN. This number shall have the same format as used for CS emergency calls. The MGCF may insert any available location information in the PSTN/CS signalling.

NOTE 3:
In case an ESRN is received from the LRF, the E‑CSCF maps the received ESRN from the LRF to a TEL-URI before forwarding the request to MGCF.
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