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13
Information Storage


13.0 General

This clause describes the additional information that is stored in different nodes while the UE is in non-3GPP access.
13.1
HSS

The data held in the HSS when non 3GPP accesses are not used is defined in TS 23.401 [4].

The additional data held in the HSS when non 3GPP accesses are used is defined in table 13.1-1 below.

Table 13.1-1: HSS EPS Data (additional aspects for non 3GPP accesses)

	Field
	Description

	3GPP AAA Server name
	The Identity of the 3GPP AAA Server serving the UE currently.

	QoS profile per access 
	The quality of service profile subscribed for a particular access for a specific APN

	ODB 
	Indicates that the status of the operator determined barring for a specific access.

	Access Restriction
	Indicates the access restriction subscription information. 


13.1A
3GPP AAA Server

The data held in the 3GPP Server when the UE is in non-3GPP access is defined in table 13.1A‑1 below.
Table 13.1A-1: 3GPP AAA Server Data 

	Field
	Description

	HSS Identity
	Diamter Server Identity of HSS

	Permanent User Identity
	UE identity used in authentication/authorization

	Authentication Vector
	Vector used for user authentication

	IP Mobility Mode
	Selected IP mobility mode for UE (optional) 

	APN-Configuration-Profile
	Default APN-Configuration and optionally a list of authorized APNs

	ePDG Address
	IP address of ePDG. (For Untrusted non-3GPP IP Access only)

	Access GW Address
	IP address of Access GW. (For Trusted non-3GPP IP Access only)


13.2
MME

Information storage for the MME is described in TS 23.401 [4]. The additional data held in the MME when optimized interworking with CDMA2000 HRPD is used is defined in table 13.2‑1 below.

Table 13.2-1: MME storage requirements to support optimized interworking with CDMA2000 HRPD

	Field
	Description

	S101 HRPD Access Network IP address
	The IP address of the HRPD AN used for the S101 tunnel for a UE. This is stored on a per UE basis.

	S103 Forwarding Address
	HS‑GW IP address used for data forwarding to the HRPD access over S103 interface. This is stored on a per UE basis.

	S103 GRE key(s)
	GRE Key(s) used for the data forwarding tunnel to the HS‑GW - one per UE-PDN connection. This is stored on a per UE basis.


13.3
S‑GW

Information storage for the S‑GW is described in TS 23.401 [4]. The additional data held in the S‑GW when optimized interworking with CDMA2000 HRPD is used used is defined in table 13.3‑1 below.

Table 13.3-1: S‑GW storage requirements to support optimized interworking with CDMA2000 HRPD

	Field
	Description

	S103 Forwarding Address
	HS‑GW IP address used for data forwarding to the HRPD access over S103 interface. This is stored on a per UE basis.

	S103 GRE key(s)
	GRE Key(s) used for the data forwarding tunnel to the HS‑GW - one per UE-PDN connection. This is stored on a per UE basis.


The additional data held in the S‑GW when chaining is used on S2a or S2b is defined in table 13.3‑2 below.
Table 13.3-2: S‑GW storage requirements to support chained S2a/S2b
	Field
	Description

	For each PDN Connection:
	

	Serving GW Address in Use (user plane)
	IP address of the Serving GW currently used for sending downlink user plane traffic over S2a/b. (For chaining case only)

	Serving GW GRE Key for uplink traffic (user plane)
	Serving GW assigned GRE Key for uplink user plane traffic over S2a/b. (For chaining case only)

	ePDG Address in Use (user plane)
	IP address of ePDG currently used for sending downlink user plane traffic on S2b. (For chaining case only)

	ePDG GRE Key for downlink traffic (user plane)
	ePDG GW assigned GRE Key for downlink user plane traffic on S2b. (For chaining case only)

	Access GW Address in Use (user plane)
	IP address of Access GW currently used for sending downlink user plane traffic on S2a. (For chaining case only)

	Access GW GRE Key for downlink traffic (user plane)
	Access GW assigned GRE Key for downlink user plane traffic on S2a. (For chaining case only)


13.3A
P‑GW

Information storage for the P‑GW is described in TS 23.401 [4]. The additional data held in the P‑GW when the UE is in non-3GPP access is defined in table 13.3A‑1 below.
Table 13.3A-1: P‑GW storage requirements (additional aspects for non 3GPP accesses)

	Field
	Description

	For each PDN Connection:
	

	P‑GW Address in Use (user plane)
	IP address of the P‑GW currently used for sending downlink user plane traffic over S2a/b 

	P‑GW GRE Key for uplink traffic (user plane)
	PDN GW assigned GRE Key for uplink user plane traffic over S2a/b

	ePDG Address in Use (user plane)
	IP address of ePDG currently used for sending downlink user plane traffic on S2b. (For S2b only)

	ePDG GRE Key for downlink traffic (user plane)
	ePDG GW assigned GRE Key for downlink user plane traffic on S2b. (For S2b only)

	Access GW Address in Use (user plane)
	IP address of Access GW currently used for sending downlink user plane traffic on S2a. (For S2a only)

	Access GW GRE Key for downlink traffic (user plane)
	Access GW assigned GRE Key for downlink user plane traffic on S2a. (For S2a only)


13.3B
ePDG

Information storage for the ePDG when the UE is in non-3GPP access utilizing S2b is defined in table 13.3B‑1 below.

Table 13.3B-1: ePDG storage requirements

	Field
	Description

	Permanent User Identity
	UE identity used in authentication/authorization

	MOBIKE Indication
	Indicates whether the UE supports MOBIKE

	APN-Configuration-Profile
	Default APN-Configuration and optionally a list of authorized APNs

	3GPP AAA Server
	Identity of 3GPP AAA server node exerting control over the SWa interface

	For each PDN Connection:
	

	APN in Use
	The APN currently used. This APN shall be composed of the APN Network Identifier and the APN Operator Identifier

	IP Address(es)
	IPv4 address and/or IPv6 prefix

	PDN type
	IPv4, IPv6, or IPv4v6

	P‑GW Address in Use (user plane)
	IP address of P‑GW currently used for sending uplink user plane traffic on S2b 

	P‑GW GRE Key for uplink traffic (user plane)
	PDN GW assigned GRE Key for uplink user plane traffic on S2b

	ePDG Address in Use (user plane)
	IP address of ePDG currently used for sending user plane traffic on S2b 

	ePDG GRE Key for downlink traffic (user plane)
	Serving GW assigned GRE Key for downlink user plane traffic on S2b

	Serving GW address in Use (user plane)
	IP address of Serving GW currently used for sending uplink user plane traffic on S2b. (For chaining case only)

	Serving GW GRE Key for uplink traffic (user plane)
	Serving GW assigned GRE Key for uplink user plane traffic on S2b. (For chaining case only)


13.3C
UE

Information storage for the UE is described in TS 23.401 [4]. The additional data held in the UE when it is in non-3GPP access is defined in table 13.3C‑1 below.

Table 13.3C-1: UE storage requirements (additional aspects for non 3GPP accesses)

	Field
	Description

	ePDG Identity
	FQDN and/or IP address used for the selected ePDG. (Only in case of Untrusted non- 3GPP IP Access)

	MOBIKE Indication
	Indication whether the UE supports MOBIKE


13.3D
Trusted non-3GPP access
The additional stored in the trusted non-3GPP access is defined in table 13.3D‑1 below.
Table 13.3D-1: Trusted non-3GPP access storage requirements 

	Field
	Description

	MN NAI
	UE identity used in authentication/authorization (IMSI based NAI)

	Authorized APN List 
	Authorized APN List for subscriber; may include QoS profile(s)

	3GPP AAA Server
	Identity of 3GPP AAA server node exerting control over the SWa interface

	For each PDN Connection:
	

	APN in Use
	The APN currently used. This APN shall be composed of the APN Network Identifier and the APN Operator Identifier

	IP Address(es)
	IPv4 address and/or IPv6 prefix

	PDN type
	IPv4, IPv6, or IPv4v6

	P‑GW Address in Use (user plane)
	IP address of P‑GW currently used for sending uplink user plane traffic on S2b 

	P‑GW GRE Key for uplink traffic (user plane)
	PDN GW assigned GRE Key for uplink user plane traffic on S2b

	Access GW Address in Use (user plane)
	IP address of Access GW currently used for sending user plane traffic on S2b 

	Access GW GRE Key for downlink traffic (user plane)
	Access GW assigned GRE Key for downlink user plane traffic on S2b

	Serving GW address in Use (user plane)
	IP address of Serving GW currently used for sending uplink user plane traffic on S2b. (For chaining case only)

	Serving GW GRE Key for uplink traffic (user plane)
	Serving GW assigned GRE Key for uplink user plane traffic on S2b. (For chaining case only)


13.3
Handling of Wild Card APN

When the wild card APN is present in the subscription context, the UE is authorized to connect to APNs which are not present in the subscription context.

When a request is received for registering a PDN GW ID for such an active APN which is not present in the subscription context, the nodes (HSS/MME/ S4 SGSN/AAA Server/Non-3GPP access) shall store the PDN GW ID and the APN for the UE.

When a request is received for deregistering of PDN GW ID, for such an active APN which is not present in the subscription context, the nodes (HSS/MME/ S4 SGSN/AAA Server/Non-3GPP access) shall delete the PDN GW ID and the APN for the UE.
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