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1. Introduction
The current RAN2 and RAN3 don't have the decision for the access control during inbound HO. Therefore, this contribution is proposing the open issues discussion related to SA2 scope.

Open issue 1: access control alternatives.

Open issue 2: routing principles.
2 Discussion
2.1 Access control

[Note: the proposed principles in this contribution can apply both to HNB and HeNB.]
Background introduction:

The access control is the main issue for the inbound mobility. UE based access control and network based access control were discussed in RAN group. The RAN is the responsible party for the final decision, as the different alternatives are based on the information transferred on the air.

During the offline discussion, most companies preferred the UE with the capability of reading the SIB, and this means that UE has the ability to perform access control. The advantage of UE based access control is solving the PCI collision problem.
However, the detailed mechanism shall wait for RAN2 input.

Which node to perform access control:

There are some alternatives for the access control node.

Alt 1: UE

Alt 2: source Enb

Alt 3: MME

Alt 4 : Target H-GW

Referring to the background introduction, the UE can perform access control first, since this can solve the PCI collision problem. However, the network cannot rely on the accessing UE due to the security concern. The network shall perform access control to ensure the CSG user.
Proposal 1: UE shall perform preliminary access control, and the network shall assist access control.
Since the discussion is based on the assumption that UE shall perform preliminary access control, then it is not necessary to discuss source eNB node. The reason is source eNB proposal is based on the assumption that UE has no capability to read the SIB. The following discussion will focus on the MME and the H-GW node.
For the deployment case of without H-GW:

In order to perform access control, the decision node should have information of UE allowed CSG list and target HeNB CSG Id.

In case without GW architecture, during the S1 interface establishment, the HeNB send the (Global HeNB Id, CSG Id and CSG mode) to the MME. In case of handoff to target HeNB, MME is already know the target CSG Id. And MME store the UE allowed CSG list in the UE context. MME is a nature entity to do the access control for inbound mobility.

Proposal 2: MME performs access control for inbound mobility in case of without GW architecture.

For the deployment case of with H-GW:

In case of with GW architecture, MME need to get the target CSG Id from the target side, since MME can not trust the UE reported target CSG Id. This will introduce a little delay to perform access control. And the resource in the target side is already comsumed before MME performing access control. If the UE is not allowed to access the target, MME need to release the resource in HeNB afterwards. It is not common for failured access control if UE based access control is applied. In our view, target GW performing access control or MME performing access control have no big difference. Target GW have one advantage of not consuming target HeNB resource in case of UE is not allowed to handover to the target H(e)NB.

Proposal 3: H-GW perform access control in case of with GW architecture.

2.2 Routing principles:
SA1 has the requirement for open CSG access mode, however whether it has clear requirement for distinguish open CSG cell and macro is vague. From the CN side, such as charging, whether the different principles for the open and the macro eNB shall apply has not been discussed before. No matter whether there is different requirement for open CSG and macro, the routing principles in inbound HO has some impact.
If the CN side shall distinguish the open HNB and Macro ENB, then there will be some impact to the RAN.

For air interface, there is no difference between open CSG and Macro. The current RAN2 doesnt define specific PCI range for the open HNB, so the open HNB and macro eNB might use the same PCI range. If we have the requirement for distinguish open HEnb and macro enb, then the UE and RAN node shall be updated for supporting this. e.g. define specific PCI range for open, or update SIB

If the CN side has no requirement to distinguish the open and macro eNB, then there will be impact to the RAN3 routing principle.

The current RAN3 defines the routing principle for the deployment case with HGW, there shall be a specific TAI for the HNB-GW. The MME use the different routing principles for HNB and macro eNB.  However, if we dont need to identify open CSG and macro eNB, the length of open Hnb and macro Enb ID are the same, then MME will not based on specific TAI to route to the correct H-GW, as MME cannot tell the difference with open HNB and macro eNB.

So the update for RAN3 might be: either reconsider the routing principles or define the deployment limitation, i.e. open mode Henb cannot be deployed behind the H-GW.

Proposal: SA2 evaluates the requirement for differentiate open CSG and macro eNB, and related routing principle in inbound HO.
3 Conclusion
Access control:
Proposal 1: UE shall perform preliminary access control, and the network shall assist access control.

Proposal 2: MME performs access control for inbound mobility in case of without GW architecture.

Proposal 3: H-GW perform access control in case of with GW architecture.

Routing principle:

Proposal: SA2 evaluates the requirement for differentiate open CSG and macro eNB, and related routing principle in inbound HO.
4 Proposal

*******************************************First change**************************************

6.3.6.3
Evaluation

For the principles of access control in inbound HO:
UE shall perform preliminary access control, and the network shall assist access control.
MME performs access control for inbound mobility in case of without GW architecture.
H-GW perform access control in case of with GW architecture.
The same principles can apply to the 3G HNB.
*******************************************END of first change********************
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