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Abstract of the contribution:

This contribution discusses the three solutions about in-bound H(e)NB handover and try to get a conclusion that the connected mode access control should be performed in the CN.
Discussion

Three possible solutions was provided in TR 23.830 to support in-bound handover towards H(e)NB in connected mode.

Solution 1: Including the Allowed CSG list in the Handover Restriction List IE
This solution is based on ANR function and new IE in S1-AP and X2-AP message. It can efficiently make the source (H)eNB to choose a suitable target cell for handover. But in order to support the in-bound handover, the Allowed CSG list of the UE always needs to be stored in the source (H)eNB. This is not safe for HeNB deployment, because it is a user’s device. The security can not be guaranteed. 

Solution 2: CSG Access control in the Core Network with support from the source RAN node
In this solution, the connected mode access control is performed in the CN. The CSG configuration (CSG ID, access mode) about the target cell is provided by the source RAN nodes. ANR mechanism also can be used in this solution. The UE includes CSG configuration of the target cells in its measurement reports, the source (H)eNB forwards the CSG configuration of the selected target CSG cell to the CN entity when it initials handover procedure. The core network entity performs access control according to UE’s allowed CSG list and the received CSG configuration of the target CSG cell. 

The CSG configuration reported by UE may not be trusted. The CN entity can recheck it when the target HeNB directly connected to the CN or the parameter can be transferred to HeNB GW to recheck during the handover procedure. The false rechecking can result handover failure.

For HNB deployment, the same mechanism can be used as stated above.

Solution 3: CSG Access control in the Core Network with support from the target RAN node
As solution 2, the access control in this solution is also performed in CN entity. However, the CSG configuration about the target cell is provided by the target RAN nodes instead of source RAN nodes. This solution does not impact on the behaviours of source RAN nodes and UE. When the source (H)eNB decides to handover the UE to the other cell, it only needs to report the target (H)eNB identity. In this solution, the CN entity can perform access control when the HeNB directly connected to the CN. When the HeNB connected to the CN via HeNB GW, the CN entity needs to use handover preparation procedure to get the CSG configuration. A new pair of messages which is defined to get the information from the target HeNB is not necessary. 

But if the target HeNB is not suitable to access, the handover procedure is failed and the source (H)eNB may reselect another target cell and initiates Handover Request again. The CN entity needs to get the CSG configuration again, this will increase time delay and signalling overload.

Proposal

It is proposed to add follow changes in TR 23.830:

****************************************start of change***********************************

6.3.6
Architectural issue – In-bound H(e)NB handover support 

6.3.6.1
Description
In-bound connected mode handover to H(e)NB for a UE was not supported in Rel-8 due to time constraints but is a requirement for Rel-9 as stated in TS 22.220 [2]:

-  With the exception of GERAN to E-UTRAN handover, it shall be possible to support service continuity when UE moves from a non-CSG cell to a CSG cell.

-  It shall be possible to support service continuity when UE moves from a CSG cell to a non-CSG cell or another CSG cell.

Proper implementation of in-bound connected mode handover requires the following issues to be resolved in the core network:

-
Connected mode access control: How to perform access control for an in-bound handover to a H(e)NB when the H(e)NB is operating as a closed CSG cell, i.e. to ensure the UE is performing handover to a suitable CSG cell.

- 
Various access mode supported: How to perform access control correctly when H(e)NB is operating as a hybrid/open CSG cell, i.e. to ensure the UE is performing handover to a suitable CSG cell.
- 
How to route S1AP message to target HeNB GW/HeNB: how to let MME route S1AP message to target HeNB GW/HeNB for an Inbound handover to a H(e)NB.

Editor’s note: RAN solution for in-bound handover to CSG cells has not been decided yet.
6.3.6.2
Solutions
6.3.6.2.1
Solution 1: Including the Allowed CSG list in the Handover Restriction List IE

As currently defined, the Handover Restriction List IE is included in various S1-AP and X2-AP messages such as INITIAL CONTEXT SETUP REQUEST and HANDOVER REQUEST, and it is used by the source eNB to determine a target cell based on equivalent PLMNs and forbidden TA/LAs for the UE. 

To support in-bound connected mode handover, it is proposed to expand the Handover Restriction List IE to also include the Allowed CSG list of the UE. This allows the source eNB to use this information to determine if a target CSG cell is suitable for handover.

NOTE 1:
It is a fundamental requirement for network controlled handover for the source eNB to know the target (H)eNB’s identity and certain other parameters in order to prepare the target cell for handover. TS36.300 sec 22.3.3 and 22.3.4 describes the method by which the source eNB automatically discovers any neighbouring target cells via the Automatic Neighbour Relation (ANR) Function using UE measurement reports. In addition O&M in TS 32.511 manages which cells the eNB may establish neighbour relations with, i.e., O&M may limit the cells that the source eNB may perform a handover with. In ANR, the UE reports the global Cell ID, tracking area code and all PLMN IDs that have been detected. By extending the ANR in Rel-9 to support in bound handover to HeNBs, the UE may also report the access mode (closed/hybrid/open) and the CSG ID. The source eNB will then have all the information needed to determine if the target CSG cell is suitable for handover.  

NOTE 2:
This solution is based on an assumption that ANR Function is extended to let the UE reports the access mode and the CSG ID to the source eNB. But this assumption has not been agreed by RAN and other alternatives remain possible.
The advantages of this approach include:

- 
Allows the source eNB to efficiently determine whether a target cell is suitable for handover without any extra messages.

-
In the case a target cell is a hybrid access mode HeNB, the source eNB would know whether the UE belongs to the CSG and hence may prefer handover of the UE to the target cell.

-
No changes to any of the existing handover procedures.

-
Forward compatible for instance if the X2 interface is included in Rel-9 or later HeNB implementations.

NOTE:
Any method that requires the MME to perform the check to determine if the target cell has a CSG ID in the UE’s Allowed CSG list will (a) require an extra handshake in order to perform X2 based handover and (b) requires the MME to perform this check for S1 based handover when the source eNB sends a HANDOVER REQUIRED message which may mean a greater processing at the MME and extra delay when the source eNB requests a handover to a non-suitable CSG cell.
6.3.6.2.2
Solution 2: CSG Access control in the Core Network with support from the source RAN node
In this solution the Core Network elements (MME/SGSN/MSC) performs the access control during the in-bound handover to HNB/HeNB. The Source NB/eNB/HNB/HeNB sends the target CSG ID and access control mode of the target HNB/HeNB to the Core Network in the handover request, and the Core Network performs access control based on the UE allowed CSG list as the same as the normal attach procedure. If the access control fails the Core Network shall return an error cause to the source NB/eNB/HNB/HeNB to indicate the reason why the handover failed (e.g. the target CSG id is not in the UE allowed CSG list). The source NB/eNB/HNB/HeNB may select another target cell and send handover request again.

Note 1: Extended ANR mechanism can be involved to make the source NB/eNB/HNB/HeNB to get the CSG ID and access mode of the target CSG cell.

Note 2: The CSG configuration (CSG ID, access mode) reported by UE may not be trusted. The CN entity can recheck it when the target HeNB directly connected to the CN or the parameter can be transferred to HeNB GW to recheck during the handover procedure. The false rechecking can result handover failure. The same mechanism can be used for HNB deployment.
The advantages of this approach include:

- Same access control point for different mobility scenario. 

- Security of CSG subscription data can be guaranteed by CN entity.

- The optional rechecking mechanism can make the UE handover to a CSG cell which it is allowed.
6.3.6.2.3
Solution 3: CSG Access control in the Core Network with support from the target RAN node

For this solution we assume the following:

-
As the Core Network node (MME/SGSN/MSC) performs CSG access control during in-bound handover. The NB/eNB/HNB/HeNB does not need to perform CSG access control thus the Allowed CSG List is not needed to be transferred to NB/eNB/HNB/HeNB.

-
The source NB/eNB/HNB/HeNB does not have the neighbour CSG cells’ configuration.

-
CSG ID and access mode provided by the UE via the source NB/eNB/HNB/HeNB can not be trusted.

When the Core Network node (MME/SGSN/MSC) receives message from source RAN node indicating handover is required, the CN node gets the CSG ID and access mode of the target cell directly from the target HNB/HeNB/HNB GW/HeNB GW. Then the CN node performs the access control during the in-bound handover to HNB/HeNB.

NOTE:
The CN node can use current handover preparation procedure to get the information from the target HNB/HeNB. Or a new pair of messages can be defined to get the information from the target HNB/HeNB.
The advantages of this approach include:
-
No impact or requirement for access control either on the behaviour of source RAN node or on the behaviour of the UE.

-
The CSG ID and access control mode of the target cell are validated by the target HNB/HeNB. Thus this solution mitigates the risk for the UE to hand off on a CSG cell for which the UE is not allowed.
Editor’s note: It is FFS how to perform access control if the MME/SGSN/MSC is relocated during the handover procedure.
6.3.6.3
Evaluation

Connected mode access control is performed in the core network, how the CN entity gets the CSG ID and access mode of the target CSG cell is still FFS which needs to be decided by RAN2&RAN3.
****************************************end of change***********************************
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