SA WG2 Temporary Document

Page 3

3GPP TSG SA WG2 Meeting #72
TD S2-092340
30 March – 3 April, 2009, Hangzhou, China

Source:
China Mobile
Title:
A Requirement on Subscriber Based Routing for Local IP Access
Document for:
Approval / Discussion

Agenda Item:
7.4.7
Work Item / Release:
EHNB / Rel-9
Abstract of the contribution: This document presents a requirement that the routing of IP traffics may be different for subscribers to guarantee QoS or provide subscriber based services.
1. Introduction

For local IP access to the Internet, the traffics may have variant routing paths, e.g., travel through the operator’s core network, break out at H(e)NB/H(e)NB-GW, etc. Such variant routing will provide subscribers with better user experiences. For example, those who concern more about security may prefer the operator’s core network. In addition, a flexible configuration of routing policy will increase the reliability of the data link.
2. Discussions

In this section, several figures are used to illustrate the requirements that the routing policy for subscribers are different.
· In Figure 1, according to the requirement in TS22.220 all the traffics to the Internet break out when the local IP access to the Internet is enabled
· In Figure 2, according to the requirement in TS22.220 all the traffics to the Internet break out when the local IP access to the Internet is disabled
· In Figure 3, based on the routing policy, both WAP and VoIP traffics are transmitted through the operator’s core network when a UE is at home
· In Figure 4, based on the routing policy, both WEB VPN and VoIP traffics are transmitted through the operator’s core network when a UE is in the enterprise
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Figure 1. Current Requirement: enable local IP access to the Internet
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Figure 2. Current Requirement: disable Local IP access to the Internet
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Figure 3. VoIP and WAP traffics travel through the core network at home

[image: image4]
Figure 4. Web VPN and WAP traffics travel through the core network in the enterprise
3. Conclusion

The IP traffics to the Internet may not travel through the operator’s core network in view of the limited resource of EPC and the time delay that may result in. However, the routing policies of these traffics may be different at the network caused by variant requirements of users. Therefore, it is necessary to configure the routing policy by the operator at the network element where the IP traffics to the Internet break out.
4. Proposal
The following changes are proposed to 5.1.8 in TR 23.830.

* * * First Change * * * *
5.1.8
Local IP Access to Internet Requirements
The following requirements are from TS 22.220:

· It shall be possible to be done without traversing the operator network.

· Simultaneous access from a UE to both the operator’s core network and Local IP Access to the Internet shall be supported. 
· Whether the IP traffics to the Internet is routed to travel through the operator’s core network or not may be configured per H(e)NB by the operator based on the IP destinations or service types (e.g., VoIP, Web VPN, etc)
· The operator or the H(e)NB Owner, within the limits set by the operator, shall be able to enable/disable Local IP Access to the Internet per H(e)NB. 

· It shall be possible to collect and make available to the operator statistics information (e.g. regular reporting of Local IP traffic volume) for each user on the use of the Local IP Access to the Internet.

· Local IP access to the internet shall not compromise the security of the operator networks.
NOTE:
When a UE is using the Local IP Access to the Internet, it is assumed that the H(e) NB does not provide any support to  LI.

* * * End of Change * * * *
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