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1
Introduction

At SA2#70 a new work item on enhancing PMIP based interfaces to support multiple PDN connections to the same APN was agreed. The support of multiple PDN connections to the same APN is a problem for PMIP based interfaces as the APN and MN ID would not uniquely identify such PDN connections. A number of solution proposals have been discussed during Rel-8 specification work, but none of them was found to be mature enough to be included in the Rel-8 specifications. 

We think that the main reason of the technical issues of the previously proposed solutions is that they proposed a single solution for PMIP based S5/S8 and S2a/S2b interfaces - even though the requirements and the environment of the PMIP based S5/S8 and S2a/S2b interfaces are quite different.

The main requirements and preconditions of the PMIP based S5/S8 solution are the following:

· It should be transparent to the UE (in a similar manner as it is with GTP; in fact, the UE should not be able to detect which protocol is used on S5/S8).

· It should have only impact to the Serving GW and the PDN GW to avoid backward compatibility issues (In Rel-8, this meant compatibility with GPRS; if introduced in Rel-9, compatibility with Rel-8 EPC is to be ensured as well)
· During HO , there is context transfer between Serving GWs.
The main requirements and preconditions of the S2a/S2b solution are the followings:

· The UE could be active in the solution, the UE could be aware of this feature.
· It should be transparent to 3GPP access network, impacts on legacy MME/SGSG should be avoided.
· There is no context transfer during HO.
It can be easily seen from the above requirements/preconditions that the preconditions/requirements of the two scenarios are quite different. Therefore our proposal is to define two different mechanisms of the different scenarios. The only additional requirement created by using two different mechanisms is they should not interfere, i.e., when both of them are used the PDN connections to the same APN can be supported over all PMIP based interfaces.
2
Proposed solution
2.1
Solution for PMIP based S5/S8
The method proposed here provides a solution for PMIP based S5/S8. The basic concept of the solution is to use a PDN connection tag over PMIP based S5/S8 to identify a PDN connection of a user, i.e., the MN-ID, the APN and the PDN connection tag will identify a PDN connection over PMIP based S5/S8.

The PDN connection tag shall not change during the time period when the PDN connection remains within 3GPP accesses and shall have the following properties:

· It should be created during the creation of a new PDN connection.

· The MME, the Serving GW and the PDN GW should store it.

· During handovers with Serving GW change it should be part of the PDN connection context transferred between the MMEs (if MME changes) and transferred from the MME to the new Serving GW.
There is no need to introduce any new parameter in the system as both the uplink GREkey and the EPS bearer id satisfy the above requirements 

2.1.1
EPS bearer ID based as a PDN connection tag
The EPS Bearer ID is allocated for all EPS bearers by the MME and it does not change during the lifetime of the bearer. It is part of the UE context in the MME, and it is sent to the Serving GW. Thus it can be used to identify PDN connections without any MME or GTP impact. (GTP is used between the MME and the Serving GW.) The bearer model of the E-UTRAN and PMIP is different. In E-UTRAN there can be multiple bearers within a single PDN connection, while in PMIP there is a one-to-one mapping between the PDN connection and the PMIP tunnel. Therefore, it is proposed to use the EPS Bearer ID of the default bearer to identify the PDN connection over PMIP based S5/S8. The default bearer is the first bearer created when a new PDN connection is established and it cannot be removed during the lifetime of the PDN connection. As the EPS Bearer ID is unique within the scope of a UE, the MN-ID and the EPS Bearer ID itself can be used to identify the PDN connection. (The use of APN is possible, but it does not provide any further information.)

The EPS Bearer ID can be carried in Proxy Binding Updates using 3GPP specific extension (the Vendor Specific Mobility Option) as it is already done in Release 8 for a number of other 3GPP specific parameters. The extension can be introduced in an optional way and we can remain fully backward compatible as the PDN GW can inform the Serving GW if it supports this new extension. In this way we can ensure that the Serving GW accepts the bearer setup request that lead to multiple PDN connections to the same APN only if the PDN GW supports it. 

2.1.2
Uplink GREkey as a PDN connection tag
The uplink GREkey is allocated by the PDN GW when the PDN connection is established and it does not change during the lifetime of the PDN connection. The uplink GREkey is unique within a PDN GW thus the MN-ID, the APN and the uplink GREkey can identify a PDN connection. The PDN GW sends it to the Serving GW which forwards it to the MME. The MME stores it and it is sent to the new Serving GW if there is a Serving GW change at a handover. This means that it can be used to identify PDN connections without any MME or GTP impact.

In Proxy Binding Updates it can be carried using 3GPP specific extension (the Vendor Specific Mobility Option) as it is proposed within the EPS Bearer ID based implementation option. Note even if the Serving GW does not know the uplink GREkey before receiving the Uplink GREkey within PBA at the PDN connection establishment, the Serving GW shall use this 3GPP specific extension (e.g., with a special value) during the PDN connection establishment to check if the PDN GW supports multiple PDN connections to the same APN.
2.2
Solution for non-3GPP access networks
The solution proposed here is applicable for the non-3GPP accesses, i.e. the PMIP based S2a and S2b interfaces and besides that, is also usable for the S2c case. To ensure handover of all the PDN connections between 3GPP and non-3GPP accesses, also the 3GPP access signalling is proposed to be extended. Note that in case of S2c PDN connections to the same APN can be created without any additional specification as each PDN connection uses a separate IPSec SA. However additional specification is needed to hand over these PDN connections to a 3GPP access (acting as a home link), otherwise the UE cannot indicate to the network which PDN connections are moved from the non-3GPP network to the 3GPP network.
The proposed solution is based on a PDN connection identifier (PCID) that is assigned to the PDN connection during the PDN connection establishment. During handover between 3GPP and non-3GPP networks the UE shall send the PCID to the PDN GW to identify the PDN connections of the UE.

A possible solution is that the new parameter (e.g., a numeric value from 1 to the maximum number of PDN connection) is introduced and used as PCID. In this case the UE assigning PDN connection identifiers (PCID) for its PDN connections at their setup and reusing these identifiers after handover. The identifiers are communicated between the UE and the PDN GW(s), both in the 3GPP (UTRAN and E-UTRAN) and non-3GPP access:

· For the 3GPP access, the PCO is used/extended for this purpose. This does not require any change beyond the PDN GW as it is forwarded to the PDN GW as a transparent data.

· If the UE accesses the EPC via a non-3GPP access network with DSMIPv6, the UE shall send the PCID during bootstrapping. After the DSMIPv6 bootstrapping the IPSec SA identifies the PDN connection for DSMIPv6 signalling. 

· In case of PMIP and trusted non-3GPP AN, the UE shall send the PCID to the MAG (in an access specific way), and then the MAG shall include the PCID into the PBU sent to the PDN GW, using the Vendor Specific Mobility Option. As it is described in section 2.1 this can be defined in a backward compatibility manner, i.e., the PDN GW can indicate to the UE and the MAG if it supports it. 
The communication of the PCID between the UE and the MAG in a trusted network can happen several ways.

a. It can be done in an access specific way, which means that it is out of the scope of 3GPP. 

b. If a Trusted non-3GPP access network supports the use of PCO, then PCO can transfer this information. 

c. If a Trusted non-3GPP access network does not support the signalling of PCID, then AAA signalling can be used to transfer this information between the UE and the MAG. The UE includes the PCID to the EAP-Response/AKA'-Challenge during the access authentication; then the AAA server shall send the PCID to the MAG in the Trusted non-3GPP AN over the STa interface at the successful completion of the authentication and authorization procedure.
(Note that this solution option requires AAA signalling at each PDN connection setup; the non-3GPP IP access shall request authorization of the user when receiving a new PDN connection request.)
· In case of PMIP and an untrusted non-3GPP access, we see two options: 
a. The UE includes the PCID to the IKEv2 signalling, using a new configuration payload extension.
b. The UE utilizes the AAA infrastructure to carry the PCID, including the PCID to the EAP-Response/AKA-Challenge during the authentication that is executed during tunnel setup to ePDG; the AAA Server shall send it to the ePDG at successful completion of the authentication, then the ePDG shall send it within the PBU to the PDN GW (same way as described above).

The IPv6 HNP/IPv4 HoA of the given PDN connection may also be used as PCID. Note that in this case the APN and the IPv6 HNP/IPv4 HoA can identify the PDN connection as the IPv4 address itself may not be unique. Moreover the applicability of the IPv6 HNP / IPv4 address depends on other factors as well:

- 
they may or may not be supported by the source / target AN;
- 
it requires further studies whether the IPv4 or the IPv6 HNP or both should be used for dual stack bearers.
The main advantage of using of the IPv6 HNP / IPv4 HoA is that it does not require the extension of the PMIPv6 and DSMIPv6 protocols (which is needed if the PCID is a sequence number). The PCO still needs to be extended to carry the IPv6 HNP or IPv4 HoA.

Note that the use of EPS bearer ID as PCID is not possible without major changes to the EPS bearer ID allocation procedure for 3GPP access. In the 3GPP access EPS bearer IDs are allocated by the MME. When a UE moves to a non-3GPP access it can easily use these values as PCID. However using the current EPS bearer id allocation mechanism when the UE moves from a non-3GPP access to a 3GPP access the UE has no means to force the MME to allocate the same value as EPS bearer ID that are used as PCID for a given PDN connection.
2.3.1 Optimized HO between E-UTRAN and CDMA2000 access

The optimized HO from E-UTRAN to CDMA2000 access can also used the method proposed above for Trusted Non-3GPP accesses. The difference is that the PCID should be transferred from the UE to the HSGW, which provides the MAG function, during the pre-registration phase. This can be done either using a CDMA2000 specific signalling between the UE and HSGW or within the PCO, which also supported by CDMA2000 specifications.
3
Conclusion
Section 2.1 depicts a method using PDN connection tags between the Serving GW and the PDN GW to support multiple PDN connections to the same APN over PMIP based S5/S8. The PDN connection tag can be either the uplink GREkey or the EPS bearer ID, which are already part of the context information. Therefore the proposed solution does not require any UE, MME, or SGSN change, i.e., even a Rel-8 UE can get this feature with a Rel-9 PMIP based S5/S8.

Section 2.2 depicts a method using PDN connection identifier between the UE and the PDN GW to support multiple PDN connections to the same APN over S2a/S2b and S2c. The presented method is backward compatible, it does not require any change in 3GPP access networks and the MME/SGSN. For non-3GPP handovers it is proposed to introduce a new parameter that can be used as PDN connection identifier. The use IPv4 HoA or IPv6 HNP seems more complex as the IPv4 address may be allocated after the attachment (deferred IPv4 address allocation).
As the solutions in section 2.1 and 2.2 are independent, they can be deployed and used separately and they do no interfere, e.g., an operator can deploy the solution for PMIP based S5/S8 without supporting the same feature for non-3GPP networks.
It is proposed to agree in principle in the above methods as a basis for further work to support multiple PDN connections to the same APNs over PMIP based interfaces. Nokia Siemens Networks and Nokia are happy to create the necessary CRs based on the conclusions of the SA2 discussions. 

Annex A
This Annex depicts a couple of examples how the proposed solution works. In the examples the EPS Bearer ID is used a PDN connection tag and a PCID value is also presented. For the sake of simplicity the figures and text just highlights the messaging related to multiple PDN connections to the same APN.
A.1 PDN connections to the same APN via PMIP based S5/S8

This example depicts how a UE can create two PDN connections to the same APN and what is happening during a HO with SGW change.
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Figure A.1-1

1) The UE requests a new PDN connection sending the APN and the PCID in the PCO. The new element is the PCID in the PCO.

2) The MME creates the new default bearer by sending the APN, the EPS bearer ID and the received PCO. No change in the MME behaviour.

3) The SGW sends a PBU including the APN, the EPS bearer ID, and the PCO. The new element is the EPS bearer ID.

4a-4c) The PGW stores the APN, the EPS bearer ID and the PCID. Then the PDN connection establishment is acknowledged.

5) The UE requests a new PDN connection to the same APN by sending the APN and a new PCID value in the PCO.

6) The MME creates the new default bearer by sending the APN, the EPS bearer ID and the received PCO. No change in the MME behaviour.

7) The SGW sends a PBU including the APN, the EPS bearer ID, and the PCO. The new element is the EPS bearer ID.

8a-8c) The PGW recognizes that this is a new PDN connection based on the new EPS bearer ID. The PGW stores the APN, the EPS bearer id and the PCID. Then the PDN connection establishment is acknowledged.

9) A handover with SGW change is performed. (Note: the MME is changed and there is context transfer executed between the source and target MME; as the emphasis is not on the MME, our figure shows both MMEs in the same box)

10) The MME handovers the 1st PDN connection by sending the APN, the EPS bearer ID. No change in the MME behaviour.

11) The SGW sends a PBU including the APN and the EPS bearer ID. The new element is the EPS bearer ID.

12a-12b) The PGW identifiesthe PDN connection based on the EPS bearer ID. Then the PDN connection HO is acknowledged

13) The MME handovers the 2nd PDN connection by sending the APN and the EPS bearer ID. No change in the MME behaviour.

14) The Serving GW sends a PBU including the APN and the EPS bearer ID. The new element is the EPS bearer ID.

15) The PGW identifiesthe PDN connection based on the EPS bearer ID. Then the PDN connection HO is acknowledged

Note that the PCID values are not used during this procedure; they are just here to support the non-3GPP handovers (see next sections). If the UE does not want to HO to non-3GPP networks then they are not needed in this flow.

A.2 HO from a 3GPP access to a non-3GPP access with S2a

In this example the UE handovers from a 3GPP access to a non-3GPP access with two PDN connections to the same APN (created in the previous section) and then creates a 3rd PDN connection to the APN.
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Figure A.2-1

0) The starting point is the state created in the previous section: two PDN connections to APN=foo.

1) The UE handovers the 1st PDN connection by sending the APN and the PCID. The new element is the PCID.

2) The MAG sends a PBU including the APN, and the PCID. The new element is the PCID.

3a-3b) The PDN recognizes the PDN connection based on the PCID. Then the PDN connection establishment is acknowledged.

4) The UE handovers the 2nd PDN connection by sending the APN and the PCID. The new element is the PCID.

5) The MAG sends a PBU including the APN, and the PCID. The new element is the PCID.

6a-6b) The PDN recognizes the PDN connection based on the PCID. Then the PDN connection establishment is acknowledged.

7) The UE creates a new PDN connection by sending the APN and a new PCID. The new element is the PCID.

8) The MAG sends a PBU including the APN, and the PCID. The new element is the PCID.

9a-9b) The PDN recognizes that this a new PDN connection based on the PCID. It stores the APN and the PCID. Then the PDN connection establishment is acknowledged.

A.3 HO from a non-3GPP access to a 3GPP access

In this example the UE handovers from a non-3GPP access to a 3GPP access with three PDN connections to the same APN (created in the previous section).
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Figure A.3-1

0) The starting point is the state created in the previous section: three PDN connections to APN=foo.

1) The UE handovers the 1st PDN connection by sending the APN and the PCID in the PCO. The new element is the PCID in the PCO.

2) The MME creates the new default bearer by sending the APN, the EPS bearer ID and the received PCO. No change in the MME behaviour.

3) The SGW sends a PBU including the APN, the EPS bearer ID, and the PCO. The new element is the EPS bearer ID.

4a-4c) The PGW identifies the PDN connection based on the PCID, stores the APN, the EPS bearer ID and the PCID. Then the PDN connection establishment is acknowledged.

5) The UE handovers the 2nd PDN connection by sending the APN and the PCID in the PCO. The new element is the PCID in the PCO.

6) The MME creates the new default bearer by sending the APN, the EPS bearer ID and the received PCO. No change in the MME behaviour.

7) The SGW sends a PBU including the APN, the EPS bearer ID, and the PCO. The new element is the EPS bearer ID.

8a-8c) The PGW identifies the PDN connection based on the PCID, stores the APN, the EPS bearer ID and the PCID. Then the PDN connection establishment is acknowledged.

9) The UE handovers the 3rd PDN connection by sending the APN and the PCID in the PCO. The new element is the PCID in the PCO.

10) The MME creates the new default bearer by sending the APN, the EPS bearer ID and the received PCO. No change in the MME behaviour.

11) The SGW sends a PBU including the APN, the EPS bearer ID, and the PCO. The new element is the EPS bearer ID.

12a-12c) The PGW identifies the PDN connection based on the PCID, stores the APN, the EPS bearer ID and the PCID. Then the PDN connection establishment is acknowledged.

Note that the values of Bearer IDs of the PDN connections are independent of the values used earlier in the 3GPP access, but the PCIDs are kept unchanged during all the above procedures; the PDN GW uses the PCID values to uniquely identify the PDN connections of a user.
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