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Abstract of the contribution:

This document clarifies that the purpose of UE’s Allowed CSG list storage in MME/SGSN/MSC is to perform access control when the H(e)NB GW doesn’t perform that.
Introduction

The HNB/HeNB specific requirements for access control are listed in section 5 in TR 23.830 v0.2.1. As we know, UE should have its own Allow CSG list stored in HSS, but only when the H(e)NB GW doesn’t perform UE access control, MME/SGSN/MSC will use UE’s Allow CSG list to perform UE access control. The requirements depicted in section 5.2.1 and 5.3.2 are likely to lead to ambiguity – MME/SGSN/MSC will always use the UE’s allowed CSG list to perform access. This contribution proposes to clarify this issue.
Proposal

The following changes are proposed to TR 23.830 v0.2.1.
**************************************start of first change*********************************

5.2.1
Access control

· Rel-8 SGSN/MSC stores the UE’s Allowed CSG list and uses it to perform UE access control if the CSG Id and access mode of the Home NodeB are forwarded by the Home NodeB GW.
· Home NodeB GW performs UE access control if the UE is not CSG capable or if the SGSN/MSC is pre-Rel-8.
· 
**************************************end of first change*********************************

**************************************start of second change*********************************

5.3.2
Access control

· MME stores the UE’s allowed CSG list to perform UE access control.

· CSG Id and access mode of the Home eNodeB shall be informed to the MME by the Home eNodeB for UE access control.
**************************************end of second change*********************************
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